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Abstract

This research aims to propose guidelines for risk management information technology at
secondary schools under the Office of the Basic Education Commission, Bangkok Metropolis. Both
quantitative and qualitative methods of research methodology were used, with data collected from
school directors, school deputies and school staff who responsible for the ICT in Schools under the
Office of Secondary Area 1 and Area 2, consisting of 425 respondents who provided qualitative data
from interviewing school directors and school deputy to suggest suidelines for risk management of
information and communication technology at secondary schools.

The Questionnaire and interviews were used to collect data and analyse by calculating the
mean, percentages and content analysis. PNl modification was used to analyse needs assessment for
risk management guidelines.The result of the study revealed that the needs of Risk Management in ICT
in secondary schools has a management approach in the following order:1) Risk Identification 2) Risk
Assessment 3) Risk Analysis 4) Risk Treatment 5) Risk Monitor and Control
Addny :suivsanuidsy weluladasauma/ TsaFoudsendnw
Keywords: RISK MANAGEMENT/ INFORMATION COMMUNICATION TECHNOLOGY/ SECONDARY SCHOOLS
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n1sdan1sadades (Risk Treatment)
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n13AMULaTAUANAANLEEY (Risk Monitor and Control)
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4. mﬂLLu’meW’ﬁﬂ’;’lmam (Risk f\/\anagement Process) (v@nd8 ﬂqmwuﬁ 2556)% E;T 7Y
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3). MFIATIziAUEYS (Risk Analysis)
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