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Abstract 
 This research aims to propose guidelines for risk management information technology at 
secondary schools under the Office of the Basic Education Commission, Bangkok Metropolis. Both 
quantitative and qualitative methods of research methodology were used, with data collected from 
school directors, school deputies and school staff who responsible for the ICT in Schools under the 
Office of Secondary Area 1 and Area 2, consisting of 425 respondents who provided qualitative data 
from interviewing school directors and school deputy to suggest guidelines for risk management of 
information and communication technology at secondary schools.  
 The Questionnaire and interviews were used to collect data and analyse by calculating the 
mean, percentages and content analysis. PNI modification was used to analyse needs assessment for 
risk management guidelines.The result of the study revealed that the needs of Risk Management in ICT 
in secondary schools has a management approach in the following order:1) Risk Identification 2) Risk 
Assessment 3) Risk Analysis 4) Risk Treatment 5) Risk Monitor and Control  
ค าส าคัญ :การบริหารความเสี่ยง/ เทคโนโลยีสารสนเทศ/ โรงเรียนมัธยมศึกษา 
Keywords: RISK MANAGEMENT/ INFORMATION COMMUNICATION TECHNOLOGY/ SECONDARY SCHOOLS 
 

บทน า  
 การบริหารงานขององค์กรทุกประเภท ไม่ว่าจะเป็นบริษัท ห้างร้าน หน่วยงานรัฐวิสาหกิจ โรงเรียน ทั้ง
ในส่วนของภาครัฐและภาคเอกชน ทุกองค์กรจะตั้งวัตถุประสงค์ไว้ชัดเจน และก าหนดกลยุทธ์เปูาหมาย เพ่ือ
ขับเคลื่อนองค์กรไปสู่วัตถุประสงค์ที่ตั้งไว้ เช่น เพ่ือพัฒนาคุณภาพการศึกษา เพ่ือสร้างผลก าไร เพ่ือให้บริการ
ประชาชน เป็นต้น แต่ไม่ว่าจะก าหนดวัตถุประสงค์ไว้เช่นใดก็ตาม การบรรลุวัตถุประสงค์ดังกล่าวนั้นมักไม่
สมบูรณ์ครบถ้วนตามที่ตั้งไว้ เพราะองค์กรมักจะประสบกับความเสี่ยงในด้านต่างๆ อยู่เสมอ ทั้งนี้ความเสี่ยง
เหล่านี้อาจจะปรากฏในลักษณะที่แตกต่างกันออกไป (ส านักงานปลัดกระทรวงศึกษาธิการ 2550:11) ไม่ว่าจะ
เป็นความสูญเสียต่อทรัพย์สิน สูญเสียโอกาส เสียเวลาด าเนินงาน สิ้นเปลืองค่าใช้จ่าย ทรัพยากรและพลังงาน 
รวมไปถึงการส่งผลเสียต่อสุขภาพกายและสุขภาพจิตของทั้งบุคลากรและผู้รับบริการอีกด้วย (ธารชุดา อมร
เพชรกุล, 2546:1)  
 การศึกษาเป็นระบบเกี่ยวข้องกับการพัฒนาคนให้เป็นคนโดยสมบูรณ์ โดยจะต้องน าศาสตร์ต่างๆ มา
ประยุกต์ เพ่ือหวังผลตามเปูาหมายอย่างมีประสิทธิภาพได้ทั้งผลผลิตและผลลัพธ์อย่างมีมาตรฐานซึ่งค่อนข้าง
ยาก และบ่อยครั้งมักเบี่ยงเบนจากเปูาหมายท่ีตั้งไว้ (ธร สุนทรายุทธ, 2550) 
 “ความเสี่ยงทางการศึกษา” เป็นแนวคิดค่อนข้างใหม่ที่ยังไม่มีการน ามาใช้ในวงการศึกษามากนัก ไม่
เหมือนในวงการธุรกิจที่ให้ความส าคัญกับการบริหารความเสี่ยง เพราะการด าเนินการด าเนินการทางธุรกิจถ้า
พลาดก็หมายถึงหายนะ ส่วนการศึกษาดูเสมือนไม่เป็นอะไร อะไรก็ได้ แท้จริงแล้วไม่ใช่ เพราะความเสี่ยงทา ง
การศึกษาเกิดขึ้นได้ตลอดเวลาและทุกพ้ืนที่ ถ้าคิดในการลงทุนเม็ดเงินกับความพอเพียงและเวลาที่สูญเสียไป 
กับการด าเนินการที่ปราศจากการบริหารจัดการความเสี่ยงในสภาพระบบราชการที่ “ไม่มีต้นทุน” แล้วจะส่งผล
ต่อความหายนะทางการศึกษาได้เช่นกัน (ธร สุนทรายุทธ, 2550)  

เจริญ เจษฎาวัลย์ (2547 : 177) กล่าวว่า ในบรรดาความเสี่ยงทั้งหลายที่จะสร้างความเสียหายให้กับ
องค์การนั้น ความเสี่ยงเรื่องเทคโนโลยี สามารถนับเป็นความเสี่ยงที่สามารถสร้างความเสียหายได้อย่างใหญ่
หลวงที่สุดประเภทหนึ่ง เพราะเป็นเทคโนโลยีที่มีอิทธิพลมากที่สุดต่อการด าเนินชีวิตประจ าวันของมนุษย์เรา
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ในยุคปัจจุบัน ปี พ.ศ. นี้ ดูเหมือนเทคโนโลยีข้อมูลสารสนเทศ หรือที่ภาษาอังกฤษนิยมเรียกว่า IT นั้น 
องค์การทุกองค์การแทบจะไม่อาจหลีกเลี่ยงต่อการน ามาใช้งานกัน โดยจะให้หย่อนหรือจะขาดเสียก็มิได้ด้วย 
 ICT หรือ Information Communication Technology เป็นได้ทั้ง External Forces และ 
Internal Forces ต่อทุกๆ องค์การ ที่มีโอกาสน ามาซึ่ง ICT Risks ได้อย่างมากมายมหาศาล 

เทคโนโลยีสารสนเทศเป็นสิ่งที่จ าเป็นและส าคัญที่ช่วยให้ผู้บริหารปฏิบัติภารกิจได้อย่างมีประสิทธิภาพ 
โดยมุ่งการพัฒนาการใช้เทคโนโลยีสารสนเทศในระดับโรงเรียนได้สนับสนุนในด้านบุคลากร ด้านงบประมาณ 
ด้านวัสดุครุภัณฑ์ และด้านการจัดการศึกษาที่มีความจ าเป็น การนิเทศ การประเมินผลเพ่ือระบบสารสนเทศที่
เป็นกระบวนการในด้านคุณภาพการบริหารการใช้เทคโนโลยีสารสนเทศ เป็นกระบวนการด าเนินงานด้าน
เทคโนโลยีสารสนเทศในการเสาะแสวงหา การวิเคราะห์ การจัดเก็บ การจัดการ และการเผยแพร่ข้อมูลเพ่ือ
เพ่ิมประสิทธิภาพ ในการบริหารงานทั้งในปัจจุบันและอนาคต 

สถานศึกษาควรจะใช้คอมพิวเตอร์ให้มีศักยภาพเพ่ือการจัดระบบสารสนเทศที่เป็นระบบที่ครบถ้วน
ถูกต้องและเรียกใช้ได้ทันเวลาในทุกสถานการณ์ การมี ข้อมูลและสารสนเทศที่มีคุณภาพจะท าให้
กระบวนการพัฒนาคุณภาพการศึกษาของสถานศึกษาในด้านต่างๆ ด าเนินไปได้อย่างมีคุณภาพ การจัดระบบ
สารสนเทศในสถานศึกษาจึงมีความส าคัญและเป็นประโยชน์ส าหรับบุคลากรในทุกองค์กร 

อย่างไรก็ตามทุกสิ่งทุกอย่างย่อมมีสองด้าน การน าเทคโนโลยีมาใช้ย่อมก่อให้เกิดทั้งประโยชน์และ
ปัญหา โดยปัญหาการน าเทคโนโลยีไปใช้ในการบริหารการศึกษาท่ีพบในปัจจุบันคือ (หวน พินธุพันธุ์, 2551) 
 1.ผู้บริหารขาดความรู้ความเข้าใจเกี่ยวกับเทคโนโลยีใหม่ๆ 
 2.ผู้บริหารไม่ให้ความส าคัญในการเตรียมบุคลากรใช้เทคโนโลยี 
 3.ผู้บริหารขาดความสามารถในการสื่อสารให้ผู้เกี่ยวข้องเห็นประโยชน์และความจ าเป็นในการ 
ใช้เทคโนโลยี 
 4.ครูขาดความรู้ความเข้าใจและความสามารถในการน าเทคโนโลยีไปใช้ คือไม่ได้รับการศึกษาอบรม 
มาก่อน 
 5.ครูไม่ชอบการเปลี่ยนแปลงจึงท าให้การรับเทคโนโลยีท าได้ยากข้ึน 

6.ครูอาจารย์ส่วนใหญ่เป็นครูสายปฏิบัติการสอน ไม่เคยผ่านการอบรมในด้านการใช้คอมพิวเตอร์ 
มาก่อน 
 7.สถานที่ใช้เทคโนโลยีโดยไม่เหมาะสม ผิดวัตถุประสงค์ และไม่คุ้มค่า เช่นใช้เล่นเกม ฟังเพลง แทนที่
จะใช้ค้นคว้าเพ่ือเตรียมสอน ฉายเทปโทรทัศน์โดยไม่วางแผนก่อนว่าจะให้นักเรียนเรียนรู้เรื่องอะไร 
 8.ขาดสาธารณูปโภคท่ีจ าเป็นต่อการใช้เทคโนโลยี เช่นไม่มีไฟฟูา 
 9.อาคารสถานที่ไม่เหมาะสม ห้องคับแคบ ไม่มีห้องเก็บอุปกรณ์ โดยเฉพาะอุปกรณ์  
ราคาแพง 

นอกจากนี้ปัญหาอ่ืนๆ คือปัญหาการจัดระบบสารสนเทศในโรงเรียนมีข้อมูลสารสนเทศไม่เพียงพอ
หรือให้ข้อมูลไม่ทันต่อการใช้งาน และปัญหาอีกอย่างหนึ่งคือ บุคลากรขาดความรู้ความเข้าใจในการจัดระบบ
สารสนเทศปัญหาขาดบุคลากรท าหน้าที่จัดระบบสารสนเทศโดยเฉพาะ  งบประมาณด้านวัสดุครุภัณฑ์ในการ
จัดซื้ออุปกรณ์เทคโนโลยีสารสนเทศไม่เพียงพอ  เทคโนโลยีสื่อสารส่วนใหญ่ใช้โทรศัพท์และไม่มีเครือข่ายข้อมูล
ส าหรับเชื่อมโยงการใช้ข้อมูลสารสนเทศภายในโรงเรียน  การใช้ข้อมูลทาง internet ส่วนใหญ่มีการใช้ข้อมูล
สารสนเทศในการวางแผนและการตัดสินใจในงานวิชาการ ปัญหาที่ส าคัญของการใช้เทคโนโลยีสารสนเทศ คือ 
ขาดงบประมาณและบุคลากรที่มีความรู้ความสามารถ และทักษะในการใช้เทคโนโลยีสารสนเทศ ขาดวัสดุ
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อุปกรณ์ทางเทคโนโลยีสารสนเทศ ซึ่งผู้บริหารโรงเรียนมีความคิดเห็นว่า มีความต้องการสิ่งเหล่านี้เป็นอย่าง
มาก อาจารย์ส่วนใหญ่เป็นครูสายปฏิบัติการสอน มีความรู้เฉพาะในเนื้อหาที่ตนสอน ไม่เคยผ่านการอบรมใน
ด้านเทคนิคและวิธีวิเคราะห์ระบบสารสนเทศมาก่อน เมื่อผู้บริหารต้องการเก็บข้อมูลก็มอบหมายให้ครู -
อาจารย์ดังกล่าวด าเนินการ จึงท าให้ผลปฏิบัติงานไม่ดีเท่าที่ควร สารสนเทศที่ผลิตได้จากระบบไม่สนอง
วัตถุประสงค์ของโรงเรียน(หวน พินธุพันธุ์, 2551) 
 การบริหารความเสี่ยงเป็นเครื่องมือทางกลยุทธ์ที่ส าคัญตามหลักการก ากับดูแลกิจการที่ดีโดยจะช่วย 
ให้การบริหารงานและการตัดสินใจด้านต่างๆเช่น การวางแผน การก าหนดกลยุทธ์การติดตามควบคุม และ
วัดผลการปฏิบัติงาน ตลอดจนการใช้ทรัพยากรต่างๆอย่างเหมาะสมและมีประสิทธิภาพมากขึ้น ลดการสูญเสีย
และโอกาสที่ท าให้เกิดความเสียหายแก่องค์กรโดยเฉพาะอย่างยิ่งในด้านเทคโนโลยีสารสนเทศที่เข้ามามี
บทบาทส าคัญในการด าเนินงานของหน่วยงานภายในองค์กร ทั้งการจัดเก็บข้อมูล การใช้งานอุปกรณ์
คอมพิวเตอร์ การติดต่อสื่อสารผ่านระบบเครือข่าย และวิธีการปฏิบัติงานระบบเทคโนโลยีสารสนเทศต่างๆ
ภายใต้สภาวะการด าเนินงานของทุกๆ องค์กรล้วนแต่มีความเสี่ยง ซึ่งก็คือความไม่แน่นอนที่จะส่งผลกระทบต่อ
การด าเนินงานหรือเปูาหมายขององค์กร จึงจ าเป็นต้องมีการจัดการความเสี่ยงเหล่านั้นอย่างเป็นระบบ โดยการ
ระบุความเสี่ยงว่ามีปัจจัยเสี่ยงใดบ้างที่กระทบต่อการด าเนินงานหรือเปูาหมายขององค์กรวิเคราะห์ความเสี่ยง
จากโอกาสและผลกระทบที่เกิดขึ้น จัดล าดับความส าคัญของปัจจัยเสี่ยง แล้วก าหนดแนวทางในการจัดการ
ความเสี่ยงโดยต้องค านึงถึงความคุ้มค่าในการจัดการความเสี่ยงอย่างเหมาะสม 
           การบริหารจัดการเทคโนโลยีด้านต่างๆมาใช้เพ่ือการศึกษา ซึ่งประโยชน์ที่ได้รับคือ ช่วยให้สะดวก 
หรือง่ายขึ้น และลดความผิดพลาดส าหรับงานที่ซับซ้อนยุ่งยากได้ ยกตัวอย่างเช่น การเก็บข้อมูลโต๊ะ เก้าอ้ี 
อุปกรณ์ต่างๆ เป็นต้น การเก็บข้อมูลของครูและบุลากรในโรงเรียน เช่น ระดับขั้น เงินเดือน และถ้ามี
งบประมาณมากๆก็สามารถติดต่อข้อมูลทางเครือข่ายยิ่งท าให้สะดวกมาก ขึ้นอีกด้วย ส าหรับข้อเสียของการใช้ 
ICT ไม่ถูกทางมีมากกว่าไม่ว่าจะเป็นผู้บริหาร ครู นักเรียน เช่นการปกปิดข้อมูล หรือการปรับเปลี่ยนข้อมูล ไม่
ว่าจะในทางผลประโยชน์ใดหรือในทางใดก็ตาม ก็เป็นผลเสียในการใช้ ICT ทั้งสิ้น ส าหรับนักเรียนถ้าใช้ไม่ถูก
ทางการติดตามดูแลอาจไปไม่ทั่วถึงซึ่งเป็นผลเสียที่ร้ายแรงเช่นกัน 

ทั้งนี้หากสถานศึกษาไม่ด าเนินการบริหารความเสี่ยงให้ครอบคลุมงานในสถานศึกษาก็จะท าให้การ
ด าเนินงานไม่บรรลุพันธกิจและเปูาหมายของสถานศึกษาได้และจากปัญหาดังกล่าวข้างต้นจะเห็นได้ว่าการ
บริหารความเสี่ยงในสถานศึกษามีความส าคัญเป็นอย่างยิ่งในการลดมูลเหตุแต่ละโอกาสที่สถานศึกษาจะเกิด
ความเสี่ยงให้ระดับความเสี่ยงและขนาดของความเสี่ยงที่จะเกิดขึ้นในอนาคตให้อยู่ในระดับที่สถานศึกษา
ยอมรับได้ประเมินได้ควบคุมได้และตรวจสอบได้อย่างมีระบบโดยค านึงถึงการบรรลุเปูาหมายตามภารกิจหลัก
ของสถานศึกษาและเปูาหมายตามแผนปฏิบัติราชการประจ าปีของต้นสังกัดและเพ่ือให้การบริหารความเสี่ยง
ในสถานศึกษาระดับการศึกษาขั้นพ้ืนฐานมีประสิทธิภาพครอบคลุมปัจจัยความเสี่ยงทางด้านการศึกษาใน
ปัจจุบันผู้วิจัยจึงใช้แนวคิดทฤษฎีของนักการศึกษามาประยุกต์เป็นกรอบแนวคิดในการวิจัยที่จะศึกษาถึงปัจจัย
ความเสี่ยงในสถานศึกษาและการพิจารณาเพ่ือหาแนวทางในการบริหารความเสี่ยงในสถานศึกษาระดับ
การศึกษาขั้นพ้ืนฐานซึ่งจะเป็นประโยชน์ต่อการบริหารและพัฒนาสถานศึกษาให้มีคุณภาพต่อไป  
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วัตถุประสงค์  
 เพ่ือน าเสนอแนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนระดับมัธยมศึกษา 
สังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน กรุงเทพมหานคร 
วิธีด าเนินการวิจัย  
 ประชากรและกลุ่มตัวอย่าง 

ประชากรในการวิจัยในครั้งนี้ คือ โรงเรียนมัธยมศึกษาสังกัดส านักงานเขตพ้ืนที่การศึกษามัธยมศึกษา 
เขต 1 และ เขต 2 กรุงเทพมหานครจ านวน 119 โรงเรียน 
กลุ่มตัวอย่าง 
 กลุ่มตัวอย่างในการเก็บข้อมูลเชิงปริมาณ :โรงเรียนสังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน 
ส านักงานเขตพ้ืนที่การศึกษามัธยมศึกษา กรุงเทพมหานคร เขต 1 จ านวน 67 โรงเรียน และ เขต 2 จ านวน 52 
โรงเรียน รวมทั้งหมด 119 โรงเรียน โดยผู้วิจัยได้ ค านวณหาขนาดกลุ่มตัวอย่างโดยใช้ตาราง Krejcie & 
Morganพบว่าได้กลุ่มตัวอย่างเป็นโรงเรียนสังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน ส านักงานเขตพ้ืนที่
การศึกษามัธยมศึกษา กรุงเทพมหานคร เขต 1 และเขต 2 จ านวน 92 โรงเรียน 
 จากนั้นจับสลากเพ่ือสุ่มเลือกโรงเรียนมัธยมศึกษาสังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน ส านักงาน
เขตพ้ืนที่การศึกษามัธยมศึกษา กรุงเทพมหานคร เขต 1 จ านวน 52 โรงเรียน และจับสลากเพ่ือสุ่มเลือก
โรงเรียนมัธยมศึกษาสังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน ส านักงานเขตพ้ืนที่การศึกษามัธยมศึกษา 
กรุงเทพมหานคร เขต 2 จ านวน 40 โรงเรียน รวม 92 โรงเรียน 

สรุปผู้ให้ข้อมูลในการเก็บข้อมูลเชิงปริมาณ 
โรงเรียนมัธยมศึกษาสังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน ส านักงานเขตพ้ืนที่การศึกษา

มัธยมศึกษา กรุงเทพมหานคร เขต 1 จ านวน 52 โรงเรียน ประกอบด้วยผู้บริหาร 1 คน รองผู้อ านวยการ 4 คน
และบุคลากรผู้รับผิดชอบด้าน ICT 1 คน รวมเป็นโรงเรียนละ 6 คน ดังนั้นผู้ให้ข้อมูลทั้งหมด 312 คน 

โรงเรียนมัธยมศึกษาสังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน ส านักงานเขตพ้ืนที่การศึกษา
มัธยมศึกษา กรุงเทพมหานคร เขต 2 จ านวน 40 โรงเรียน ประกอบด้วยผู้บริหาร 1 คน รองผู้อ านวยการ 4 คน
และบุคลากรผู้รับผิดชอบด้าน ICT 1 คน รวมเป็นโรงเรียนละ 6 คน ดังนั้นผู้ให้ข้อมูลทั้งหมด 240 คน 

สรุปจ านวนผู้ให้ข้อมูลเชิงปริมาณทั้งหมด  552 คน 
กลุ่มตัวอย่างในการเก็บข้อมูลเชิงคุณภาพ : ผู้บริหารโรงเรียนสังกัดคณะกรรมการการศึกษาขั้น

พ้ืนฐาน เขตพ้ืนที่การศึกษา กรุงเทพมหานคร เขต 1และเขต 2 ที่ได้จากการสุ่มตัวอย่างแบบเจาะจง 
(Purposive Sampling) โดยพิจารณาจากการตอบแบบสอบถาม ว่าโรงเรียนใดมีข้อมูลเกี่ยวกับการบริหาร
ความเสี่ยงด้านเทคโนโลยีสารสนเทศที่น่าสนใจ เพ่ือสัมภาษณ์และรับรองแนวทางการบริหารความเสี่ยงด้าน
เทคโนโลยีสารสนเทศโรงเรียนมัธยมศึกษาสังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน ที่ผู้วิจัยสังเคราะห์ขึ้นจาก
การวิเคราะห์ข้อมูลเชิงปริมาณ  
เครื่องมือที่ใช้ในการวิจัย 
ข้อมูลเชิงปริมาณ  
 แบบสอบถาม : เพ่ือส ารวจความคิดเห็นเกี่ยวกับแนวทางที่เหมาะสมการบริหารความเสี่ยงด้าน
เทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษาสังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน ส านักงานเขตพ้ืนที่
การศึกษามัธยมศึกษา กรุงเทพมหานคร เขต 1 และเขต 2 เพ่ือใช้เป็นข้อมูลในการก าหนดแนวทางการบริหาร
ความเสี่ยงด้านเทคโนโลยีสารสนเทศที่สามารถน าไปปฏิบัติได้จริงในโรงเรียนมัธยมศึกษาต่อไป 
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ข้อมูลเชิงคุณภาพ 
 แบบสัมภาษณ์เกี่ยวกับแนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษา
สังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน ส านักงานเขตพ้ืนที่การศึกษามัธยมศึกษา กรุงเทพมหานคร เขต 1 
และเขต 2 ที่ผู้วิจัยสังเคราะห์ขึ้นจากข้อมูลเชิงปริมาณ เพ่ือเป็นข้อมูลสัมภาษณ์ผู้บริหารในการรับรองแนว
ทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษาสังกัดคณะกรรมการการศึกษาขั้น
พ้ืนฐาน  
การเก็บรวบรวมข้อมูล 

ข้อมูลเชิงปริมาณ :เก็บข้อมูลโดยการใช้แบบสอบถาม เพ่ือวิ เคราะห์ข้อมูลและน าผลการ                
วิเคราะห์มาพัฒนาเป็นแนวทางในการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษา 
สังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน กรุงเทพมหานคร 

ข้อมูลเชิงคุณภาพ :เก็บข้อมูลโดยการสัมภาษณ์ผู้บริหารเกี่ยวกับแนวทางการบริหารความเสี่ยงด้าน
เทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษา สังกัดคณะกรรมการการศึกษาขั้นพ้ืนฐาน กรุงเทพมหานคร แล้ว
น ามาสรุปปรับปรุงแนวทาง 
 การวิเคราะห์ข้อมูล 
 วิเคราะห์ข้อมูลเชิงปริมาณโดยใช้สถิติบรรยายดังนี้ค่าความถี่ (Frequency) ค่าร้อยละ(Percentage) 
ค่าเฉลี่ย(x̄)และค่าดัชนีการจัดเรียงล าดับความส าคัญของความต้องการจ าเป็น (PNI modified)น าข้อมูลที่ได้มา
ก าหนดเป็นแนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษา และแนวทาง
ดังกล่าวไปให้ผู้บริหารโรงเรียนที่ได้จากการสุ่มกลุ่มตัวอย่าง จ านวน 10 คน รับรองแนวทางการบริหารความ
เสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษา เพ่ือให้ข้อมูลที่ได้จากการวิจัย มีความน่าเชื่อถือ เหมาะ
แก่การน าไปปฏิบัติได้จริง 
 
ผลการวิจัย 
 แนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษาสังกัด
คณะกรรมการการศึกษาขั้นพื้นฐาน กรุงเทพมหานคร 

แนวทางการบริหารความเสี่ยง 
ด้านเทคโนโลยีในโรงเรียน 
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การวิเคราะห์ความเสี่ยง (Risk Analysis) 
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ตามกรอบแนวคิดการบริหารความเสี่ยง 
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การระบุความเสี่ยง (Risk Identification) 

1) มีการระบุความรับผิดชอบของบุคลากรที่ก ากับดูแลงานด้าน ICT ไว้อย่างชัดเจนหากมีความเสียหาย
เกิดข้ึน 

2) มีการก าหนดปัจจัยที่อาจจะส่งผลกระทบต่อระบบเครือข่าย (network) ของโรงเรียนอย่างสม่ าเสมอ 
3) การระบุความเสียหายที่อาจเกิดขึ้นต่อความพร้อมใช้งานของเครือข่าย (network) ของโรงเรียนมีการ

ด าเนินการอยู่เสมอ 
4) ผู้เกี่ยวข้องกับการใช้ ICT ของโรงเรียนมีการท างานร่วมกันเพ่ือระบุความเสี่ยงของ software ที่

น ามาใช้ในโรงเรียนอย่างสม่ าเสมอ 
5) ผู้เกี่ยวข้องกับการใช้ ICT ของโรงเรียนมีการท างานร่วมกันเพ่ือระบุปัจจัยที่น่าจะส่งผลต่อความ

เสียหายของ software ที่น ามาใช้ในโรงเรียน 
การประเมินความเสี่ยง (Risk Assessment) 

1) โรงเรียนมีการด าเนินการประเมินความเสี่ยงด้านโครงสร้างพื้นฐานอย่างน้อยภาคการศึกษาละ 1 ครั้ง 
2) การประเมินความพร้อมของข้อมูล (Data) ที่ส าคัญของโรงเรียนมีการปฏิบัติอยู่เสมอ 
3) มีการแจ้งให้บุคลากรที่เกี่ยวข้องในการใช้ ICT ทราบถึงผลการประเมินความพร้อมของอุปกรณ์ 

(Hardware) อย่างเป็นลายลักษณ์อักษรก่อนน าไปใช้งาน 
4) โรงเรียนมีการประเมินความรู้ความสามารถของบุคลากรที่ท าหน้าที่ดูแลระบบ ICT ของโรงเรียนอย่าง

สม่ าเสมอ 
5) มีการวางแผนปูองกันความเสียหายของข้อมูลจากภัยคุกคามต่างๆ เช่น Hacker ไวรัส เป็นต้น 
6) มีการประเมินโอกาสที่จะเกิดความเสียหายของ software อย่างสม่ าเสมอ 
7) การประเมินความพร้อมใช้งานของเครือข่าย (network) ของโรงเรียนมีการปฏิบัติการอย่างสม่ าเสมอ

ทุกภาคการศึกษา 
การวิเคราะห์ความเสี่ยง (Risk Analysis) 

1) การด าเนินการแก้ไขความเสียหายที่เกิดขึ้นต่อsoftware ที่น ามาใช้ในโรงเรียน ตามตารางระดับความ
เสี่ยงที่จัดท าข้ึน  ตามระดับความรุนแรง เป็นนโยบายส าคัญท่ีได้รับการด าเนินการอย่างเร่งด่วน 

2) การวิเคราะห์โอกาสที่จะเกิดความเสียหายต่อโครงสร้างพ้ืนฐาน ระบบเครือข่าย (network) ของ
โรงเรียนและผลกระทบที่เกิดขึ้นโดยมีแผนด าเนินการแก้ไขอย่างเป็นรูปธรรมชัดเจน 

3) มีการพิจารณาโอกาสที่จะเกิดความเสียหายต่อข้อมูลสารสนเทศ (Data) ที่ส าคัญของโรงเรียนตาม
ตารางระดับความเสี่ยง อย่างสม่ าเสมอ 

การจัดการความเสี่ยง (Risk Treatment) 
1) เพ่ิมมาตรการในการคัดเลือกบุคลากรผู้รับผิดชอบด้าน ICT ของโรงเรียนเพ่ือเป็นการส่งผ่านและ

หลีกเลี่ยงความเสี่ยง 
2) โรงเรียนมีมาตรการในการก ากับดูแล ควบคุมบุคลากรผู้รับผิดชอบด้าน ICT ของโรงเรียนอย่างเข้มงวด 
3) นโยบายควบคุมการเข้าถึงข้อมูลที่ส าคัญของโรงเรียน เป็นนโยบายหลักที่มีการด าเนินการ เพราะเป็น

การหลีกเลี่ยงความเสี่ยงที่จะเกิดขึ้นกับข้อมูลที่ส าคัญของโรงเรียน ที่จะส่งผลกระทบต่อการด าเนินงาน
ด้านอื่นๆ ของโรงเรียน 

การก ากับและควบคุมความเสี่ยง (Risk Monitor and Control) 
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1) มีการจัดท าบันทึกการใช้งานอุปกรณ์ที่เป็นส่วนประกอบต่างๆของคอมพิวเตอร์ อย่างสม่ าเสมอเพ่ือจะ
ได้ทราบอายุการใช้งานและระยะเวลาที่เหมาะสมในการเปลี่ยนอุปกรณ์ 

2) มีการปรับปรุงระบบโครงสร้างพื้นฐานให้ทันสมัยตามความเจริญก้าวหน้าทางเทคโนโลยีอยู่เสมอ 
3) มีการมอบหมายให้คณะกรรมการนักเรียน หรือนักเรียนที่มีความรู้ความสนใจด้าน ICT ช่วยกัน

สอดส่องดูแลความเสียหายของ Hardware ที่อาจเกิดจากตัวบุคคลซึ่งหมายถงึนักเรียนในโรงเรียนหรือ
บุคคลภายนอกที่เข้ามาใช้สถานที่ของโรงเรียน 

4) มีนโยบายชี้แจงหรือให้ความรู้แก่บุคลากรในโรงเรียน ในการปรับใช้ software ที่สอดคล้องกับความ
ต้องการของโรงเรียน และ update โปรแกรมต่างๆ ให้มีความทันสมัยพร้อมใช้งานอยู่เสมอ 

5) มีนโยบายชี้แจงหรือให้ความรู้แก่บุคลากรในโรงเรียน ใช้ software ที่ถูกต้องตามลิขสิทธิ์ เพ่ือปูองกัน
ปัญหา ความเสียหายที่อาจเกิดขึ้น 

สรุปผลการวิจัยจากข้อมูลเชิงคุณภาพ 
เพ่ือให้แนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนระดับมัธยมศึกษา สังกัด

คณะกรรมการการศึกษาขั้นพ้ืนฐาน กรุงเทพมหานครมีความน่าเชื่อถือ และก่อให้เกิดประสิทธิภาพสูงสุดกับผู้
น าไปประยุกต์ใช้  ผู้วิจัยจึงเก็บข้อมูลเชิงคุณภาพ โดยการน าแนวทางดังกล่าวไปสัมภาษณ์ผู้บริหารโรงเรียนเพ่ือ
รับรองและเสนอแนะแนวทางปรับปรุงแก้ไขให้แนวทางบริหารความเสี่ยงมีค วามเหมาะสม และเกิด
ประสิทธิภาพมากยิ่งขึ้น สรุปข้อมูลได้ดังนี้ 
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ค าอธิบาย 
แนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษา 

การที่จะบริหาร หรือด าเนินงานด้านใดให้ส าเร็จลุล่วง ขั้นตอนแรกเริ่มที่เป็นหัวใจส าคัญที่สุดคือการ
ระบสุาเหตุ ปัจจัยที่มีความเกี่ยวข้องท าให้เกิดผลกระทบทั้งทางตรงและทางอ้อม เชิงบวกและเชิงลบ ที่จะช่วย
ให้การบริหาร การพัฒนา หรือการปูองกันการเกิดปัญหา สามารถด าเนินการได้ตรงจุด ทันเวลา และเกิด
ประสิทธิภาพต่อแนวทางอ่ืนๆ ในระบบ 
 การบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศก็เช่นเดียวกัน ก่อนที่จะเริ่มบริหารความเสี่ยง ประเมิน
ความเสียง จัดการความเสี่ยง เราก็ต้องทราบสาเหตุ ปัจจัยที่ก่อให้เกิดความเสี่ยงนั้น เพ่ือจะได้ด าเนินการ
แนวทางอ่ืนๆ ต่อไปในทิศทางเดียวกันอย่างมีประสิทธิภาพและเกิดประสิทธิผลสูงสุด โดยมีแนวทางการ
วิเคราะห์ความเสี่ยงดังนี้ 
การระบุความเสี่ยง (Risk Identification) 

1) โรงเรียนควรมอบหมายให้ทุกฝุายที่เกี่ยวข้องกับงาน ICT และหน่วยงานภายนอกที่มีส่วนเกี่ยวข้อง
กับการติดตั้งระบบเครือข่ายร่วมกันก าหนดปัจจัยที่ส่งผลกระทบต่อระบบเครือข่าย (network) ของ
โรงเรียนอย่างสม่ าเสมอเพ่ือส่งเสริมให้การด าเนินงานทุกฝุายภายใต้ระบบเครือข่ายของโรงเรียน
เป็นไปอย่างมีประสิทธิภาพ 

2) โรงเรียนควรก าหนดนโยบาย ให้ผู้ควบคุมดูแลระบบและผู้ใช้ ICT  ของโรงเรียนร่วมกันระบุความ
เสี่ยงของ software ที่เกิดขึ้นบ่อย เพ่ือหาแนวทางปูองกันและควบคุมมิให้ปัญหาเดิมเกิดขึ้นใน
อนาคต 

3) โรงเรียนควรก าหนดนโยบาย ให้บุคลากรที่เกี่ยวข้องในโรงเรียน รวมทั้งนักเรียนที่เป็นผู้ใช้งาน
ร่วมกันระบุความเสี่ยงของ hardware ที่เกิดขึ้นบ่อย เพ่ือหาแนวทางปูองกันมิให้เกิดความเสียหาย
ต่ออุปกรณ์ต่างๆ ซึ่งจะส่งผลกระทบกับการใช้งานและการจัดการเรียนการสอนได้ 

4) โรงเรียนร่วมกันระบุความเสี่ยงของข้อมูลdata ที่เกิดขึ้นบ่อยในแต่ละภาคการศึกษา เพ่ือหาแนวทาง
ปูองกันและควบคุมมิให้ปัญหาเดิมเกิดข้ึนในอนาคต 

5) โรงเรียนควรมีมาตรการที่เข้มงวดในการระบุความรับผิดชอบของบุคลากรที่ก ากับดูแลงานด้าน ICT 
ไว้อย่างชัดเจน หากมีความเสียหายเกิดขึ้นเนื่องจากทรัพยากรมนุษย์ถือเป็นปัจจัยส าคัญที่จะสร้าง
ประโยชน์ หรือสร้างโทษ ให้เกิดขึ้นในหน่วยงาน และเป็นการกระตุ้นให้บุคลากรรับผิด รับชอบใน
หน้าที่และพร้อมจะยอมรับในผลการกระท าของตน 

การประเมินความเสี่ยง  (Risk Assessment) 
1) โรงเรียนควรมีการประเมินโอกาสที่จะเกิดความเสียหายต่อระบบโครงสร้างพ้ืนฐานของโรงเรียน

หมายถึงบุคลากรทุกฝุายที่มีส่วนเกี่ยวข้อง ทั้งผู้ดูแลระบบและผู้ใช้ ICT ในโรงเรียนควรมีการร่วมกัน
ประเมิน ปัจจัยทั้งภายในและภายนอกที่จะส่งผลให้เกิดความเสียหายต่อระบบโครงสร้างพ้ืนฐานของ
โรงเรียนอย่างสม่ าเสมออย่างน้อยปีการศึกษาละ 1 ครั้งและมีการบันทึกเป็นลายลักษณ์อักษร 

2) โรงเรียนควรมีนโยบายให้ผู้บริหาร ผู้เกี่ยวข้องกับการใช้ ICT และบุคลากรผู้รับผิดชอบงาน ICT มีการ
ร่วมกันประเมินปัจจัยที่อาจก่อให้เกิดความเสียหายด้าน software ทั้งจากภายในและภายนอก
เนื่องจากปัจจัยด้าน software มีความเกี่ยวข้องกับลิขสิทธิ์ หากมีความผิดพลาดเกิดขึ้น จะส่งผล
กระทบต่อภาพรวมของงาน ICT ในโรงเรียน 
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3) โรงเรียนควรมีนโยบายให้ผู้บริหาร ผู้เกี่ยวข้องกับการใช้ ICT และบุคลากรผู้รับผิดชอบงาน ICT มีการ
ร่วมกันประเมินปัจจัยที่อาจก่อให้เกิดความเสียหายด้าน hardware ทั้งจากการใช้ในระบบการบริหาร
และการจัดการเรียนการสอน เพ่ือให้การใช้งานอุปกรณ์คอมพิวเตอร์เกิดประโยชน์และคุ้มค่ามากท่ีสุด 

4) โรงเรียนควรมีการประเมินความเสี่ยงเกี่ยวกับข้อมูลสารสนเทศ อันประกอบด้วยข้อมูลของหลายๆ 
ฝุายที่ส าคัญ เช่น ข้อมูลสถิตินักเรียน ครู ข้อมูลผลงานด้านวิชาการของโรงเรียน ข้อมูลของฝุายบริหาร 
เป็นต้น เป็นประจ าสม่ าเสมอทุกภาคการศึกษา 

5) โรงเรียนต้องให้ความส าคัญกับการประเมินความรู้ความสามารถของบุคลากรที่ท าหน้าที่ดูแลระบบ 
ICT ของโรงเรียนอยู่เสมอ อย่างน้อยปีการศึกษาละ 1 ครั้ง เพ่ือให้สอดคล้องกับความเจริญก้าวหน้า
ทางเทคโนโลยีที่มีการเปลี่ยนแปลงตลอดเวลา ทั้งนี้ยังเป็นการกระตุ้นให้บุคลากรพัฒนาตนเองให้เกิด
ความก้าวหน้าทางวิชาชีพอยู่เสมอ 

การวิเคราะห์ความเสี่ยง (Risk Analysis) 
1) โรงเรียนควรมีแผนการวิเคราะห์โอกาสที่จะเกิดความเสียหายต่อโครงสร้างพ้ืนฐาน ระบบเครือข่าย 

(network) ของโรงเรียนเช่น ปัญหาการกระจายสัญญาณเครือข่ายไม่ทั่วถึงไปยังบางพ้ืนที่ในโรงเรียน 
เป็นต้น เพ่ือจะได้เป็นแนวทางปฏิบัติในการด าเนินการแก้ไขที่เป็นรูปธรรมชัดเจน 

2) เนื่องจากข้อมูลสารสนเทศที่ส าคัญของโรงเรียนเป็นหัวใจส าคัญประการหนึ่งที่จะบ่งชี้ศักยภาพของ
โรงเรียนดังนั้นโรงเรียนควรจัดให้มีการพิจารณาโอกาสที่จะเกิดความเสียหายต่อข้อมูลสารสนเทศ (data) 
ที่ส าคัญของโรงเรียนตามตารางระดับความเสี่ยงอย่างสม่ าเสมอและมีมาตรการแก้ไขอย่างทันท่วงทีหาก
มีความเสียหายเกิดข้ึน 

3) โรงเรียนควรมีนโยบายให้บุคลากรผู้ใช้ ICT ในโรงเรียนร่วมกันวิเคราะห์โอกาสที่จะเกิดความเสียหายต่อ 
hardware และ software อย่างสม่ าเสมอ และควรมีการก าหนดแผนด าเนินการให้ทุกฝุายที่เกี่ยวข้อง
รับทราบ เนื่องจากเป็นข้อมูลจากผู้ที่ใช้งานจริงในโรงเรียน และหากอุปกรณ์ต่างๆ ไม่พร้อมการจัดการ
เรียนการสอนหรือการด าเนินงานด้านต่างๆ ด้วยระบบ ICT ก็จะไม่สามารถบรรลุวัตถุประสงค์ การใช้ 
ICT ในงานนั้นๆ ของโรงเรียน 

4) บุคลากรคือกลไกส าคัญในการขับเคลื่อนงานแต่ละด้าน ดังนั้นโรงเรียนควรให้ความส าคัญในการ
วิเคราะห์ความเสียหายที่จะเกิดขึ้นกับบุคลากรผู้รับผิดชอบงาน ICT ของโรงเรียน เพ่ือเป็นการปูองกัน
ความเสียหายอันมหาศาลที่อาจเกิดข้ึนและด าเนินการแก้ไขภายหลังได้ยาก 

การจัดการความเสี่ยง (Risk Treatment) 
1) การวางระบบโครงสร้างพ้ืนฐานที่มีประสิทธิภาพเป็นรากฐานส าคัญท่ีจะท าให้การน าเทคโนโลยี

สารสนเทศมาใช้ในโรงเรียนเกิดประสิทธิภาพมากท่ีสุด จึงเป็นนโยบายที่โรงเรียนควรด าเนินการ
เป็นอันดับแรกๆ  

2) โรงเรียนควรมีมาตรการควบคุมการใช้ hardware และ software อย่างเป็นระบบ เพ่ือเป็นการ
ปูองกันปัญหาที่จะเกิดขึ้น เช่น อุปกรณ์ช ารุดก่อนการสอน software หมดอายุการใช้งาน เป็นต้น
ซึ่งหากมีการวางมาตรการควบคุมอย่างเข้มแข็ง ปัญหาที่สามารถปูองกันได้ล่วงหน้าก็จะไม่เกิดขึ้น 

3) การที่จะให้งาน ICT ในโรงเรียนเป็นไปอย่างมีประสิทธิภาพ มีองค์ประกอบที่สมบูรณ์ทุกด้าน 
บุคคลที่เป็นก าลังส าคัญที่จะท าให้เกิดขึ้นคือ บุคลากรผู้รับผิดชอบงาน ICT ของแต่ละโรงเรียนที่
ต้องดูแลรับผิดชอบโดยตรง ดังนั้นโรงเรียนจึงควรให้ความส าคัญในการคัดเลือกบุคลากร
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ผู้รับผิดชอบงาน ICT เพ่ือหลีกเลี่ยงความเสี่ยงในแต่ละด้านให้เกิดขึ้นน้อยที่สุดเพราะคนคือกุญแจ
ส าคัญที่จะน าไปสู่ประตูแห่ง “ความเสี่ยง” หรือ “ความส าเร็จ” ในโรงเรียน 

4) โรงเรียนควรมีมาตรการควบคุมการเข้าถึงข้อมูล (data) ที่ส าคัญ เพ่ือเป็นการปูองกันผลกระทบที่
จะเกิดกับข้อมูลและสามารถเกิดขึ้นต่อการด าเนินงานด้านอ่ืนๆ ทั้งทางตรงและทางอ้อม และหาก
มีการก าหนดผู้ที่สามารถเข้าถึงข้อมูลไว้อย่างชัดเจน จะได้ง่ายต่อการตรวจสอบผู้กระท าผิดหากมี
ความเสียหายเกิดขึ้นกับข้อมูล 

5) โรงเรียนควรให้ความส าคัญเป็นอย่างยิ่งในการจัดเก็บข้อมูลความเสี่ยงด้าน ICT ในแต่ละปี
การศึกษาอย่างเป็นระบบ เพ่ือน ามาเป็นแนวทางในการปูองกันความเสี่ยงที่อาจเกิดขึ้นในอนาคต
ทั้งนี้เพ่ือเป็นการปูองกันไม่ให้สิ่งที่เคยเกิดขึ้นมาแล้วเกิดขึ้นซ้ าอีก และสามารถน าไปเป็นแนว
ทางการบริหารความเสี่ยงในงานด้านอื่นๆ  

การก ากับและควบคุมความเสี่ยง (Risk Monitor and Control) 
1) โรงเรียนควรมีการปรับปรุงระบบโครงสร้างพื้นฐานของโรงเรียนให้ทันสมัยตามความเจริญก้าวหน้าทาง

เทคโนโลยีอยู่เสมอทั้งนี้เพ่ือเป็นการพัฒนาโรงเรียนให้ก้าวหน้า เปิดโลกทัศน์ให้ทุกคนเรียนรู้สิ่งใหม่ๆ ที่
เกิดข้ึนตลอดเวลา และร่วมพัฒนาตนเอง พัฒนาโรงเรียนไปพร้อมๆกัน 

2) โรงเรียนควรมีนโยบายชี้แจงหรือให้ความรู้แก่บุคลากรในโรงเรียนทุกคน ในการเลือกใช้ software ที่
ถูกต้องตามลิขสิทธิ์ สอดคล้องกับความต้องการในการใช้งาน และ รู้จักวิธีการปรับปรุงโปรแกรมที่ใช้
งานต่างๆ ให้มีความทันสมัยพร้อมใช้งานอยู่เสมอ 

3) โรงเรียนควรมีการก าหนดหน้าที่ผู้รับผิดชอบในการจัดท าบันทึกการใช้งาน hardware อย่างสม่ าเสมอ
และปรับปรุงข้อมูลให้เป็นปัจจุบันเพ่ือจะได้ทราบอายุการใช้งานและระยะเวลาที่เหมาะสมในการ
เปลี่ยนอุปกรณ์เพ่ือมิให้ปัจจัยด้าน Hardware เป็นอุปสรรคต่อการด าเนินงานด้านอื่นๆ ในโรงเรียน 

4) เนื่องจาก data หรือข้อมูลเป็นส่วนที่มีความส าคัญกับโรงเรียนเป็นอย่างมาก และสามารถก่อให้เกิด
ความเสียหายอย่างรุนแรงหากเกิดความผิดพลาดขึ้น ดังนั้นโรงเรียนควรมีการก าหนดบุคลากรเฉพาะ
เพ่ือรับผิดชอบข้อมูลส าคัญของโรงเรียน ทั้งนี้เพ่ือให้สะดวกในการตรวจสอบ ติดตาม และด าเนินการ
หากมีความเสียหาย 

5) โรงเรียนควรสร้างความตระหนัก ความรู้สึกมีส่วนร่วมของบุคลากรทุกฝุายในโรงเรียน ตั้งแต่ ผู้บริหาร 
รองผู้บริหารทุกฝุาย ครู บุคลากรสนับสนุน รวมไปถึงนักเรียน เพื่อให้ทุกคนรู้สึกว่าตนเองเป็นส่วนหนึ่ง
ของโรงเรียนต้องร่วมกันรับผิดและรับชอบชอบต่อทุกสิ่งที่เกิดขึ้นเป็นการสร้างจิตส านึกให้ทุกคนปฏิบัติ
หน้าที่ของตนเองอย่างมีสติ  

 
อย่างไรก็ตาม แนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนมัธยมศึกษาสังกัด

คณะกรรมการการศึกษาข้ันพื้นฐาน กรุงเทพมหานครที่ผู้วิจัยน าเสนอ เป็นเพียงทางเลือกหนึ่งที่ผู้บริหาร หรือผู้
ที่เกี่ยวข้อง สนใจจะน าไปประยุกต์ใช้ให้สอดคล้องกับบริบท วัฒนธรรมของโรงเรียนของท่าน เพ่ือให้การ ใช้
เทคโนโลยีสารสนเทศ ที่ปัจจุบันกลายเป็นกลไกส าคัญในการขับเคลื่อนแทบทุกหน่วยงาน รวมทั้งหน่วยงาน
ทางการศึกษา ให้เกิดประโยชน์ต่อโรงเรียนของท่านมากที่สุด และที่ส าคัญการด าเนินงานนั้นต้องก่อให้เกิด
ความเสี่ยงหรือความเสียหายน้อยที่สุด  
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อภิปรายผลและข้อเสนอแนะ 
 ผลการวิจัยมีประเด็นส าคัญที่ควรน ามาอภิปราย ดังนี้ 

1. จากผลการวิจัยแนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศโดยการหาค่าดัชนีความ
ต้องการจ าเป็นพบว่า การประเมินความเสี่ยง (Risk Assessment)ด้านโครงสร้างพ้ืนฐาน (Network) ของ
โรงเรียนอย่างน้อยภาคการศึกษาละ 1 ครั้ง มีค่า PNI modifiedสูงสุดเป็นล าดับแรกโดยมีค่าอยู่ที่ 0.52  หมายถึง 
ในปัจจุบันโรงเรียนมีการปฏิบัติจริงด้านการประเมินความเสี่ยงด้านโครงสร้างพื้นฐานอยู่ในระดับต่ า (D = 2.93) 
แต่มีความคาดหวังให้ปฏิบัติในระดับสูง (I = 4.46)ซึ่งสอดคล้องกับแนวคิดของธร สุนทรายุทธ (2550) ที่กล่าว
ว่า แนวทางก ากับดูแลด้านเทคโนโลยีสารสนเทศด้านโครงสร้างหน่วยงานและการบริหารจัดการควรมีการ
ก าหนดนโยบายแผนงานและขั้นตอนการปฏิบัติงาน มีการรายงานและตรวจสอบการปฏิบัติงาน การรักษา
ความปลอดภัยของข้อมูล และระบบโครงสร้างพ้ืนฐานของคอมพิวเตอร์ ให้มีความพร้อมใช้งานและเกิด
ประสิทธิภาพสูงสุดต่อหน่วยงาน 

2. แนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศที่ควรมีการเร่งด าเนินการรองลงมาคือ
ด้านบุคลากรผู้ดูแลงาน ICT ของโรงเรียนว่าโรงเรียนควรมีการระบุความรับผิดชอบของบุคลากรที่ก ากับดูแล
งานด้าน ICT ไว้อย่างชัดเจน หากมีความเสียหายเกิดขึ้นโดยมีค่า PNI modifiedอยู่ที่ 0.50 หมายถึง ในปัจจุบัน
โรงเรียนมีการปฏิบัติจริงด้านการระบุความรับผิดชอบของบุคลากรที่ก ากับดูแลงานด้าน ICT ไว้อย่างชัดเจน 
หากมีความเสียหายเกิดขึ้น อยู่ในระดับปานกลาง (D = 3.08) แต่มีความคาดหวังให้ปฏิบัติในระดับสูง (I = 
4.46) ซึ่งสอดคล้องกับแนวคิดของธร สุนทรายุทธ (2550) ที่กล่าวว่า ในการบริหารความเสี่ยงด้านเทคโนโลยี
สารสนเทศนั้น ต้องบูรณาการการบริหารจัดการความเสี่ยงด้านเทคโนโลยี เข้ากับการบริหารจัดการความเสี่ยง
ในระดับองค์การให้ได้ ความเสี่ยงด้านที่นับว่าส าคัญยิ่งคือบุคคล ดังนั้นจึงต้องให้ความส าคัญกับการบริหาร
ทรัพยากรบุคคลที่ดี เพราะจะช่วยลดความเสี่ยงอันเกิดจากตัวคนได้ 

3. แนวทางการบริหารความเสี่ยงที่มีล าดับความส าคัญจ าเป็นในการด าเนินการอันดับต่อมา คือ การ
เพ่ิมมาตรการในการคัดเลือกบุคลากรผู้รับผิดชอบด้าน ICT ของโรงเรียนเพ่ือเป็นการส่งผ่านและหลีกเลี่ยง
ความเสี่ยง โดยมีค่า PNI modifiedอยู่ที่ 0.48 หมายถึงในปัจจุบันโรงเรียนมีมาตรการในการคัดเลือกบุคลากร
ผู้รับผิดชอบด้าน ICT อยู่ในระดับต่ า (D = 3.16) แต่มีความคาดหวังให้ปฏิบัติในระดับสูง (I = 4.66) ซึ่ง
สอดคล้องกับแนวคิดของธร สุนทรายุทธ (2550) อ้างถึงใน ดวงใจ ช่วยตระกูล (2551) ซึ่งศึกษาเรื่องการ
บริหารความเสี่ยงในสถานศึกษาขั้นพ้ืนฐาน กล่าวไว้ว่า ความเสี่ยงที่เกิดจากบุคลากรขาดคุณภาพความส าเร็จ
ของงานขึ้นอยู่กับบุคคลหากบุคลากรในหน่วยงานมีคุณภาพงานต่างๆก็สัมฤทธิ์ผลในทางตรงข้ามหากบุคลากร
ขาดความรู้ความสามารถขาดความรับผิดชอบขาดจรรยาบรรณแล้วนับว่าเป็นความเสี่ยงอย่างร้ายแรงของ
องค์การที่จะก่อให้เห็นอาการของความขัดแย้งระหว่างผู้บริหารกับบุคลากรท้ายสุดก็จะน าไปสู่ผลการ
ด าเนินงานที่ขาดการควบคุมเกิดการแตกสามัคคีแบ่งพรรคแบ่งพวกดังนั้นควรให้ความสนใจในแนวทางสรรหา
ให้มากให้ได้คนดีคนเก่งเข้ามาท างาน 

4. จากแนวทางบริหารความเสี่ยง (Risk Management Process) (เอกชัย กี่สุขพันธ์, 2556)ที่ผู้วิจัย
ได้กล่าวถึงไว้ในบทที่ 1 ประกอบด้วยขั้นตอนส าคัญ 5 ขั้นตอนด้วยกัน คือ  

1). การประเมินความเสี่ยง(Risk Assessment) 
2). การระบุความเสี่ยง(Risk Identification) 
3). การวิเคราะห์ความเสี่ยง (Risk Analysis)  
4).การจัดการความเสี่ย (Risk Treatment)  
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5). การก ากับและควบคุมความเสี่ยง(Risk Monitor and Control) 
แต่จากผลการวิจัยพบว่าความต้องการจ าเป็นของแนวทางการบริหารความเสี่ยงด้านเทคโนโลยี

สารสนเทศในโรงเรียนมัธยมศึกษา ควรด าเนินการตามล าดับความส าคัญเร่งด่วนจากมากไปหาน้อยดังนี้  
1). การระบุความเสี่ยง(Risk Identification)   
2). การประเมินความเสี่ยง (Risk Assessment)  
3). การวิเคราะห์ความเสี่ยง (Risk Analysis)  
4). การจัดการความเสี่ยง (Risk Treatment)  
5). การก ากับและควบคุมความเสี่ยง(Risk Monitor and Control) 
เห็นได้ว่าผลการวิจัยเรื่องแนวทางบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียน

มัธยมศึกษามีความแตกต่างกับแนวคิดของรองศาสตราจารย์เอกชัย กี่สุขพันธ์ (2556) อยู่ 2 ขั้นตอนคือ การ
ระบุความเสี่ยง (Risk Identification) และ การประเมินความเสี่ยง (Risk Assessment) ซึ่งผลการวิจัย
สอดคล้องกับแนวทางบริหารความเสี่ยงของมหาวิทยาลัยเทคโนโลยีราชมงคล ล้านนา เขตพ้ืนที่ล าปาง (2554) 
ที่กล่าวไว้ว่า กระบวนการบริหารความเสี่ยง  7 ขั้นตอน ดังนี้ 

1) .การก าหนดวัตถุประสงค์ เป็นการก าหนดวัตถุประสงค์ของโครงการ และวัตถุประสงค์ของ
ขั้นตอน ของแผนงาน/ งาน/โครงการ/กิจกรรม  

2). การระบุความเสี่ยงและปัจจัยเสี่ยง เป็นการระบุเหตุการณ์ใด ๆ ทั้งที่มีผลดีและผลเสียต่อ
การบรรลุวัตถุประสงค์ และสาเหตุของความเสี่ยงที่จะเกิดข้ึนอย่างไร และท าไม  

3). การประเมินความเสี่ยง เป็นการประเมินโอกาสที่จะเกิดความเสี่ยง (Likelihood) และ
ความรุนแรงของผลกระทบจากเหตุการณ์ความเสี่ยง (Impact) โดยการวิเคราะห์ความเสี่ยง ปัจจัยเสี่ยง และ
การประเมินความเสี่ยง ซึ่งพิจารณาจากโอกาส ผลกระทบ ระดับความเสี่ยง และจัดล าดับความเสี่ยงจาก
เหตุการณ์ความเสี่ยง (Impact) นั้นโดยอาศัยเกณฑ์มาตรฐานที่ได้ก าหนดไว้ ท าให้การตัดสินใจจัดการกับความ
เสี่ยงเป็นไปอย่างเหมาะสม  

4). การประเมินมาตรการควบคุม เป็นการประเมินกิจกรรมการควบคุมที่ควรจะมี หรือที่มีอยู่
แล้วว่า สามารถช่วยควบคุมความเสี่ยง หรือปัจจัยเสี่ยงได้อย่างเพียงพอหรือไม่ หรือเกิดประสิทธิผลตาม
วัตถุประสงค์ของการควบคุมเพียงใด เพ่ือให้มั่นใจได้ว่า จะสามารถควบคุมความเสี่ยงที่มีผลกระทบต่อการ
บรรลุวัตถุประสงค์ขององค์กรได้อย่างมีประสิทธิภาพ 

5). การบริหาร/จัดการความเสี่ยง เป็นการน ากลยุทธ์ มาตรการ หรือแผนงาน มาใช้ปฏิบัติใน
มหาวิทยาลัย ฯ กอง / คณะ เพ่ือลดโอกาสที่จะเกิดความเสี่ยง หรือลดความเสียหายของผลกระทบในการ
ด าเนินงานตามแผนงาน/งาน/โครงการ/กิจกรรม ที่ยังไม่มีกิจกรรมควบคุมความเสี่ยง หรือที่มีอยู่แต่ยังไม่
เพียงพอ 

6). การรายงาน เป็นการรายงานผลการบริหารความเสี่ยง ที่ได้ด าเนินการทั้งหมดตามล าดับ 
ให้ฝุายบริหารรับทราบ และให้ความเห็นชอบ ด าเนินการตามแผนการบริหารความเสี่ยง 

7). การติดตามผลและการทบทวน เป็นการติดตามผลของการด าเนินการตามแผนการบริหาร
ความเสี่ยงว่า มีความเหมาะสมกับสถานการณ์ที่มีการเปลี่ยนแปลงหรือไม่ รวมถึงเป็นการทบทวนประสิทธิภาพ
ของแนวทางการบริหารความเสี่ยงในทุกขั้นตอน เพ่ือพัฒนาระบบให้ดียิ่งขึ้น  
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ดังนั้นจากผลการวิจัย ผู้วิจัยสรุปได้ว่า ผู้บริหาร รองผู้อ านวยการและบุคลากรผู้ดูแล
รับผิดชอบงานเทคโนโลยีสารสนเทศของโรงเรียนให้ความส าคัญกับการระบุความเสี่ยงเป็นอันดับแรกเพราะการ
ระบุความเสี่ยงเป็นกระบวนการที่ผู้บริหารและบุคลากรทุกฝุายที่เกี่ยวข้องปฏิบัติงานร่วมกันในการระบุความ
เสี่ยง ความเสียหายที่จะเกิดขึ้นกับงานด้านเทคโนโลยีสารสนเทศ และปัจจัยเสี่ยงที่เกี่ยวข้องกับโครงการ/
กิจกรรมด้านเทคโนโลยีสารสนเทศ เพื่อให้ทราบถึงเหตุการณ์ที่เป็นความเสี่ยงที่อาจมีผลกระทบต่อการบรรลุผล
ส าเร็จตามวัตถุประสงค์เกี่ยวกับงานด้านเทคโนโลยีสารสนเทศของโรงเรียน และจะได้เป็นข้อมูลส าคัญในการ
ประเมินความเสี่ยงที่เกิดขึ้น การร่วมกันวิเคราะห์ความเสี่ยง  และจะได้เป็นข้อมูลส าคัญในการประเมินความ
เสี่ยงที่เกิดขึ้น การร่วมกันวิเคราะห์ความเสี่ยง การจัดการกับความเสียงนั้นๆ และน าไปสู้แนวทางการก ากับและ
ควบคุมความเสี่ยงในที่สุด 

ข้อเสนอแนะ 
เพ่ือให้แนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศในโรงเรียนระดับมัธยมศึกษา สังกัด

คณะกรรมการการศึกษาข้ันพื้นฐาน กรุงเทพมหานคร ได้มีการศึกษาเพ่ิมเติมเชิงลึกมากยิ่งขึ้นผู้วิจัยเห็นควรให้
มีการด าเนินการในเรื่องต่างๆดังนี้ 
 
ข้อเสนอแนะในการน าผลการวิจัยไปใช้ 

1. กระทรวงศึกษาธิการควรมีการก าหนดนโยบายการน าการบริหารความเสี่ยงด้านเทคโนโลยี
สารสนเทศมาใช้ในโรงเรียน เพ่ือให้การด าเนินงานด้านเทคโนโลยีสารสนเทศเป็นไปอย่างมีประสิทธิภาพสูงสุด
และเกิดความเสียหายน้อยที่สุด  

2. ส านักงานเขตพ้ืนที่การศึกษาฯ มีการติดตาม ประเมินผลการบริหารความเสี่ยงด้าน
เทคโนโลยีสารสนเทศในโรงเรียนเพ่ือเป็นการกระตุ้นให้โรงเรียนน าการบริหารความเสี่ยงด้านเทคโนโลยี
สารสนเทศมาใช้เพ่ือให้เกิดประโยชน์สูงสุดในการบริหาร เนื่องจาก ICT เป็นความเสี่ยงที่จะก่อให้เกิดความ
เสียหายต่อโรงเรียนได้มากที่สุด  

3. ผู้บริหารควรน าการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศมาใช้เพ่ือช่วยในการตัดสินใจ 
ประเมินสถานการณ์ที่เกิดขึ้น ที่เกี่ยวข้องกับการใช้เทคโนโลยีสารสนเทศในโรงเรียน เพ่ือ ให้การด าเนินงาน
เป็นไปอย่างมีประสิทธิภาพ รวดเร็ว ประหยัดทรัพยากรบุคคล ประหยัดงบประมาณ ประหยัดเวลา และ
ก่อให้เกิดความคุ้มค่า เกิดประสิทธิภาพประสิทธิผลต่อโรงเรียนมากท่ีสุด 
 
ข้อเสนอแนะในการวิจัยครั้งต่อไป 

1.ควรศึกษาวิจัยเพ่ิมเติมว่ามีตัวแปรใดที่ส่งผลหรือมีอิทธิพลที่ท าให้เกิดปัจจัยความเสี่ยงด้าน
เทคโนโลยีสารสนเทศ ซึ่งเป็นปัจจัยหลักที่ก่อให้ความเสี่ยงในโรงเรียน หากทราบปัจจัยหรือตัวแปรที่ส่งผลแน่
ชัด ก็จะสามารถสร้างแนวทางในการก ากับควบคุมการเกิดความเสียหายจากตัวแปรดังกล่าวได้ทัน 

2. ควรศึกษาวิจัยในเพ่ิมเติมส าหรับแนวทางการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศเช่น
การศึกษาเกี่ยวกับสมรรถนะการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศของผู้บริหารสถานศึกษา หรือ 
การศึกษาเกี่ยวกับความเสี่ยงด้านงบประมาณในการน า ICT มาใช้กับงานบริหารสถานศึกษา 
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