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มาตรการทางกฎหมายในการคุ้มครองสิทธิในความเป็นอยู่ส่วนตัว: ศึกษากรณีการ
รบกวนสิทธิในความเป็นอยู่ส่วนตัวจากการใช้เว็บไซต์เครือข่ายสังคม 

Legal Measures for protecting the right to privacy: A study of invasion of 
privacy through the use of social network websites. 

 
 
 

 
 

 
บทคัดย่อ 

เว็บไซต์เครือข่ายสังคมเป็นเว็บไซต์ท่ีให้บริการโดยผู้ใช้สามารถสร้างแฟ้มข้อมูลส่วนบุคคลซึ่งอาจมีลักษณะ
สาธารณะหรือกึ่งสาธารณะ โดยผู้ใช้สามารถแลกเปลี่ยนและเข้าถึงข้อมูลดังกล่าวของผู้ใช้อื่นๆในระบบเครือข่ายสังคมน้ัน  
เว็บไซต์เครือข่ายสังคม เช่น Facebook, Myspace   มีความแตกต่างกันในแง่ของวัตถุประสงค์ การใช้งาน รวมท้ังรูปแบบ
และลักษณะ  บางเว็บไซต์มุ่งประสงค์ใช้เพื่อทางธุรกิจหรือทางวิชาชีพ ในขณะท่ีบางเว็บไซต์มุ่งประสงค์ใช้เพื่อวัตถุประสงค์
ทางสังคมและความบันเทิง  บางเว็บไซต์เกี่ยวข้องกับการแลกเปลี่ยนข้อมูลท่ีเป็นตัวอักษร ในขณะท่ีบางเว็บไซต์มุ่งประสงค์
แลกเปลี่ยนข้อมูลในลักษณะสื่อผสม งานวิจัยน้ีช้ีให้เห็นว่าเว็บไซต์เครือข่ายสังคมก่อให้เกิดปัญหาการล่วงละเมิดสิทธิใน
ความเป็นอยู่ส่วนตัวของผู้ใช้และผู้เกี่ยวข้องในประเด็นต่างๆ  เช่น ปัญหาเกี่ยวกับการล่วงรู้เร่ืองราวส่วนบุคคลของผู้อื่นโดย
เจ้าของข้อมูลมิได้รับรู้และยินยอม การคุกคามทางเพศ การติดต่อผู้อื่นโดยมิได้เช้ือเชิญ เป็นต้น 

งานวิจัยน้ีพบว่าในต่างประเทศมีมาตรการทางกฎหมายเป็นการเฉพาะเพื่อคุ้มครองสิทธิในความเป็นอยู่ส่วนตัวท่ี
เกี่ยวกับการใช้เว็บไซต์เครือข่ายสังคม  อย่างไรก็ตาม งานวิจัยน้ีพบว่าในระบบกฎหมายไทยปัจจุบัน น้ันแม้ว่า มีกฎหมาย
หลายฉบับท่ีเกี่ยวข้องอันอาจน ามาปรับใช้เพื่อการคุ้มครองสิทธิของผู้ถูกรบกวนจากการใช้เว็บไซต์เครือข่ายสังคม เช่น 
ประมวลกฎหมายอาญา, ประมวลกฎหมายแพ่งและพาณิชย์ลักษณะละเมิด, พระราชบัญญัติว่าด้วยการกระท าความผิด
เกี่ยวกับคอมพิวเตอร์ แต่ผลการวิจัยช้ีให้เห็นว่ากฎหมายดังกล่าวยังมีปัญหาในเชิงเน้ือหา องค์ประกอบ และขอบเขตหลาย
ประการท่ีท าให้ไม่สามารถปรับใช้เพื่อการคุ้มครองสิทธิในความเป็นอยู่ส่วนตัวท่ีถูกรบกวนจากการใช้เว็บไซต์เครือข่ายสังคม
ได้อย่างเหมาะสม ผู้วิจัยจึงมีข้อเสนอแนะ แนวทางแก้ไขปัญหาทางกฎหมายท่ีเกิดข้ึนหลายประการ ท้ังการบัญญัติ
กฎหมายข้ึนใหม่ และปรับปรุงแก้ไขกฎหมายท่ีมีอยู่เดิม เพื่อให้กฎหมายมีความเหมาะสมกับการคุ้มครองสิทธิในความ
เป็นอยู่ส่วนตัวของบุคคลดังกล่าวต่อไป  
ค าส าคัญ: สิทธิในความเป็นอยู่ส่วนตัว, เว็บไซต์เครือข่ายสังคม, มาตรการทางกฎหมาย 
 
Abstract 

Social network sites are web-based services that allow individuals to construct personal profile 
which can be either  public or semi-public profile within a system where they can share and view 
profile made by other users in the system. Social network sites vary in term of goals, functionality, and 
appearance of the different application. There are many social network sites such as Facebook, 
Myspace. Some networks target professional context while others primarily aim at leisurely contact. 
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Some network focus on text based interactions while others tend towards multimedia.  Social network 
sites cause many privacy issues.  The research indicates that there are several legal problems relating 
to the invasion of privacy of social networking site’s users and non-users. One of the most important 
legal issues is the privacy of personal information. The privacy related problems also include finding 
information of network users without their knowledge and consent, initiating unsolicited contact, cyber 
stalking, cyber-bullying.  

The research found that foreign laws provide specific laws in order to protect the right to 
privacy relating to the use of social network website. Nevertheless, the research found that there are 
no specific laws in recent Thai legal system to protect the right to privacy of social network site’s user. 
Although there are currently various laws which can be applied to the case of invasion of privacy from 
the use of social network sites, namely; Thai constitution, criminal code, civil and commercial code,  
and computer crimes act,  this research indicates that the problems of content, element, and scope of 
such laws make them inappropriate to be applied to the protect the privacy of social network site’ 
user and non-user.   
Keywords: Right to privacy, Social Networking Website, Legal measures. 
 

บทน า 
การติดต่อสื่อสารทางระบบอินเตอร์เน็ตใน

ปัจจุบันน้ัน มีเว็บไซต์ในลักษณะท่ีมีวัตถุประสงค์ในการ
สร้างความสัมพันธ์ (Relationship) ระหว่างผู้ใช้ในกลุ่ม  
ต่างๆ จนเกิดเป็นเครือข่ายทางสังคม (Social Network) 
บนโลกออนไลน์ท่ีสามารถเช่ือมโยงถึงกัน กลายเป็น
สังคมเสมือนจริง (Virtual Communities) โดยมี
ความสัมพันธ์และทับซ้อนกับการด าเนินชีวิตของผู้คนใน
โลกของความเป็นจริง เว็บไซต์เครือข่ายสังคม (Social 
Network Website)  น้ันมีจ านวนมาก เช่น  Myspace 
Facebook, Youtube ซึ่ ง ใ นแ ต่ เ ว็ บ ไ ซ ต์ จ ะ มี
ลักษณะเฉพาะส าหรับการใช้งานแตกต่างกันออกไป     
ยิ่งในปัจจุบันท่ีโทรศัพท์เคลื่อนท่ีสามารถเช่ือมต่อเข้าสู่
ระบบอินเตอร์เน็ตได้อย่างกว้างขวางท าให้ความนิยมใช้
เว็บไซต์เครือข่ายสังคมมิได้จ ากัดอยู่เฉพาะการใช้ผ่าน
เครื่องคอมพิวเตอร์เท่าน้ัน ท าให้การสื่อสารทางเว็บไซต์
เครือข่ายสังคมกลายเป็นส่วนหน่ึงของวิถีชีวิตของผู้คนใน
ยุคปัจจุบัน   รูปแบบการสื่อสารในลักษณะสังคม
เครือข่าย เปิดโอกาสให้ผู้ใช้สามารถเผยแพร่ข้อมูล
ส่วนตัว ท้ังท่ีเป็นตัวอักษร บทความ รูปภาพ  วีดิทัศน์  
ผลงาน รวมท้ังการสนทนาและแสดงความคิดเห็น
แลกเปลี่ยนประสบการณ์ ความสนใจร่วมกัน รวมไปถึง

เป็นแหล่งข้อมูลจ านวนมหาศาลท่ีผู้ใช้สามารถช่วยกัน
สร้างเน้ือหาข้ึน (User generated content) ตามความ
สนใจของแต่ละบุคคล  อย่างไรก็ตามจากการใช้เว็บไซต์
เครือข่ายสังคมอย่างแพร่หลายดังกล่าว ส่งผลให้เกิด
ปัญหาทางกฎหมายเกี่ยวกับความเป็นอยู่ส่วนตัวหลาย
ประการ  เช่น 

- ปัญหาการล่ วงรู้ ข้ อมูล ของบุคคลผู้ ใ ช้
เว็บไซต์เครือข่ายสังคม (Network user) โดยท่ีผู้ใช้
เว็บไซต์เครือข่ายสังคมซึ่งเป็นเจ้าของข้อมูลน้ันมิได้รับรู้
และยินยอม  และปัญหาการล่วงรู้ข้อมูลต่างๆของบุคคล
ซึ่งมิใช่ผู้ใช้เว็บไซต์เครือข่ายสังคม (Non-user) ผ่าน
ทางการกล่าวถึงหรือการเผยแพร่โดยผู้ ใ ช้เว็บไซต์
เครือข่ายสังคม 

- ปัญหาการน า ข้อมู ลของผู้ ใ ช้ เ ว็บ ไซ ต์
เครือข่ายสังคมซึ่งมิได้ประสงค์ให้เผยแพร่มาเผยแพร่ใน
เว็บไซต์เครือข่ายสังคม  และปัญหาการน าข้อมูลของ
บุคคลซึ่งมิใช่ผู้ใช้เว็บไซต์เครือข่ายสังคม (Non-user) มา
เผยแพร่ในเว็บไซต์เครือข่ายสังคม อันอาจท าให้เกิด
ความเสียหายต่อช่ือเสียงและความเป็นอยู่ส่วนตัว 

- ปัญหาการน าข้อมูลของผู้อื่นในเว็บไซต์
เครือข่ายสังคมไปใช้หรือแสวงประโยชน์โดยเจ้าของ
ข้อมูลมิได้รับรู้และยินยอม  
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- การรบกวนความเป็นอยู่ส่วนตัวโดยการส่ง
ข้อความ ข้อมูลต่างๆ เข้ามาในระบบเว็บไซต์เครือข่าย
สังคม โดยมิได้รับการเรียกร้องหรือเช้ือเชิญ (Unsolicited 
contact)  ซึ่งเป็นไปเพื่อวัตถุประสงค์เชิงพาณิชย์  เช่น 
การส่ ง ข้ อความ ชักชวนให้ ซื้ อสิ น ค้ า ต่ างๆ  และ
วัตถุประสงค์อื่น เช่น ความสัมพันธ์ส่วนบุคคล เป็นต้น  

- การเฝ้าติดตามคุกคาม (Cyber Stalking) 
และการกลั่นแกล้งรังแก (Cyber-bullying) ท่ีกระท า
ทางเว็บไซต์เครือข่ายสังคม  

ด้วยเหตุน้ีผู้วิจัยจึงมุ่งประสงค์ท าการศึกษาว่า
ในระบบกฎหมายไทยปัจจุบัน น้ันมีมาตรการทาง
กฎหมายท่ีสามารถน ามาปรับใช้ในการคุ้มครองสิทธิของ
ผู้ถูกรบกวนจากพฤติกรรมต่างๆทางเว็บไซต์เครือข่าย
สังคมหรือไม่ เพียงใด  ท้ังน้ีโดยจะศึกษาวิจัยเชิงคุณภาพ 
เพื่อทราบถึงปัญหาทางด้านองค์ประกอบ ขอบเขตของ
กฎหมายต่างประเทศและกฎหมายไทยท่ีเป็นอยู่ ใน
ปัจจุบัน อันจะน าไปสู่ข้อเสนอแนะเชิงนโยบายในการ
ปรับปรุงกฎหมายไทยท่ีเป็นอยู่ให้เหมาะสมกับสภาพ
สังคมและเทคโนโลยีต่อไป  
 
วัตถุประสงค์ 

1. เพื่อศึกษาแนวคิด ทฤษฎีเกี่ยวกับ “สิทธิใน
ความเป็นอยู่ส่วนตัว” (Right to privacy) อันเป็น
แนวคิดพื้นฐานของการคุ้มครองสิทธิในความเป็นอยู่
ส่วนตัวในบริบทของการใช้เว็บไซต์เครือข่ายสังคม  

2. เพื่อศึกษาระบบกฎหมายไทยท่ีมีอยู่ ในการ
น ามาปรับใช้ในการคุ้มครองผู้ ถูกรบกวนจากการใช้
เว็บไซต์เครือข่ายสังคม  ตลอดจนศึกษาปัญหาในแง่
องค์ประกอบ ขอบเขต และการปรับใช้กฎหมายท่ีมีอยู่
ดังกล่าวในการคุ้มครองสิทธิของผู้ถูกรบกวนจากการใช้
เว็บไซ ต์ เครือ ข่ายสั งคม  รวม ท้ัง ศึกษากฎหมาย
ต่างประเทศท่ีเกี่ยวข้องกับการคุ้มครองผู้ถูกรบกวนจาก
การใช้เว็บไซต์เครือข่ายสังคม อันจะน ามาสู่การวิเคราะห์
เปรียบเทียบกับกฎหมายไทยท่ีเป็นอยู่ในปัจจุบัน   

3. เพื่อได้มาซึ่งข้อเสนอแนะเชิงนโยบายในการ
แก้ไขปรับปรุงกฎหมายไทยท่ีเป็นอยู่ในปัจจุบันเพื่อให้
สามารถคุ้มครองสิทธิในความเป็นอยู่ส่วนตัวของผู้ถูก
รบกวนสิทธิจากการใช้เว็บไซต์เครือข่ายสังคม  
 

สมมติฐาน 
ในระบบกฎหมายไทยปัจจุบัน ไม่มีกฎหมายใด

บัญญัติคุ้มครองสิทธิในความเป็นอยู่ส่วนตัวของผู้ถูก
รบกวนความเป็นอยู่ส่วนตัวจากการใช้เว็บไซต์เครือข่าย
สังคม ไว้เป็นการเฉพาะ   การคุ้มครองกระจัดกระจาย
อยู่ตามกฎหมายลักษณะต่าง ๆ เช่น  รัฐธรรมนูญ  
ประมวลกฎหมายอาญา ประมวลกฎหมายแพ่งและ
พาณิชย์  พระราชบัญญัติว่าด้วยการกระท าความผิด
เกี่ยวกับคอมพิวเตอร์  อย่างไรก็ตาม การคุ้มครองตาม
ระบบกฎหมายไทยเท่าท่ีเป็นอยู่ปัจจุบันน้ัน มีปัญหา
หลายประการ ท้ังในแง่ขอบเขตและ องค์ประกอบ ท าให้
ไม่สามารถน ามาใช้เพื่อคุ้มครองสิทธิในความเป็นอยู่
ส่วนตัวจากการใช้เว็บไซต์เครือข่ายสังคมได้อย่าง
ครอบคลุมและเหมาะสม   ดังน้ันงานวิจัยฉบับน้ีจึงมุ่ง
ศึกษาปัญหาดังกล่าวโดยวิเคราะห์เปรียบเทียบกับ
กฎหมายต่างประเทศเพื่อเสนอแนะแนวทางแก้ไขพัฒนา
กฎหมายไทยต่อไป 
 
ประโยชน์ที่ได้รับ 

1. ท าให้ทราบถึงความเป็นมา แนวคิด ทฤษฎี 
ของสิทธิในความเป็นอยู่ส่วนตัวในบริบทของการใช้
เว็บไซต์เครือข่ายสังคม  

2. ท าให้ทราบปัญหาของกฎหมายไทยท่ีมีอยู่
ในปัจจุบันในการคุ้มครองสิทธิของผู้ถูกรบกวนความ
เป็นอยู่ส่วนตัวจากการใช้เว็บไซต์เครือข่ายสังคม ท้ัง
ปัญหา ในแ ง่ เ น้ื อหา  (Content) ก า รปรั บ ใ ช้ 
(application)  อันจะน าไปสู่การเสนอแนะแนวทางการ
แก้ไข ปรับปรุง พัฒนากฎหมายท่ีเกี่ยวข้องกับการ
คุ้มครองสิทธิในความเป็นอยู่ส่วนตัวของผู้ถูกรบกวนจาก
การใช้เว็บไซต์เครือข่ายสังคม ให้มีความทันสมัย และ
เหมาะสมกับสภาพการณ์ในสังคมปัจจุบันต่อไป 

3. น าผลจากการวิจัยดังกล่าวน าเสนอต่อผู้มี
ส่วนเกี่ยวข้อง (stakeholder)  กล่าวคือ ในระดับ
ประชาชนท่ัวไปเพื่อให้ประชาชนท่ัวไปท่ีมีความวิตก
กังวลเกี่ยวกับการถูกรบกวนความเป็นอยู่ส่วนตัวจากการ
ใช้เว็บไซต์เครือข่ายสังคมซึ่งเกิดข้ึนท่ัวไปในปัจจุบันได้มี
ความเข้าใจและตระหนักรู้ในสิทธิพื้นฐานของตนมากข้ึน  
นอกจากน้ียังมีเป้าหมายในการเผยแพร่ผลการวิจัยใน
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ระดับชุมชนทางวิชาการ  เพื่อเป็นแนวทางให้มีการ
ศึกษาวจิัยเรื่องดังกล่าวต่อไป 
 
วิธีด าเนินการวิจัย 

โดย ท่ี กา รวิ จั ย น้ี เป็ นการ ศึกษา ท่ีมุ่ ง เ น้น
การศึกษากฎหมาย การตีความและปรับใช้กฎหมาย 
ปัญหาในการบังคับใช้กฎหมาย จึงเป็นการศึกษาเชิง
คุณภาพ (Qualitative Research) โดยการศึกษาข้อมูล
เอกสาร (Documentary Research)  จากตัวบท
กฎหมายท่ีเกี่ยวข้อง ค าพิพากษา คดีท่ีเกิดข้ึนท้ังใน
ประเทศไทยและต่างประเทศ   ตลอดจนบทความทาง
วิชาการท้ังของไทยและต่างประเทศ 
 
ประชากรและตัวอย่าง 

ขอบเขตของกฎหมายต่างประเทศท่ีจะน ามาใช้
ในก า ร วิ เ คร า ะ ห์ ไ ด้ แ ก่ ก ฎหมา ยส หรั ฐ อ เ ม ริ ก า 
ประกอบด้วย กฎหมายคอมมอนลอว์ และกฎหมายลาย
ลักษณ์อักษร (statute)ท้ังในระดับสหรัฐและระดับมลรัฐ  
ส าหรับขอบเขตของกฎหมายไทยได้แก่ รัฐธรรมนูญ 
ประมวลกฎหมายแพ่งและพาณิชย์ ประมวลกฎหมาย
อาญา พระราชบัญญัติว่าด้วยการกระท าความผิด
เกี่ยวกับคอมพิวเตอร์    
 
การวิเคราะห์ข้อมูล 

น าข้อมูลเอกสารมาวิเคราะห์เน้ือหา (Content 
analysis) เพื่อศึกษาปัญหาของกฎหมายอันจะน าไปสู่
ข้อเสนอแนะเชิงนโยบายต่อไป 
 
สรุปผลการวิจัย 

งานวิจัยเริ่มจากการศึกษากรอบแนวคิดทฤษฎี
หลักท่ีเกี่ยวข้องน่ันคือ แนวคิดทฤษฎีทางกฎหมาย
เกี่ยวกับ สิทธิในความเป็นอยู่ส่วนตัว (Right to privacy)  
ซึ่งเป็นแนวคิดรากฐานของ “สิทธิในอันท่ีจะไม่ถูกรบกวน
จากการใช้เว็บไซต์เครือข่ายสังคม”   สิทธิดังกล่าว
พิจารณาได้หลายแง่มุม กล่าวคือ   

Samuel D. Warren  , Louis D. Brandies 
(1890) ซึ่งได้อธิบายความหมายของสิทธิในความเป็นอยู่
ส่วนตัวว่าหมายถึง สิทธิท่ีจะอยู่ตามล าพัง หรือ  “right 

to be let alone” โดยปราศจากการแทรกแซงจาก
สังคม  หลังจากแนวคิดของ Warren และ Brandies 
แล้ว การพิจารณาคดีต่อๆมาของศาลสหรัฐหลายคดีได้
สะท้อนถึงอิทธิพลแนวความคิดน้ี 

Ernest Van Den Haag (1971) อธิบายว่า 
สิทธิในความเป็นอยู่ส่วนตัวเป็นการเข้าถึงโดยจ าเพาะ 
(Exclusive access) ของบุคคลต่อขอบเขตเฉพาะของ
บุคคลน้ัน  สิทธิในความเป็นอยู่ส่วนตัวเป็นสิทธิซึ่งปัจเจก
บุคคลสามารถกันบุคคลอื่นๆออกไปจากพฤติกรรมท่ี
เข้าถึงขอบเขตเฉพาะของบุคคลน้ัน เช่น การเฝ้าดู 
(Watching) การใช้ประโยชน์ (Utilizing) การรุกล้ าหรือ
ล่วงล้ า (Intrusion) 

Ruth Gavison (1980)   เสนอแนวคิด 
องค์ประกอบสามประการของการจ ากัดการเข้าถึง ได้แก่ 
ความลับ (Secrecy) การปกปิดตัวตนหรือความนิรนาม 
(Anonymity) และ การแยกตัวอยู่ล าพัง (Solitude)     

Jack Donnelly (1982)   ท าการศึกษาถึงสิทธิ
ในความเป็นส่วนตัวพบว่า  เมื่อสิทธิในความเป็นอยู่
ส่วนตัว เป็นสิทธิท่ีติดตัวคนมาต้ังแต่ก าเนิด จึงมีลักษณะ
เช่นเดียวกับสิทธิมนุษยชน ท่ีเป็นสิทธิท่ีมีอยู่ในทุกคนอัน
เน่ืองมาจากการท่ีเขาเป็นมนุษย์ ไม่ต้องท าอะไรท้ังสิ้น
เพื่อให้ไ ด้มา ขอเพียงได้เกิดเป็นมนุษย์ย่อมมีสิทธิ
มนุษยชนและมีความสัมพันธ์อย่างใกล้ชิดกับศักด์ิศรีของ
ความเป็นมนุษย์  

Hendricks, Hayden and Novic  (1985)  
ศึกษาพบว่า สิทธิในความเป็นอยู่ส่วนตัว (Right to 
privacy) อาจแตกย่อยออกมาเป็นสิทธิต่างๆได้อีกหลาย
ประการ เช่น   สิทธิในการด าเนินชีวิตและก าหนดความ
เป็นตัวตนของตนเอง (Self-determination) สิทธิใน
การติดต่อสื่อสารกับผู้อื่น   สิทธิท่ีจะสมรสหรือสร้าง
ครอบครัว   สิทธิท่ีจะท าแท้ง สิทธิในการมีชีวิต  สิทธิท่ี
จะเลือกศาสนาและการเมือง เป็นต้น   

Anita Allen (1988)  เห็นว่า ระดับของการ
จ ากัดการเข้าถึงมีความส าคัญและเป็นเงื่อนไขท่ีจ าเป็น
อย่ างยิ่ งส าหรับน าทฤษฎีความเป็นอยู่ ส่วนตัวไป
ประยุกต์ใช้ 

Raymond Wacks (1989)  ได้ท าการศึกษา
การพัฒนาการแนวคิดของ สิทธิในความเป็นอยู่ส่วนตัว
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ว่า ในสมัยโรมันน้ัน  มีแนวคิดท่ียอมรับว่าบุคคลแต่ละ
คนมีเขตแดนของตนเอง ซึ่งในเขตแดนดังกล่าวเปรียบได้
ดังท่ีพ านักอันไม่เกี่ยวข้องกับกิจกรรมทางสังคมภายนอก  
ในเขตแดนดังกล่าวน้ันถือเป็นเขตเฉพาะตัวของปัจเจก
บุคคลแต่ละคนซึ่งปราศจากการสอดเข้ามาเกี่ยวข้องของ
บุคคลอื่นๆในสังคมน้ัน   

E.L. Godkin (1992) เสนอทฤษฎีจ ากัดการ
เข้าถึง (limited-access theory) โดยอธิบายว่า “ไม่มี
สิ่งใดจะมีคุณค่าส าหรับการคุ้มครองของกฎหมายไป
มากกว่าชีวิตส่วนตัวของปัจเจกบุคคล หรืออีกนัยหน่ึงก็
คือ สิทธิของบุคคลทุกคนในการเก็บรักษาเรื่องราว
ส่วนตัวไว้กับตัวของเขาเอง และสิทธิในการตัดสินใจว่า
เขาจะถูกสังเกตหรือกล่าวถึงหรือไม่และในขอบเขต
เพียงใด”   

Patrick Birkinshaw (1993)  ศึกษาพบว่า 
แนวคิดของ สิทธิในความเป็นส่วนตัว น้ันเกิดข้ึนมาเพื่อ
แบ่งแยก ความเป็นส่วนตัว ของปัจเจกชน ท่ีบุคคลอื่นๆ
ในสังคมไม่อาจเข้ามายุ่งเกี่ยวได้ ดังน้ัน แนวคิดดังกล่าว
จึงจ าต้องพิจารณาไปพร้อมกับแนวคิดของ ความเป็น
สาธารณะ  กล่าวอีกนัยหน่ึงก็คือ บุคคลจะมีสิทธิในความ
เป็นอยู่ส่วนตัวได้ก็ต่อเมื่ออยู่ในขอบเขตของความเป็น
ส่วนตัว (Private Sphere) แต่ในขอบเขตของความเป็น
สาธารณะ (Public Sphere) อันเป็นขอบเขตท่ีบุคคลใน
สังคมสามารถมีชีวิตอยู่ร่วมกันน้ัน สิทธิในความเป็น
ส่วนตัวดังกล่าวจะถูกจ ากัดลง 

Posner (1998) ได้อธิบาย สิทธิในความเป็นอยู่
ส่วนตัว อาจแยกพิจารณาออกเป็นสองนัย กล่าวคือ นัย
แรก สิทธิในความเป็นอยู่ส่วนตัวในแง่ของการอยู่ล าพัง 
(Being left alone)  โดยนัยน้ี สิทธิในความเป็นอยู่
ส่วนตัวจะถูกละเมิดเมื่อมีการล่วงล้ าหรือรุกรานด้วย
พฤติกรรมต่างๆ เช่น การติดต่อโดยมิไ ด้ เรียกร้อง 
(Unsolicited contact) เสียงดังรบกวน เสียงดนตรีท่ีไม่
พึงประสงค์  เป็นต้น   นัยท่ีสอง สิทธิในความเป็นอยู่
ส่วนตัวในแง่การปกปิดข้อมูล (Concealment of 
information)  โดยนัยน้ี สิทธิในความเป็นอยู่ส่วนตัวจะ
ถูกละเมิดเมื่อข้อมูลของบุคคลถูกผู้อื่นรับรู้โดยฝ่าฝืน
ความประสงค์ของบุคคลท่ีเป็นเจ้าของข้อมูลน้ัน 

Ellen Alderman and Caroline Kennedy  
(1995) ท าการศึกษาว่า สิทธิในความเป็นส่วนตัว (Right 
to privacy) มีความใกล้เคียงกับ สิทธิส่วนบุคคล 
(personal right)  ซึ่งต่างก็มุ่งเน้นถึงความส าคัญของ
ความเป็นส่วนตัวในฐานะเป็นสาระส าคัญของความเป็น
ตัวตนของมนุษย์  

ในระดับของกฎหมายระหว่างประเทศมีการ
รับรองสิทธิในความเป็นอยู่ส่วนตัวไว้ เช่น  ปฏิญญา
สากลว่าด้วยสิทธิมนุษยชนขององค์การสหประชาชาติ 
(UN’s Universal Declaration of Human Rights 
1948) ข้อ 12 , กติกาสากลว่าด้วยสิทธิทางแพ่งและ
การเมืองของสหประชาชาติ (International Covenant 
on Civil and Political Rights 1966 ) ซึ่งรับรองสิทธิ
ในความเป็นอยู่ส่วนตัวไว้ในบทน า   

สิทธิ ในความเป็นอยู่ส่วนตัว  (Right to 
privacy)  มีลักษณะพลวัต (Dynamic) สามารถพัฒนา
เปลี่ยนแปลงไปตามบริบททางสังคมท่ีเปลี่ยนแปลงไป 
และอาจแตกย่อยออกมาเป็นสิทธิต่างๆได้อีกหลาย
ประการ เช่น   สิทธิในการด าเนินชีวิตและก าหนดความ
เป็นตัวตนของตนเอง (Self-determination) สิทธิท่ีจะ
สมรสหรือสร้างครอบครัว  สิทธิในการมีชีวิต  สิทธิท่ีจะ
เลือกศาสนาและการเมือง  สิทธิ ท่ีจะอยู่ โดยล าพัง
ปราศจากการรบกวน  เป็นต้น  เมื่อเทคโนโลยีและวิถี
ชีวิตของมนุษย์ในสังคมเปลี่ยนแปลงไป ก็เกิดมีการ
เรียกร้องสิทธิในความเป็นส่วนตัวชนิดใหม่ๆ เช่น สิทธิใน
การท่ีจะไม่ถูกถ่ายภาพโดยมิได้รับรู้และยินยอม (คณาธิป 
ทองรวีวงศ์, 2551) สิทธิท่ีจะไม่ถูกรบกวนจากการติดต่อ
เพื่อการขายตรงโดยมิได้เรียกร้อง (คณาธิป ทองรวีวงศ์, 
2553)  และในปัจจุบันท่ีมนุษย์ติดต่อสื่อสารทางเว็บไซต์
เค รื อ ข่ า ยสั งค มอย่ า งก ว้ า งข วา ง ท้ั งจ ากกา ร ใ ช้
คอมพิวเตอร์และโทรศัพท์เคลื่อนท่ี  ท าให้เกิดพฤติกรรม
ต่างๆอันเป็นการรบกวนความเป็นอยู่ส่วนตัวของผู้อื่น
จากการใช้เว็บไซต์เครือข่ายสังคม ดังน้ัน “สิทธิในการท่ี
จะไม่ถูกรบกวนจากการใช้เว็บไซต์เครือข่ายสังคม” จึง
สามารถพิจารณาได้ว่าเป็นการพลวัตของสิทธิในความ
เป็นอยู่ส่วนตัวในบริบทของการใช้เว็บไซต์เครือข่ายสังคม 
เน่ืองจาก บุคคลย่อมมีสิทธิในการตัดสินใจว่าเขาจะถูก
กล่าวถึงหรือเผยแพร่ข้อมูลของเขาในระบบเว็บไซต์
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เครือข่ายสังคมหรือไม่ เพียงใด  บุคคลมีสิทธิในการ
จ ากัดการเข้า ถึงข้อมูลเรื่องราวของตนในเว็ บไซต์
เครือข่ายสังคม  บุคคลมีสิทธิไม่ถูกคุกคามจากการใช้
เว็บไซต์เครือข่ายสังคม เป็นต้น   

หลังจากพิจารณาแนวคิดทฤษฎีเกี่ยวกับสิทธิใน
ความเป็นอยู่ส่วนตัวซึ่งท าให้เห็นว่าดังน้ัน  “สิทธิในการ
ท่ีจะไม่ถูกรบกวนจากการใช้เว็บไซต์เครือข่ายสังคม” มี
รากฐานจากสิทธิในความเป็นอยู่ส่วนตัวแล้ว งานวิจัยน้ี
จึงได้ท าการศึกษาต่อไปว่าในปัจจุบันกฎหมายมีการ
รับรองและคุ้มครองสิทธิดังกล่าวอย่างเพียงพอและ
เหมาะสมหรือไม่   งานวิจัยพบว่า ในต่างประเทศมีการ
บัญญัติกฎหมายเพื่อการคุ้มครองสิทธิในความเป็นอยู่
ส่วนตัวจากการใช้เว็บไซต์เครือข่ายสังคม เช่น กฎหมาย
สหรัฐอเมริกามีกฎหมายหลายฉบับท่ีสามารถน ามาปรับ
ใช้ อาทิ “Children’s Online Privacy Protection 
Act”, “Child Online Protection Act” รวมท้ัง
แนวทางและหลักการคุ้มครองสิทธิในความเป็นอยู่
ส่วนตัวท่ีเกิดข้ึนจากแนวค าพิพากษาของศาลอีกด้วย  
มา ตรก ารทางกฎหมา ย ท่ีส า คัญ ท่ี ง า นวิ จั ย น้ี ไ ด้
ท าการศึกษาก็คือ ข้อตกลงระหว่างอัยการสูงสุดกับ
เว็บไซต์เครือข่ายสังคม Facebook และ MySpace ในปี 
2008  (Joint Statement on Key Principles of 
Social Networking Safety)    กล่าวคือ อัยการสูงสุด
ของมลรัฐต่างๆในสหรัฐอเมริกาได้ร่วมกันในฐานะ
คณะท างานเพื่อท าข้อตกลงร่วมกันกับเว็บไซต์เครือข่าย
สังคม ด้วยวัตถุประสงค์ท่ีจะให้เว็บไซต์เครือข่ายสังคมมี
มาตรการคุ้มครองสิทธิในความเป็นอยู่ส่วนตัว ซึ่งเป็น
การวางรายละเอียดในการบังคับใช้มาตรการเพื่อความ
ปลอดภัยในเว็บไซต์เครือข่ายสังคม ตัวอย่ างเช่น  
ข้อตกลงร่วมกันเกี่ยวกับหลักการส า คัญด้านความ
ปลอดภัยของเว็บไซต์เครือข่ายสังคม  Facebook 
(“Joint statement on key principles of social 
networking sites safety”)  มีหลักส าคัญ เช่น เว็บไซต์
เครือข่ายสังคม Facebook จะต้องป้องกันมิให้มีผู้ใช้งาน
อายุต่ ากว่าก าหนด ( Preventing underage users )  
ต้องมีมาตรการคุ้มครองผู้เยาว์จากเน้ือหาท่ีไม่เหมาะสม 
( Protecting younger users from inappropriate 
content )  เช่น  ผู้ใช้งานอายุต่ ากว่า 18 ปี จะได้รับการ

ต้ังค่าโดยปริยาย (Default settings) ซึ่งจ ากัดการเข้าถึง
ข้อมูลส าหรับผู้ใช้งานอื่นท่ีมิใช่ “เพื่อน” ซึ่งอายุเกิน 18 
ปี ต้องจัดให้มีเครื่องมือและมาตรการเพื่อความปลอดภัย
ต่อผู้ใช้งาน (Providing safety tools for members) 
เช่น ผู้ ใช้งานสามารถควบคุมความเป็นส่วนตัวโดย
ก าหนดเลือกว่าผู้ใดสามารถเข้าถึงหน้าประวัติของตน
และข้อมูลบางอย่างของตนได้ ผู้ใช้งานจะต้องมีกลไกใน
การควบคุมการแสดงความคิดเห็น (Comment) บน
หน้าประวัติของตนหรือบนกระดานข้อความหลัก (Wall) 
ของตนได้ ผู้ใช้งานสามารถสกัด (block) มิให้บุคคลใด
สามารถติดต่อตนได้ เป็นต้น  

จะเห็นได้ว่า  ข้อตกลงร่วมระหว่างภาครัฐกับ
เว็บไซต์เครือข่ายสังคม เป็นนวัตกรรมทางกฎหมายอย่าง
หน่ึงซึ่งริเริ่มข้ึนในสหรัฐอเมริกา เพื่อเป็นมาตรการในการ
คุ้มครองความปลอดภัยของผู้ใช้งาน อันเป็นมาตรการ
เสริมนอกจากการใช้กฎหมายจารีตประเพณีและ
กฎหมายลายลักษณ์อักษรท่ีเป็นอยู่ ในปัจจุบันของ
สหรัฐอเมริกาเพื่อให้สอดคล้องกับสภาพการใช้งาน
เว็บไซต์เครือข่ายสังคมท่ีเป็นไปอย่างแพร่หลายและ
กว้างขวาง  ซึ่งมีความเกี่ยวข้องกับสภาพปัญหาใน
ประเทศไทย เน่ืองจากเว็บไซต์เครือข่ายสังคมท่ีใช้งานกัน
อย่างกว้างขวางในประเทศไทยก็คือเว็บไซต์ท่ีเกิดข้ึนจาก
ต่างประเทศโดยเฉพาะสหรัฐอเมริกาดังเช่นเว็บไซต์ 
Facebook และ MySpace มาตรการทางเทคนิคจาก
ข้อตกลงร่วมดังกล่าวจึงส่งผลถึงการคุ้มครองผู้ใช้งานใน
ประเทศไทยด้วย  อย่างไรก็ตามงานวิจัย น้ีพบว่ า 
ข้อตกลงดังกล่าวยังไม่สามารถคุ้มครองสิทธิในความ
เป็นอยู่ส่วนตัวได้อย่างครอบคลุม  ตัวอย่างเช่น มีบาง
ประเด็นท่ียังไม่สามารถตกลงกันได้ เช่น เทคโนโลยีและ
วิ ธี ก า ร ใ น ก า ร พิ สู จ น์ อ า ยุ (Age-verification/ 
authentication) นอกจากน้ันมาตรการดังกล่าวเป็น
มาตรการทางเทคนิคท่ีมุ่งเน้นการให้น้ าหนักคุ้มครองท่ี
ผู้ใช้งานซึ่งเป็นผู้เยาว์มากกว่าผู้ใช้งานท่ัวไป เป็นต้น  

อย่างไรก็ตาม งานวิจัยน้ีพบว่า ในประเทศไทย
ปัจจุบันไม่มีไม่มีกฎหมายใดบัญญัติคุ้มครองผู้ถูกรบกวน
สิทธิในความเป็นอยู่ส่วนตัวในกรณีถูกรบกวนจากการใช้
เว็บไซต์เครือข่ายสังคมไว้เป็นการเฉพาะ  แม้ว่ามี
กฎหมายหลายฉบับท่ีสามารถน ามาปรับใช้ได้แต่งานวิจัย
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น้ีพบปัญหาในแง่องค์ประกอบ ขอบเขต หลายประการ 
อันท าให้ไม่สามารถคุ้มครองสิทธิของผู้ถูกรบกวนจาก
การใช้เว็บไซต์เครือข่ายสังคมโดยพฤติกรรมต่างๆใน
ปัจจุบันได้อย่างครอบคลุมและเหมาะสม โดยอาจสรุป
ผลการวิจัยเป็นประเด็นได้ดังน้ี  

1. ในระบบกฎหมายไทยปัจจุบัน ไม่มีกฎหมาย
ใดบัญญัติคุ้มครองผู้ ถูกรบกวนสิทธิในความเป็นอยู่
ส่วนตัวในกรณีถูกรบกวนจากการใช้เว็บไซต์เครือข่าย
สังคมไว้เป็นการเฉพาะ  จากการวิจัยเชิงเปรียบเทียบกับ
กฎหมายต่างประเทศแล้ว พบว่า ในต่างประเทศเช่น 
สหรัฐอ เมริกามีกฎหมายเฉพาะเช่น  “Computer 
Decency Act”, “Children’s Online Privacy 
Protection Act” , “Computer Fraud and Abuse 
Act” , “Child Online Protection Act” รวมท้ัง
ข้อตกลงระหว่างอัยการสูงสุดกับเว็บไซต์เครือข่ายสังคม 
Facebook และ MySpace ในปี 2008  (Joint 
Statement on Key Principles of Social 
Networking Safety)  นอกจากน้ียังมีแนวทางและ
หลักการคุ้มครองสิทธิในความเป็นอยู่ส่วนตัวท่ีเกิดข้ึน
จากแนวค าพิพากษาของศาลอีกด้วย    ส าหรับระบบ
กฎหมายไทยปัจจุบันแม้ว่ามีกฎหมายหลายฉบับท่ี
สามารถน ามาปรับใช้ได้แต่งานวิจัยน้ีพบปัญหาในแง่
องค์ประกอบ ขอบเขต หลายประการ อันท าให้ไม่
สามารถคุ้มครองสิทธิของผู้ถูกรบกวนจากการใช้เว็บไซต์
เครือข่ายสังคมโดยพฤติกรรมต่างๆในปัจจุบันได้อย่าง
ครอบคลุมและเหมาะสม โดยงานวิจัยได้พบปัญหาของ
กฎหมายฉบับต่างๆ ดังจะได้อภิปรายผลในข้อถัดไป  

2. ง า น วิ จั ย น้ี พ บ ว่ า  รั ฐ ธ ร ร ม นู ญ แ ห่ ง
ราชอาณาจักรไทยได้รับรองสิทธิดังกล่าวมาอย่าง
ต่อเน่ือง  นับแต่ในรัฐธรรมนูญแห่งราชอาณาจักรไทย 

พ.ศ. 2534 แก้ไขเพิ่มเติม (ฉบับท่ี5)  พ.ศ. 2538  มาตรา 

47  บัญญัติว่า “ สิทธิของบุคคลในครอบครัว เกียรติยศ 

ช่ือเสียง  หรือ ความเป็นอยู่ส่วนตัว  ย่อมได้รับความ
คุ้มครอง”  จนถึง รัฐธรรมนูญแห่งราชอาณาจักรไทย 

พ.ศ. 2550 มาตรา 35  ซึ่งบัญญัติว่า “สิทธิของบุคคลใน
ครอบครัว เกียรติยศ ช่ือเสียง หรือความเป็นอยู่ส่วนตัว
ย่อมได้รับความคุ้มครอง” งานวิจัยน้ีพบว่า   จากการ
พิจารณามาตรา 35  ซึ่งบัญญัติเกี่ยวกับ “สิทธิในความ

เป็นอยู่ส่วนตัว”ไว้ในวรรคแรก   และบัญญั ติการ
คุ้มครองช่ือเสียงในวรรคสอง  การคุ้มครองข้อมูลส่วน
บุคคลในวรรคสาม  จึงเห็นได้ว่า  “สิทธิในความเป็นอยู่
ส่วนตัว”  ตามวรรคแรกน้ันมิได้จ ากัดอยู่เฉพาะสิทธิ
เกี่ยวกับช่ือเสียงและข้อมูลส่วนบุคคล ซึ่งเป็นเพียงส่วน
หน่ึงของสิทธิดังกล่าว  ดังน้ัน  สิทธิในความเป็นอยู่
ส่วนตัวของบุคคลท่ีจะไม่ถูกรบกวนจากพฤติกรรมการใช้
เว็บไซต์เครือข่ายสังคมก็สามารถจัดอยู่ในความหมาย
ของ “สิทธิในความเป็นอยู่ส่วนตัว”  ตามวรรคแรกได้
เช่นกัน  นอกจากน้ี กรณีมาตราอื่นในหมวด 3 ส่วนท่ี 3  
ซึ่งเป็นการคุ้มครอง  “สิทธิและเสรีภาพส่วนบุคคล”   
แม้ว่ามิได้เกี่ยวข้องโดยตรงกับการคุ้มครองสิทธิของผู้ถูก
รบกวนจากการใช้เว็บไซต์เครือข่ายสังคม  ส าหรับใน
กรณีของเสรีภาพในการติดต่อสื่อสารถึงกันโดยทางท่ี
ชอบด้วยกฎหมายตามมาตรา 36 น้ันพบว่าไม่รวมถึงการ
สื่อสารโดยผู้รับการติดต่อมิได้เรียกร้อง ดังน้ันการติดต่อ
รบกวนเช่นส่งค าชักชวนให้ซื้อสินค้าหรือบริการทาง
เว็บไซต์เครือข่ายสังคมจึงไม่อาจอ้างมาตรา 36 เพื่อ
รับรองเสรีภาพในการติดต่อสื่อสารดังกล่าวได้ อย่างไรก็
ตาม แม้ว่ารัฐธรรมนูญจะมีบทบัญญัติท่ีเกี่ยวข้องกับการ
คุ้มครองสิทธิในความเป็นอยู่ส่วนตัว   แต่หากพิจารณา
กฎหมายล าดับรองแล้ว จะเห็นได้ว่ายังไม่มีกฎหมาย
ล า ดับรองในลักษณะของกฎหมายเฉพาะเพื่อการ
คุ้มครองสิทธิในความเป็นอยู่ส่วนตัวของผู้ได้รับการ
รบกวนจากพฤติกรรมต่างๆเกี่ยวกับการใช้เว็บไซต์
เครือข่ายสังคม   การคุ้มครองสิทธิดังกล่าวในระบบ
กฎหมายไทยปัจจุบันมีอยู่อย่างกระจัดกระจายใน
กฎหมายหลายฉบับ  

3. ส าหรับการปรับใช้ประมวลกฎหมายอาญา
น้ัน งานวิจัยน้ีพบว่าหากพิจารณาตามประมวลกฎหมาย
อาญาของไทยจะพบว่า ไม่มีฐานความผิดท่ีบัญญัติถึง 
การรบกวนโดยทางเว็บไซต์เครือข่ายสังคม ไว้เป็นฐาน
ความผิดเฉพาะ  แต่มีฐานความผิดท่ีพอจะน ามาปรับ
ใช้ได้หลายมาตรา เช่น กรณีการรบกวนความเป็นส่วนตัว
โดยการเผยแพร่ข้อมูลหรือภาพของผู้อื่นทางเว็บไซต์
เครือข่ายสังคมอันเข้าองค์ประกอบความตามมาตรา 
326 ก็สามารถปรับใช้ความผิดฐานหมิ่นประมาท เป็นต้น    
อย่างไรก็ตามผลการวิจัยช้ีให้เห็นว่าการปรับใช้กฎหมาย
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ดังกล่าวเพื่อคุ้มครองสิทธิในความเป็นอยู่ส่วนตัวของผู้ถูก
กระทบจากการใช้เว็บไซต์เครือข่ายสังคมยังมีปัญหาอยู่
อีกหลายประการ เช่น การน าข้อมูลหรือภาพของผู้อื่นมา
เผยแพร่ทางเว็บไซต์เครือข่ายสังคมโดยมิได้รับความ
ยินยอมน้ัน หากไม่มีลักษณะน่าจะท าให้ผู้อื่นเสื่อมเสีย
ช่ือเสียง เป็นเพียงการรบกวนความเป็นส่วนตัวแล้ว ก็ไม่
อาจปรับใช้ความผิดฐานหมิ่นประมาทได้  ส าหรับกรณี
การรบกวนความเป็นส่วนตัว ในลักษณะพฤติกรรมท่ีเป็น
การส่งข้อความ ข้อมูลต่างๆ เข้ามาในระบบเว็บไซต์
เครือข่ายสังคม โดยมิได้รับการเรียกร้องหรือเช้ือเชิญ 
(Unsolicited contact)  อาจพบฐานความผิดท่ีสามารถ
น ามาปรับใช้ได้เช่น  ความผิดต่อเสรีภาพ มาตรา 309  
รวมท้ังความผิดลหุโทษตามมาตรา 392   อย่างไรก็ตาม
งานวิจัยน้ีพบว่ากฎหมายดังกล่าวมีข้อจ ากัดท่ีจะน าไป
ปรับใช้กับการเฝ้าติดตามคุกคาม ทางเว็บไซต์เครือข่าย
สังคม  ส าหรับกรณีมาตรา 309  น้ันมีปัญหาในกรณีการ
เฝ้าติดตามทางเว็บไซต์เครือข่ายสังคม ซึ่งมิได้มีการขู่เข็ญ
ให้กระท าการ ไม่กระท าการ หรือจ ายอมต่อสิ่งใด  เช่น
การรบกวนโดยการส่งข้อความหรือภาพเพื่อชักชวนให้
ซื้อสินค้าหรือบริการ หรือการรบกวนด้วยวัตถุประสงค์
ส่วนตัวต่างๆ จึงไม่เข้าองค์ประกอบมาตรา 309   และ
แม้ว่าการรบกวนอาจมีลักษณะของการท าให้ผู้อื่นเกิด
ความตกใจ แต่ก็อาจไม่ถึงกับข้ันของการขู่เข็ญอันจะปรับ
ใช้มาตรา 392 ได้  เช่นกัน     อย่างไรก็ตาม  หากการ
รบกวนน้ันมีลักษณะพฤติกรรมของการเฝ้าติดตาม
คุกคามในลักษณะของการขู่เข็ญก็อาจปรับใช้มาตรา 
392 ได้  
 เมื่อเปรียบเทียบกับกฎหมายต่างประเทศเช่น
สหรัฐอเมริกาแล้วจะพบว่า มีกฎหมายซึ่งมีโทษทาง
อาญาอันสามารถน ามาปรับใช้ได้โดยเฉพาะ กล่าวคือ 
กรณีการรบกวนความเป็นอยู่ส่วนตัวทางเว็บไซ ต์
เครือข่ายสังคมท่ีมีลักษณะเชิงพาณิชย์  เช่นการส่ง
ข้อความทางเว็บไซต์เครือข่ายสังคมเพื่อเสนอขายสินค้า
หรือบริการซึ่งผู้รับมิได้เรียกร้องน้ัน มีกฎหมายลาย
ลักษณ์อักษรท่ีสามารถน ามาปรับใช้ได้เช่น   CAN-
SPAM Act  ตัวอย่างของคดีส าคัญท่ีตัดสินตามกฎหมาย
ฉบับน้ีได้แก่ คดีท่ี เว็บไซต์เครือข่ายสังคม facebook 
ฟ้องบริษัท Maxbounty ซึ่งท าการโพสต์ข้อความอันมี

ลักษณะเป็นการโฆษณาต่อผู้ ใช้เว็บไซต์ facebook   
ศาลตัดสินว่าการส่งหรือโพสต์ข้อความทางเว็บไซต์
เครือข่ายสังคม Facebook น้ัน เป็นการส่ง “ข้อความ
อิเล็กทรอนิกส์” ตามความหมายของกฎหมายฉบับน้ี   
(Facebook, Inc. v. Maxbounty, Inc., Case No. CV-
10-4712-JF (N.D. Cal. March 28, 2011)   

ส าหรับกรณีการรบกวนความเป็นอยู่ส่วนตัว
ทางเว็บไซต์เครือข่ายสังคมท่ีมีลักษณะเชิงความสัมพันธ์
ส่วนตัว เช่น การติดต่อในลักษณะชู้สาว  พบว่าใน
สหรัฐอเมริกามีกฎหมายเกี่ยวกับการเฝ้าติดตามคุกคาม
ทางอินเตอร์เน็ต (Cyber Stalking)  เช่น กฎหมายมลรัฐ 
California ก าหนดองค์ประกอบความผิดฐานเฝ้าติดตาม
คุกคามว่า   “ผู้ใดจงใจและมีเจตนาร้ายในการติดตาม
หรือ รบกวนผู้อื่นซ้ าๆกัน   ผู้ ใดข่มขู่ท่ีมีเหตุควรเช่ือ 
(credible threat) ด้วยเจตนาท่ีจะท าให้ผู้อื่นตกอยู่ใน
ความกลัวว่าจะเกิดอันตรายในความปลอดภัย ผู้ น้ัน
กระท าความผิดฐานเฝ้าติดตามคุกคาม (stalking) ต้อง
ระวางโทษจ าคุกไม่เกิน 1 ปี หรือปรับไม่เกิน 1000 
เหรียญ หรือท้ังจ าท้ังปรับ”  (California Penal Code, 
section 646.9)การข่มขู่ท่ีมีเหตุควรเช่ือ (credible 
threat) หมายถึงการข่มขู่ด้วยวิธีการพูดหรือเขียน 
รวม ท้ังการใช้อุปกรณ์การสื่ อสารอิ เล็กทรอนิกส์ 
(electronic communication device)  ซึ่งอุปกรณ์
การสื่อสารอิเล็กทรอนิกส์น้ี หมายรวมถึงแต่ไม่จ ากัด
เฉพาะ โทรศัพท์ โทรศัพท์เคลื่อนท่ี คอมพิวเตอร์ 
อุปกรณ์บันทึกวีดิทัศน์ เป็นต้น     กฎหมายมลรัฐ 
Louisiana ก าหนดโทษอาญาส าหรับการส่งการสื่อสาร
ทางอิเล็กทรอนิกส์ถึงบุคคลอื่นซ้ าๆ ไม่ว่าการกระท าจะ
น าไปสู่การสนทนาหรือไม่ โดยมีวัตถุประสงค์ท่ีจะข่มขู่ 
ข่มขวัญ หรือรังควานบุคคลใดบุคคลหน่ึง เป็นต้น 
(Louisiana laws, title 14, criminal law, 14:40.3)  

ส าหรับกรณีการกลั่นแกล้งรังแกทางเว็บไซต์ 
(Cyber bullying) ซึ่งหมายถึง การใช้อินเตอร์เน็ต 
โทรศัพท์เคลื่อนท่ี หรืออุปกรณ์อื่นใดโดยเจตนาท าร้าย
หรือรังแกผู้อื่น (Hinuja and Patchin, 2009) เช่นการ
ส่งข้อความท าให้ผู้ใช้เว็บไซต์เครือข่ายสังคมอับอาย หรือ
รู้สึกถูกดูหมิ่นเหยียดหยาม ดังจะเห็นได้จากคดีส าคัญใน
สหรัฐอเมริกาคือ United States v. Drew, 259 F.R.D. 

http://scholar.google.com/scholar_case?case=13552148153285566002&hl=en&as_sdt=2&as_vis=1&oi=scholarr
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449 (C.D. Cal. 2009)ซึ่งเป็นคดีท่ีมีประเด็นการปรับใช้
กฎหมาย Computer Fraud and Abuse Act (CFAA) 
เพื่อลงโทษพฤติกรรมการกลั่นแกล้งรังแกทางเว็บไซต์
เครือข่ายสังคม MySpace  ศาลตัดสินว่า การท่ีจ าเลย
ฝ่าฝืนข้อตกลงการใช้งานของ MySpace โดยการใช้
ข้อมูลเท็จแสดงตนเป็นบุคคลท่ีไม่มีตัวตน ส่งข้อความ
กดดันจนท าให้ Meier ฆ่าตัวตายน้ัน  ไม่ถือว่าเป็นการ
เข้าถึงคอมพิวเตอร์  โดยปราศจากอ านาจ (accessed 
without authorization) อันจะเป็นความผิดตาม
มาตรา 1030(a)(2)(C) ของกฎหมาย CFAA หลังจากคดี
น้ี มีการเสนอร่างกฎหมายว่าด้วย “การป้องกันการกลั่น
แกล้งรังแกทางอินเตอร์เน็ต” (Megan Meier Cyber 
bullying Prevention Act) ซึ่งก าหนดองค์-ประกอบ
ความผิดของการกลั่นแกล้งรังแกทางอินเตอร์เน็ตแต่ยัง
ไม่มี ผลบั งคับใช้ ส าหรับกรณีของไทยน้ัน ยั งไม่มี
กฎหมายก าหนดความผิดส าหรับกรณี กลั่นแกล้งรังแก
ทางเว็บไซต์เครือข่ายสังคมไว้โดยเฉพาะ 

4. เมื่ อพิจารณาบทบัญญั ติตามประมวล
กฎหมายแพ่งและพาณิชย์แล้ว จะพบว่า บุคคลท่ีถูก
รบกวนสิทธิในความเป็นอยู่ส่วนตัวจากการใช้เว็บไซต์
เครือข่ายสังคมน้ันอาจแยกพิจารณาได้สองกรณี  กรณี
แรก  ความสัมพันธ์ทางนิติกรรม  ส าหรับพฤติกรรมบาง
กรณีท่ีเป็นการรบกวนความเป็นส่วนตัว อาจสามารถ
เรียกร้องโดยทางนิติกรรม เช่น การท่ีผู้ให้บริการเว็บไซต์
เครือข่ายสังคมไม่ปฎิบัติตามนโยบายเกี่ยวกับความเป็น
ส่วนตัวท่ีเป็นข้อตกลงการใช้บริการระหว่างผู้ใช้บริการ
กับผู้ให้บริการ กรณีท่ีสอง ความสัมพันธ์ทางนิติเหตุ  
กล่าวคือ พฤติกรรมบางกรณีท่ีเป็นการรบกวนความ
เป็นอยู่ส่วนตัวจากการใช้เว็บไซต์เครือข่ายสังคมน้ัน ไม่
อาจเรียกร้องโดยอาศัยมูลนิติกรรมได้   เช่น การท่ีมี
บุคคลมาติดตามรังควาน ส่งข้อความหรือภาพเข้ามาใน
เว็บไซต์เครือข่ายสังคมอันเป็นการรบกวน หรือกรณีการ
ท่ีมีบุคคลน าภาพหรือข้อมูลส่วนบุคคลในเว็บไซต์
เครือข่ายสังคมไปใช้โดยผู้เป็นเจ้าของข้อมูลมิได้รับรู้และ
ยินยอม   จึงต้องพิจารณากฎหมายลักษณะละเมิดตาม
มาตรา 420  อย่างไรก็ตามงานวิจัยน้ีพบว่า  แม้สิทธิใน
ความเป็นอยู่ส่วนตัวของผู้ ถูกรบกวนน้ัน จะจัดเป็น 
“สิทธิอย่างหน่ึงอย่างใด” ตามมาตรา 420  ได้  แต่

ปัญหาประการต่อไปก็คือ ภาระพิสูจน์ถึงความเสียหาย
ของผู้ถูกรบกวน ซึ่งมักจะมีลักษณะเป็นนามธรรมอันเป็น
การยากท่ีผู้เสียหายจะพิสูจน์ว่าตนเสียหายอย่างไรใน
ความเดือดร้อนร าคาญท่ีเกิดจากพฤติกรรมการรบกวน
ดังกล่าว     ท้ังน้ีเน่ืองจากกฎหมายลักษณะละเมิดของ
ไทยไม่ได้ก าหนดค่าสินไหมทดแทนเชิงลงโทษ (Punitive 
damages) หรือค่าสินไหมทดแทนท่ีกฎหมายก าหนดไว้
เป็นจ านวนแน่นอนแต่อย่างไร   
 ง า น วิ จั ย น้ี พ บ ว่ า  ใ น ต่ า ง ป ร ะ เ ท ศ เ ช่ น
สหรัฐอเมริกาน้ัน มีกฎหมายลายลักษณ์อักษรเป็นการ
เฉพาะท่ีบัญญัติข้ึนเพื่อยกเว้นความรับผิดทางละเมิดใน
กรณีข้อมูลท่ีพิพาทก่อให้เกิดความเสียหายต่อบุคคลอื่น 
โดยยกเว้นความรับผิดทางละเมิดส าหรับผู้ให้บริการ
คอมพิวเตอร์เชิงปฎิสัมพันธ์ ในกรณีข้อมูลท่ีเป็นการ
ละเมิดสิทธิในความเป็นอยู่ส่วนตัวน้ันเป็นข้อมูลซึ่งบุคคล
ท่ีสามน ามาเผยแพร่ในระบบคอมพิวเตอร์   น่ันคือ
มาตรา 230 ของกฎหมาย Computer Decency Act 
(CDA)   

จาการวิเคราะห์ค าพิพากษาของศาลท่ีตัดสิน
ตามมาตรา 230 งานวิจัยน้ีพบประเด็นท่ีส าคัญคือ (1) ผู้
ให้บริการเว็บไซต์เชิงปฎิสัมพันธ์ซึ่งมิได้เป็นผู้ให้บริการ
การเข้าถึงระบบอินเตอร์ เน็ต (Internet Service 
Provider หรือ ISP) ก็อยู่ภายใต้การคุ้มครองของมาตรา 
230 ( Carafano v. Metrosplash.com Inc., 207 F. 
Supp. 2d 1055 (C.D. Cal. 2002),  Universal 
Comm. Sys. v. Lycos, Inc., 478 F.3d 413 (1st Cir. 
2007) ดังน้ัน เว็บไซต์เครือข่ายสังคมก็อยู่ในความหมาย
ของผู้ให้บริการเว็บไซต์เครือข่ายสังคมและอยู่ภายใต้การ
คุ้มครองมาตรา 230 (2) การคุ้มครองตามมาตรา 230 
ครอบคลุมท้ังผู้ให้บริการ (service provider) และ
ผู้ใช้งาน (user) (Gentry V eBay, Inc., 121 Cal. Rptr. 
2d 703 (Cal. Ct. App. 2002)  ดังน้ัน ผู้ใช้งานเว็บไซต์
เครือข่ายสังคมท่ีน าข้อมูลของผู้อื่นมาเผยแพร่ก็ เข้า
ข้อยกเว้นมาตรา 230 ด้วย (3)  แม้ผู้ให้บริการจะมีส่วน
ในการกลั่นกรอง ตรวจสอบ คัดเลือก (selection 
process) หรือปรับแก้ (edit) ข้อมูลซึ่งบุคคลท่ีสามส่ง
เข้ามาในระบบคอมพิวเตอร์น้ัน  ก็ยังไม่ถือว่าผู้ให้บริการ
ดังกล่าวเป็นผู้ให้บริการด้านเน้ือหาข้อมูล กล่าวคือยังคง
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อ้างมาตรา 230 เป็นข้อยกเว้นได้ (Ben Ezra, 
Weinstein, & Co.v. America Online Inc., 206 F.3d 
980, 985-86 (10th Cir. 2000) ดังน้ันแม้ผู้ให้บริการ
เว็บไซต์เครือข่ายสังคมจะท าการกลั่นกรอง ตรวจสอบ 
ปรับแก้ข้อมูลท่ีผู้ใช้งานส่งเข้ามาในระบบ  ผู้ให้บริการก็
ยังสามารถอ้างมาตรา 230 ยกเว้นความรับผิดกรณี
ละเมิดท่ีเกดิจากข้อมูลดังกล่าวได้ (4) แม้มีการแจ้งเตือน
หรือร้องเรียนว่ามีข้อมูลเน้ือหาอันเป็นการละเมิดสิทธิใน
ความเป็นอยู่ส่วนตัวในเว็บไซต์เครือข่ายสังคม และผู้
ให้บริการไม่ด าเนินการใดๆ ผู้ให้บริการก็ยังได้รับความ
คุ้มครองจากความรับผิดทางละเมิดตามมาตรา 230 
(เทียบเคียงคดี Blumenthal V. Drudge and 
American Online Inc. (AOL) 992 F. Supp. 44, 49-
53 (D.D.C. 1998) ดังน้ันจะเห็นได้ว่ามาตรา 230 ของ
กฎหมาย CDA ซึ่งคุ้มครองผู้ให้บริการและผู้ใช้งาน จาก
ความรับผิดเกี่ยวกับข้อมูลท่ีเกิดจากบุคคลท่ีสามน้ัน เป็น
หลักกฎหมายท่ีมุ่งประสงค์สนับสนุนสิทธิในการแสดง
ความคิดเห็นทางอินเตอร์เน็ต มากกว่าการคุ้มครองสิทธิ
ในความเป็นอยู่ส่วนตัวของผู้ถูกละเมิดจากกรณีการใช้
งานเว็บไซต์เครือข่ายสังคม  

อย่างไรก็ตาม ผู้ให้บริการเว็บไซต์เครือข่าย
สังคม อาจไม่สามารถอ้างมาตรา 230 ได้เสมอไปในทุก
กรณี  เน่ืองจากต้องพิจารณาลักษณะของข้อมูลและ
พฤติกรรมของเว็บไซต์เครือข่ายสังคมด้วย หากผู้
ให้บริการเว็บไซต์เครือข่ายสังคมมีพฤติกรรมแสดงถึงการ
มีส่วนร่วมในการสร้างหรือพัฒนาข้อมูลน้ันก็ไม่สามารถ
อ้างมาตรา 230 ได้  เช่น มีการน าข้อมูลท่ีบุคคลท่ีสามส่ง
เข้ามาไปประมวลผล  (Doe v. MySpace, 528 F.3d 
413 (5th Cir. 2008) นอกจากน้ัน ผู้ให้บริการหรือ
ผู้ใช้งานเว็บไซต์เครือข่ายสังคมซึ่งทราบหรือควรทราบว่า
บุคคลท่ีสามผู้สร้างข้อมูลมิได้ประสงค์ให้เผยแพร่ทาง
อินเตอร์เน็ต (content not intended for Internet 
publication)  ก็ไม่อาจอ้างข้อยกเว้นความรับผิดตาม
มาตรา 230 ได้  ( Batzel v. Smith, 333 F.3d 1018 
(9th Cir. 2003)  เช่น ข้อมูลท่ีอยู่ในส่วนของการ
ข้อความสนทนาส่วนบุคคลในเว็บไซต์เครือข่ายสังคมเป็น
ข้อมูลท่ีคู่สนทนามิได้ประสงค์ให้เผยแพร่ต่อบุคคลท่ัวไป  
ดังน้ันจะเห็นได้ว่านอกจากการคุ้มครองสิทธิในการแสดง

ความคิดเห็นทางอินเตอร์เน็ตแล้ว กฎหมาย CDA ก็มี
ส่วนท่ีให้ความคุ้มครองสิทธิในความเป็นอยู่ส่วนตัวของผู้
ท่ีได้รับความเสียหายจากข้อมูลท่ีผู้สร้างมิได้ประสงค์ให้
เผยแพร่ต่อสาธารณะ 

5. จากการศึกษาพระราชบัญญัติว่าด้วยการ
กระท าความผิดเกี่ยวกับคอมพิวเตอร์ พ .ศ. 2550 
งานวิจัยน้ีพบว่า  มาตราท่ีอาจน ามาปรับใช้เพื่อคุ้มครอง
สิทธิในความเป็นอยู่ส่วนตัวของผู้ถูกรบกวนจากการใช้
เว็บไซต์เครือข่ายสังคม น้ันได้แก่ มาตรา 11 มาตรา  14 
และ มาตรา 16  ในกรณีพฤติกรรมการรบกวนท่ีมี
ลักษณะเป็นการน าข้อมูลส่วนบุคคลหรือภาพของผู้อื่นมา
เผยแพร่ทางเว็บไซต์เครือข่ายสังคม อย่างไรก็ตาม 
งานวิจัยน้ีพบว่ามาตราดังกล่าวมีปัญหาในการน ามาปรับ
ใช้หลายประการ เช่น  

หากมี ก ารส่ งภาพ หรือ ข้อความ โดยมิ ไ ด้
ก่อให้เกิดการรบกวนการใช้ระบบคอมพิวเตอร์ผู้อื่นแล้ว  
ย่อมไม่ครบองค์ประกอบตามมาตรา 11  เช่นการส่ง
ข้อความชักชวนให้ซื้อสินค้าหรือบริการอันยังไม่ถึงข้ัน
เป็นการส่งท่ีรบกวนระบบคอมพิวเตอร์ของผู้อื่น 

กรณีภาพซึ่งไม่ได้ปลอมหรือเท็จ  แม้ว่าจะ
ก่อให้เกิดความเสียหายแก่ช่ือเสียงบุคคลอื่นก็จะไม่อยู่ใน
ขอบเขตของมาตรา 14(1) 

กรณีมาตรา 14(4)   มีปัญหาว่า ภาพลักษณะ
ลามกของบุคคลอื่นท่ีน ามาเผยแพร่ในเว็บไซต์เครือข่าย
สังคมไม่อาจถือว่าเป็นความผิดตามมาตราน้ีถ้าไม่เข้า
องค์ประกอบ “ประชาชนท่ัวไปเข้าถึงได้”  เช่นการท่ีผู้
เผยแพร่ต้ังค่าให้เข้าได้เฉพาะผู้ใช้งานบางคนเท่าน้ัน แต่
การกระท าดังกล่าวก็เป็นการกระทบสิทธิในความเป็น
ส่วนตัวของผู้ท่ีปรากฏในภาพน้ันแล้ว   นอกจากน้ัน หาก
ภาพของบุคคลอื่นท่ีถ่ายมาโดยไม่ได้รับความยินยอมและ
น ามาเผยแพร่ ในเว็บไซต์เครือข่ายสังคม น้ัน มิได้มี
ลักษณะถึงข้ัน ลามกอนาจาร ตามแนวค าพิพากษาศาล
ฎีกาแล้ว ก็ไม่อาจปรับใช้มาตรา 14(4) ได้   แม้ว่าภาพ
น้ันจะละกระทบสิทธิในความเป็นส่วนตัวของบุคคลอื่นก็
ตาม  

กรณีมาตรา 16 ซึ่งเกี่ยวกับข้อมูลคอมพิวเตอร์
ท่ีเป็นภาพน้ัน พบว่าภาพของบุคคลอื่นท่ีถ่ายมาโดยไม่ได้
รับความยินยอมแต่มิได้ผ่านกระบวนการตัดต่อ ดัดแปลง 
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ใดๆ  ไม่เข้าองค์ประกอบความผิดตามมาตรา 16   ซึ่งท า
ให้การคุ้มครองสิทธิในความเป็นส่วนตัวถูกจ ากัดให้แคบ
ลงเพียงเฉพาะกรณีที่ดัดแปลงภาพเท่าน้ัน  

อาจสรุปผลการวิเคราะห์กรณีข้อมูลภาพ และ 
กรณีข้อมูลข้อความได้ดังน้ี  กรณีการเผยแพร่ภาพผู้อื่น
ทางเว็บไซต์เครือข่ายสังคมโดยผู้น้ันมิได้รับรู้และยินยอม 
ซึ่งอาจเกิดข้ึนท้ังกรณีท่ีผู้น้ันเป็นผู้ใช้เว็บไซต์เครือข่าย
สังคมหรือบุคคลอื่นท่ีมิใช่ผู้ใช้เว็บไซต์เครือข่ายสังคม 
(Non-user) หากภาพดังกล่าวเป็นภาพท่ีมิใช่ภาพลามก
ตามมาตรา 14 (4) และมิใช่ภาพตัดต่อตามมาตรา 16 
แม้ว่าจะท าให้เกิดการรบกวนความเป็นส่วนตัวของผู้อื่นก็
ไม่สามารถปรับใช้พระราชบัญญัติน้ีเพื่อคุ้มครองผู้ถูก
รบกวนได้ 

กรณีการเผยแพร่ข้อความหรือข้อมูลท่ีกระทบ
ถึงบุคคลอื่น ท้ังกรณีผู้น้ันเป็นผู้ใช้เว็บไซต์เครือข่ายสังคม
หรือบุคคลอื่นท่ีมิใช่ผู้ใช้เว็บไซต์เครือข่ายสังคม (Non-
user) หากข้อความหรือข้อมูลดังกล่าวเป็นข้อมูลเท็จอาจ
ปรับใช้มาตรา 14 แต่หากข้อมูลดังกล่าวมิใช่ข้อมูลเท็จ 
แต่เป็นข้อมูลท่ีบุคคลอื่นไม่ประสงค์ให้เผยแพร่ เช่น 
เ รื่ อ ง ร า ว ใน ชี วิ ตป ร ะ จ า วั นขอ งผู้ อื่ น  เ รื่ อ ง ร า ว
ความสัมพันธ์ส่วนบุคคลของผู้อื่น อันมิได้ถึงข้ันเป็น
ข้อมูลเท็จ ก็ไม่สามารถปรับใช้พระราชบัญญัติน้ีเพื่อ
คุ้มครองผู้ถูกรบกวนได้ 
 
ข้อเสนอแนะ 

ผลการวิเคราะห์ข้อมูลเชิงคุณภาพจากกฎหมาย
ไทยและต่างประเทศ แสดงถึงปัญหาของมาตรการทาง
กฎหมายต่างๆของไทยท่ีมีผลบังคับอยู่ ท้ังในแง่ เน้ือหา 
ขอบเขต และปัญหาอื่นๆ ในการปรับใช้ส าหรับการ
คุ้มครองสิทธิผู้ ถูกรบกวนจากการใช้เว็บไซต์เครือข่าย
สังคม  ซึ่งเป็นการพิสูจน์สมมุติฐานของงานวิจัย ท่ีว่า ใน
ปัจจุบันมาตรการทางกฎหมายไทยท่ีมีอยู่ไม่เหมาะสม
และเพียงพอในการคุ้มครองสิทธิในความเป็นอยู่ส่วนตัว
ของผู้ ถูกรบกวนจากการใช้เว็บไซต์เครือข่ายสังคม   
ผู้วิจัยมีข้อเสนอแนะในระดับของการปรับปรุงแก้ไข
กฎหมายดังน้ี  

1. ปรับปรุงแก้ไขประมวลกฎหมายแพ่งและ
พาณิชย์ ให้มีบทบัญญัติเกี่ยวกับการละเมิดสิทธิในความ

เป็นอยู่ส่วนตัวไว้เป็นหมวดเฉพาะต่างหากจากละเมิด
กรณีทั่วไป  

2. ปรับปรุงแก้ไขประมวลกฎหมายอาญา ให้มี
ฐานความผิดเกี่ยวกับ การกระท าความผิดเกี่ยวกับการ
ละเมิดสิทธิในความเป็นอยู่ส่วนตัวไว้เป็นหมวดเฉพาะ  
เสนอให้ก าหนดฐานความผิดเกี่ยวกับการเฝ้าติดตาม
คุกคามทางอินเตอร์เน็ต (Cyber Stalking)  โดย
พิจารณาจากตัวแบบ (Model) ของกฎหมายมลรัฐต่างๆ
ของสหรัฐอเมริกา เสนอให้ก าหนดฐานความผิดส าหรับ
กรณีการกลั่นแกล้ งรังแกทางอินเตอร์ เ น็ต (Cyber 
bullying) โดยพิจารณาจากตัวแบบของร่างกฎหมาย 
“Megan Meier Cyber bullying Prevention Act” 

3. ปรับปรุงแก้ไข พระราชบัญญัติว่าด้วยการ
กระท าความผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ. 2550   โดย
ให้มีฐานความผิดเกี่ยวกับการละเมิดสิทธิส่วนบุคคลจาก
การใช้เว็บไซต์เครือข่ายสังคมไว้เป็นการเฉพาะ ท้ังน้ี โดย
ก าหนดให้การกระท าท่ีเผยแพร่ข้อมูลของผู้อื่นโดย
ปราศจากการรับรู้และยินยอมของเจ้าของข้อมูลเป็น
ความผิด แม้ว่าข้อมูลน้ันจะไม่มีองค์ประกอบของการ
เป็นข้อมูลลามกหรือข้อมูลเท็จก็ตาม 

4. จากการแก้ปัญหาของต่างประเทศ เช่น 
ข้อตกลงร่วมระหว่างภาครัฐกับเว็บไซต์เครือข่ายสังคม
โดยก าหนดหน้าท่ีให้ทางเว็บไซต์เครือข่ายสังคมต้องมี
มาตรการทางเทคนิคในการคุ้มครองความเป็นอยู่ส่วนตัว
ของผู้ใช้งานและผู้เกี่ยวข้องน้ัน  ประเทศไทยควรน า
แนวทางดังกล่าวมาจัดท าร่างข้อตกลงกับเว็บไซต์
เครือข่ายสังคมอื่นๆ หรือน าหลักการจากข้อตกลงของ
ต่างประเทศมาแก้ไขเพิ่มเติมพระราชบัญญัติว่าด้วยการ
กระท าความผิดเกี่ยวกับคอมพิวเตอร์ของไทยให้สะท้อน
หลักการดังกล่าว  

5. ส่ ง เส ริ ม ให้ ใ ช้ มา ตรกา รอื่ นนอกจา ก
มาตรการทางกฎหมายเช่น การให้องค์กรเอกชนท่ี
เกี่ยวข้องควบคุมกันเอง (Self regulation)  การส่งเสริม
ให้ผู้ใช้เว็บไซต์เครือข่ายสังคมตระหนักถึงความส าคัญ
ของสิทธิในความเป็นอยู่ส่วนตัว รวมท้ังการใช้มาตรการ
ทางเทคนิคต่างๆ เช่น การปรับต้ังค่าความเป็นส่วนตัวใน
เว็บไซต์เครือข่ายสังคม ท่ีทางเว็บไซต์เครือข่ายสังคมได้
จัดไว้ให้ เพื่อลดปัญหาการละเมิดสิทธิในความเป็นอยู่
ส่วนตัว   
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