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บทคัดย่อ 

 การศึกษาวิจัยนี้เป็นการวิจัยเอกสารมีวัตถุประสงค์เพื่อ (1) ศึกษาลักษณะและประเภทของข้อมูลคอมพิวเตอร์ ใน
ฐานะวัตถุแห่งการกระท ากับลักษณะแห่งการกระท าโจรกรรมข้อมูลคอมพิวเตอร์ (2) วิเคราะห์บทบัญญัติและอุปสรรคในการ
บังคับใช้กฎหมายทางอาญาเกี่ยวกับการคุ้มครองข้อมูลคอมพิวเตอร์จากการกระท าโจรกรรมข้อมูลคอมพิวเตอร์  และ                      
(3) เสนอแนะการปรับปรุงกฎหมายที่เกี่ยวข้องกับมาตรการทางอาญาในการคุ้มครองข้อมูลคอมพิวเตอร์  

 ข้อค้นพบตามวัตถุประสงค์ พบว่า (1) ลักษณะและประเภทของข้อมูลคอมพิวเตอร์มีดังนี้  ข้อมูล ข้อ ความ ค าสั่ง 
ชุดค าสั่ง หรือสิ่งอื่นใดบรรดาที่อยู่ในระบบคอมพิวเตอร์ในสภาพที่ระบบคอมพิวเตอร์อาจประมวลผลได้  และให้หมายความ
รวมถึงข้อมูลอิเล็กทรอนิกส์ตามกฎหมายว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ด้วย ส่วนการโจรกรรมข้อมูล หมายถึง ลักษณะแห่ง
การกระท าส าเนาข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ ซึ่งอาจท าโดยการเจาะระบบ (hack) โดยมิชอบ หรือเข้าถึง
ข้อมูลคอมพิวเตอร์โดยชอบ แต่ส าเนาไปโดยมิชอบ หรืออาจเป็นการได้ไปด้วยวิธีสามัญ เช่น เห็นหน้าจอมอนิเตอร์คอมพิวเตอร์ 
หรือสมาร์ทโฟน และจดจ าไป เป็นต้น (2) อุปสรรคคือไม่มีกฎหมายอาญาคุ้มครองข้อมูลคอมพิวเตอร์ในฐานะวัตถุแห่งการ
กระท าจากปัญหาการโจรกรรมหรือส าเนาข้อมูลคอมพิวเตอร์ และ (3) ข้อเสนอแนะการแก้ไขเพิ่มเติมพระราชบัญญัติว่าด้วย
การกระท าผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ. 2550 โดยก าหนดให้มีความผิดฐานส าเนาข้อมูลคอมพิวเตอร์ของผู้อื่นไปโดยมิชอบ 
และความผิดฐานได้รับข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ โดยรู้ว่าข้อมูลคอมพิวเตอร์ได้มาจากการกระท าความผิดฐาน
ส าเนาข้อมลูคอมพิวเตอร์ของผู้อื่นโดยมิชอบ 
ค าส าคัญ: ข้อมูลคอมพิวเตอร์ ส าเนาข้อมูลคอมพิวเตอร์ ความผิดเกีย่วกับคอมพิวเตอร์ 
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วารสารอิเล็กทรอนิกส์การเรียนรู้ทางไกลเชิงนวตักรรม 

Abstract 

This documentary research study has 3 objectives. (1) to study characteristics and types of the 
computer data as the material of action, and the manner by which the data is hacked. (2) to analyze legal 
provisions and obstacles in the enforcement of criminal law related to the protection of computer data 
from hacking, and (3) to recommend amendment of the criminal law measures to protect the computer 
data.  

The result of this study are found that : (1) characteristics and types of computer data are data, 
statements, or sets of instructions contained in a computer system, the output of which may be processed 
by a computer system including electronic data, according to the Law of Electronic Transactions, whereas 
“computer hacking” means to illegally copy data from other computers by unauthorized access, or to 
legally access but illegally copy the data, or simply by e.g. viewing the computer or smartphone on-screen 
information for illegal intent .(2) For obstacles, there is no criminal offense to protect the computer data 
from either hacking or data copying, and (3) Recommend for amending, the Computer Crime Act B.E. 2550 
to designating offence related to illegal copying of other people’s computer data as well as offence related 
to illegal importing of a third party’s computer data  aforementioned. 
Keywords:  Computer Data, Computer Data Copying, Computer Crime Act 

 

ความเป็นมาและความส าคัญของปัญหา 
 งานวิจัยเรื่อง “มาตรการทางกฎหมายอาญาใน
การคุ้มครองข้อมูลคอมพิวเตอร์” มีความเกี่ยวพันกับ
งานวิจัยเรื่องเดิมที่สรุปรายงานการวิจัยเสร็จสิ้นแล้ว คือ 
เรื่อง “ความผิดเกี่ยวกับบัตรอิเล็กทรอนิกส์ตามประมวล
กฎหมายอาญา”2 เนื่องจากบัตรอิเล็กทรอนิกส์บางประเภท 
หรือบางกรณี เก็บหรือรักษาไว้ในรูปข้อมูลคอมพิวเตอร์ 
หรือบัตรอิเล็กทรอนิกส์มีที่ใช้เกี่ยวพันกับระบบคอมพิวเตอร์ 
บทบัญญัติของกฎหมายทั้งสองกรณี คือ บัตรอิเล็กทรอนิกส์ 
กับข้อมูลคอมพิวเตอร์ จึงมีความเกี่ยวพันใกล้ชิดกัน  
 อี กทั้ ง สั งคมวัฒนธรรมปั จจุ บัน เทคโนโลยี
เปลี่ยนไปจากอดีตมาก คอมพิวเตอร์เข้ามามีบทบาท ส าคัญ
แทบทุกด้านทุกสาขาทั้งภาครัฐและเอกชน และข้อมูลของ
องค์กรหรือข้อมูลส่วนบุคคลทั้งของภาครัฐ และเอกชน
จ านวนมากมีลักษณะการใช้งานหรือถูกจัดเก็บในรูปของ
ข้อมูลคอมพิวเตอร์ อันเป็นข้อมูลที่มีความส าคัญ โดยอาจ
เป็นข้อมูลทางบัญชี ข้อมูลทางการเงิน ข้อมูลสายการบิน 
                                                           
2 สมศักดิ์ เธียรจรูญกุล รายงานการวิจยัเร่ือง ความผิดเกี่ยวกับบัตรอิเล็กทรอนกิส์ตามประมวลกฎหมายอาญา ทุนอุดหนุนการวิจยัจากกองทุน
รัตนโกสินทร์สมโภช 200 ปี มหาวิทยาลัยสุโขทัยธรรมาธิราช, ปี 2559 

ข้อมูลความลับทางราชการ หรือข้อมูลทางธุรกิจ หรือบัตร
อิเล็กทรอนิกส์ รวมทั้งสิ่งบ่งช้ีเฉพาะบุคคล (identification) 
ลายนิ้วมือ ลายมือ ลายเท้า บัตรประจ าตัวประชาชน รหัส
โทรศัพท์ (pinphone) ประวัติการท าฟัน จอประสาทตา 
(retina) ที่จัดเก็บในรูปข้อมูลคอมพิวเตอร์  
 เมื่อข้อมูลคอมพิวเตอร์ถูกโจรกรรมด้วยการส าเนา
ไป หรือวิธีการอื่น ย่อมก่อความเสียหายให้ เจ้าของ
ข้อมูลคอมพิวเตอร์ และบางกรณีความเสียหายอาจถึงขั้น
ประเมินค่ามิได้ เช่น ข้อมูลลูกค้าของ สถาบันการเงิน หรือ
ข้อมูลความลับของทางราชการ เป็นต้น  
 กรณีข้อมูลคอมพิวเตอร์ได้เคยเกิดการกระท าที่มี
การคัดลอกหรือส าเนาข้อมูลคอมพิวเตอร์จนถึงขั้นเป็น
คดีอาญาน าเสนอขึ้นสู่ศาล ทั้งยังมีประเด็นข้อกฎหมาย
พิพาทโต้แย้งไปถึงศาลฎีกา และคดีถึงที่สุดด้วยการยกฟ้อง
จ าเลย   
 ค าพิพากษาฎีกาที่  5161/2547 จ า เลยเป็น
พนักงานแผนกต่างประเทศของโจทก์ร่วมมีหน้าที่เตรียม
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เอกสารค าขอใบอนุญาตติดต่อหน่วยราชการ ติดต่อ
ประสานงานกับลูกค้าต่างประเทศ ในวันเวลา และสถานที่
เกิดเหตุตามฟ้อง จ าเลยน าเอกสารจ านวนประมาณ 400 
แผ่น ตามเอกสารหมาย จ.3 จากส านักงานโจทก์ร่วมไปไว้ท่ี
บ้านจ าเลยเพื่อท างานให้แก่โจทก์ร่วม กับน าแผ่นบันทึก
ข้อมูลเปล่าลอกข้อมูลในการด าเนินธุรกิจต่าง ๆ ของโจทก์
ร่วมจากแผ่นบันทึกข้อมูลที่อยู่ในเครื่องคอมพิวเตอร์ของ
โจทก์ร่วมจ านวนรวม 41 แผ่น มีปัญหาวินิจฉัยตามฎีกาของ
โจทก์ร่วมว่า การกระท าของจ าเลยเป็นความผิดตามฟ้อง
หรือไม่  
 ส าหรับความผิดฐานเอาไปเสียซึ่งเอกสารใน
ประการที่น่าจะเกิดความเสียหายแก่โจทก์ร่วมหรือผู้อื่นนั้น 
โจทก์ร่วมฎีกาว่า โจทก์ร่วมมีระเบียบห้ามน าเอกสารออก
นอกที่ท าการ แม้จะไม่ถือเป็นข้อห้ามเด็ดขาดตามระเบียบ
นั้น แต่มิได้หมายความว่า เมื่อพนักงานน างานออกจากท่ีท า
การของโจทก์ร่วมไปท าต่อที่บ้านแล้วพนักงานไม่จ าต้องน า
เอกสารที่เหลือหรือมิได้ใช้งานแล้วมาคืนโจทก์ร่วม การที่
จ าเลยท างานเสร็จแล้วกลับไม่น าเอกสารที่เกี่ยวข้องมาคืน
เพื่อส่งคืนลูกค้าเป็นการท าให้โจทก์ร่วมเสียหายแล้ว เพราะ
เอกสารส่วนหนึ่งเป็นความลับของลูกค้า เห็นว่าตามค าเบิก
ความของนาง จ. พนักงานโจทก์ร่วม ต าแหน่งหัวหน้าฝ่าย
ต่างประเทศได้ความว่า เอกสารหมาย จ.3 ซึ่งลูกค้าส่งมาให้
โจทก์ร่วมนั้น ส่วนใหญ่จะเป็นข้อมูลเกี่ยวกับหนังสือรับรอง
ของบริษัท บัญชีรายชื่อผู้ถือหุ้น งบบัญชี ก าไร-ขาดทุน และ
ส าเนาหนังสือเดินทาง เอกสารดังกล่าวจึงล้วนเป็นเอกสารที่
บุคคลสามารถไปขอตรวจสอบและขอคัดส าเนาได้จากกรม
ทะเบียนการค้ากระทรวงพาณิชย์ จึงไม่ถือเป็นความลับของ
บริษัทลูกค้าโจทก์ร่วมอันต้องปกปิด  
 ดังนั้น การที่จ าเลยใช้เอกสารดังกล่าวปฏิบัติใน
หน้าที่ให้แก่โจทก์ร่วมเสร็จ แล้วไม่น ากลับคืนแก่โจทก์ร่วม 
จึงไม่น่าจะเป็นเหตุให้โจทก์ร่วมหรือลูกค้าของโจทก์ร่วมต้อง
เสียหาย การกระท าของจ าเลยจึงไม่เป็นความผิดฐานเอาไป
เสียซึ่งเอกสาร โดยประการที่น่าจะเกิดความเสียหายแก่
โจทก์ร่วมหรือผู้อื่น ศาลล่างทั้งสองวินิจฉัยปัญหานี้ชอบแล้ว 
ศาลฎีกาเห็นพ้องด้วย ฎีกาของโจทก์ร่วมข้อนี้ฟังไม่ขึ้น 
 ปัญหาวินิจฉัยตามฎีกาของโจทก์ร่วม การที่จ าเลย
น าแผ่นบันทึกข้อมูลเปล่าลอกข้อมูลจากแผ่นบันทึกข้อมูลที่

อยู่ในเครื่องคอมพิวเตอร์ของโจทก์ร่วม เป็นความผิดฐานลัก
ทรัพย์หรือไม่ โจทก์ร่วมฎีกาว่าข้อมูลในเครื่องคอมพิวเตอร์
ของโจทก์ร่วมมีรูปร่างเป็นตัวอักษร ภาพ แผนผังและตรา
สาร จึงเป็นทรัพย์ตาม ป.พ.พ. มาตรา 137 การที่จ าเลยเอา
ข้อมูลของโจทก์ร่วมดังกล่าวไป จึงเป็นความผิดฐานลัก
ทรัพย์ เห็นว่า ข้อมูล ตามพจนานุกรมให้ ความหมายว่า 
“ข้อเท็จจริง หรือสิ่งที่ถือหรือยอมรับว่าเป็นข้อเท็จจริง 
ส าหรับใช้เป็นหลักอนุมานหาความจริงหรือการค านวณ” 
ส่วนข้อเท็จจริงหมายความว่า “ข้อความแห่งเหตุการณ์ที่
เป็นมาหรือที่เป็นอยู่ตามจริง ข้อความหรือเหตุการณ์ที่
จะต้องวินิจฉัยว่าเท็จ หรือจริง” ดังนั้นข้อมูลจึงไม่นับเป็น
วัตถุมีรูปร่าง ส าหรับตัวอักษร ภาพ แผนผัง และตราสาร 
เป็นเพียง สัญญลักษณ์ที่ถ่ายทอดความหมายของข้อมูลออก
จากแผ่นบันทึกข้อมูลโดยอาศัยเครื่องคอมพิวเตอร์ มิใช่
รูปร่างของข้อมูล เมื่อ ป.พ.พ. มาตรา 137 บัญญัติว่า ทรัพย์ 
หมายความว่า วัตถุมีรูปร่าง ข้อมูลใน แผ่นบันทึกข้อมูลจึงไม่
ถือเป็นทรัพย์ การที่จ าเลยน าแผ่นบันทึกข้อมูลเปล่าลอก
ข้อมูลจากแผ่นบันทึกข้อมูลของโจทก์ร่วม จึงไม่เป็นความผดิ
ฐานลักทรัพย์ตามฟ้อง ศาลล่างทั้งสองพิพากษายกฟ้อง ศาล
ฎีกา เห็นพ้องด้วย ฎีกาของโจทก์ร่วมทุกข้อฟังไม่ขึ้น 
 ดังนั้น จากค าพิพากษาฎีกาข้างต้น การโจรกรรม
หรือส าเนาข้อมูลคอมพิวเตอร์ของผู้อื่นไปโดย มิชอบ จึงไม่มี
กฎหมายที่ก าหนดให้เป็นความผิดและโทษ เพื่อคุ้มครอง
ข้อมูลคอมพิวเตอร์  
 ต่อมามี ค าพิพากษาฎีกาที่ 4311/2557 วินิจฉัย
ว่า เครื่องคอมพิวเตอร์ก็คือวัตถุอื่นใดประเภทหนึ่ง ตาม
นิยามของประมวลกฎหมายอาญา มาตรา 1 (7) ดังนั้น หาก
มีการท าให้ปรากฎความหมายด้วยตัว อักษรโดยวิธีพิมพ์ลง
ในเครื่องคอมพิวเตอร์ เครื่องคอมพิวเตอร์นั้นก็เป็นเอกสาร  
 จากค าพิพากษาฎีกาทั้ง 2 ฉบับ ไม่ท าให้ช่องว่าง
แห่งกฎหมายอาญาที่ไม่สามารถคุ้มครองข้อมูลคอมพิวเตอร์ 
ได้รับการแก้ ไขปัญหากรณีการโจรกรรมหรือส า เนา
ข้อมูลคอมพิวเตอร์ลงได้ ไม่ว่าลักษณะแห่งการกระท า
โจรกรรมหรือ ส าเนาข้อมูลคอมพิวเตอร์จะกระท าโดย
รูปแบบเจาะระบบ หรือที่เรียกกันว่าแฮ็ก (hack) หรือ
รูปแบบโจรกรรมหรือส าเนาข้อมูลคอมพิวเตอร์ไป โดย
เ ข้ า ถึ ง ร ะ บ บ ค อ ม พิ ว เ ต อ ร์ ห รื อ อุ ป ก ร ณ์ ที่ ใ ช้ เ ก็ บ
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ข้อมูลคอมพิวเตอร์ หรือรูปแบบโจรกรรมหรือส าเนาข้อมูล 
คอมพิวเตอร์ไปโดยวิธีสามัญก็ตาม ซึ่งตามค าพิพากษาฎีกาที ่
5161/2547 ก็ได้วินิจฉัยไว้ว่าการกระท า “เอาไป” ตาม
ประมวลกฎหมายอาญา มาตรา 334 ฐานลักทรัพย์ ต้องมี
ก า รพร ากทรั พย์ ไ ป  แต่ ก า ร โ จ รกร รมหรื อส า เ น า
ข้อมูลคอมพิวเตอร์ ไปโดยไม่มีสิทธิ  ไม่ ได้มีการพราก
ข้อมูลคอมพิวเตอร์ไป หากข้อมูลคอมพิวเตอร์ก็ยังคงอยู่กับผู้
ทรงสิทธิดังเดิม เพียงมีการคัดลอกข้อมูลคอมพิวเตอร์ หรือ
จดจ าไปเท่านั้น ดังที่ศาลฎีกาได้วินิจฉัยไว้ตามค าพิพากษา
ฎีกาที่ 5161/2547 “ข้อมูลคอมพิวเตอร์” ไม่ได้อยู่ใน
ความหมายของค าว่า “ทรัพย์” ซึ่งผู้เขียนเห็นพ้องด้วยกับ
ศาลฎีกา กล่าวคือ ข้อมูลคอมพิวเตอร์ไม่ใช่วัตถุท่ีมีรูปร่างอนั
อาจมีรูปร่างโดยตัวของมันเองหรือโดยอาศัย สิ่งอื่นเป็น
รูปร่าง3 อีกทั้งลักษณะแห่งการกระท าเป็นเพียงการแบ่ง : 
Share ข้อมูลคอมพิวเตอร์ มิใช่เอาไป ในลักษณะที่พราก
การครอบครองข้อมูลคอมพิวเตอร์ ไปเสียที เ ดียว 
ข้อมูลคอมพิวเตอร์ก็ยังคงอยู่กับ ฮาร์ดดีสก์หรือแผ่นบันทึก
ข้อมูลของเจ้าของข้อมูลคอมพิวเตอร์ เมื่อข้อมูลคอมพิวเตอร์
มิได้อยู่ในความหมายของค าว่าทรัพย์ การกระท าของจ าเลย
จึงไม่เป็นความผิดฐานลักทรัพย์  
 เมื่อการโจรกรรมหรือส าเนาข้อมูลคอมพิวเตอร์ไป
โดยไม่มีสิทธิ มิใช่เอาไปในลักษณะที่พรากการครอบครอง
ข้อมูลคอมพิวเตอร์ไปเสียทีเดียว  กรณีจึงไม่อาจเป็น
ความผิดฐานเอาไปเสียซึ่งเอกสารตามประมวลกฎหมาย
อาญา มาตรา 188 เช่นเดียวกัน 

 การศึกษาวิจัยมาตรการทางกฎหมายอาญาในการ
คุ้มครองข้อมูลคอมพิวเตอร์จึงมีความส าคัญ เพื่อให้ได้ทราบ
ถึงข้อบกพร่องหรือปัญหา รวมทั้งเพื่อให้ได้แนวทาง และ
ข้อเสนอแนะในการปรับปรุงแก้ไขกฎหมายกับค้นหาและจัด
วา งมาตรการทางกฎหมายอาญา ในการคุ้ มครอ ง
ข้อมูลคอมพิวเตอร์ เพื่อผลในการป้องกันและปราบปราม
อาชญากรรมที่ มี ลั กษณะแห่ งการกระท า โจรกรรม
ข้อมูลคอมพิวเตอร์ให้มีประสิทธิภาพและประสิทธิผลมาก
ยิ่งข้ึน 

 

                                                           
3 จิตติ ติงศภัทิย์ กฎหมายอาญา ภาค 2 ตอน 2 และภาค 3 พิมพ์ครั้ง 
7 กรุงเทพมหานคร: เนติบัณทิตยสภาฯ 2553 หน้า 520-521 

วัตถุประสงค ์
 1.  ศึ กษาลั กษณะและประ เภทของข้ อมู ล 
คอมพิวเตอร์ ในฐานะวัตถุแห่งการกระท า กับลักษณะแห่ง
การกระท าโจรกรรมข้อมูลคอมพิวเตอร์ 
 2.  วิเคราะห์บทบัญญัติและอุปสรรคในการบังคับ
ใ ช้กฎหมายทางอาญา  เกี่ ย วกับการคุ้ มครองข้อมูล 
คอมพิวเตอร์จากการกระท าโจรกรรมข้อมูลคอมพิวเตอร์ 
 3.   เพื่ อ เสนอแนะการปรับปรุ งกฎหมายที่
เกี่ยวข้องกับมาตรการทางอาญาในการ คุ้มครองข้อมูล 
คอมพิวเตอร์ 
 
นิยามศัพท์ 

 “กฎหมายทางอาญา” หมายถึง ประมวลกฎหมาย
อาญาและความผิดทางอาญาตามพระราชบัญ-ญัติว่าด้วย
การกระท าความผิดเกี่ ยวกับคอมพิวเตอร์  พ .ศ. 2550 
(ความหมายเฉพาะงานวิจัยนี้) 

“โจรกรรมข้อมูล” หมายถึง ลักษณะแห่งการ
กระท าส าเนาข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ ซึ่งอาจ
ท าโดยการเจาะระบบ (hack) โดยมิชอบ หรือเข้าถึง
ข้อมูลคอมพิวเตอร์โดยชอบ แต่ส าเนาไปโดยมิชอบ หรืออาจ
เป็นการได้ไปด้วยวิธีสามัญ (ความหมายเฉพาะงานวิจัยนี้ ) 
เช่น เห็นหน้าจอมอนิเตอร์คอมพิวเตอร์หรือสมาร์ทโฟน 
และจดจ าไป เป็นต้น  
 
ประโยชน์ที่ได้รับจากการวิจัย 

 1. ไ ด้ ท ร า บ ถึ ง ลั ก ษณ ะ แ ล ะ ป ร ะ เ ภ ทของ
ข้อมูลคอมพิวเตอร์กับลักษณะแห่งการกระท าโจรกรรม
ข้อมูลคอมพิวเตอร์ 
 2. ไ ด้ ทร าบถึ งข้ อบกพร่ อ งหรื อปัญหาของ
บทบัญญัติกฎหมายทางอาญาเกี่ยวกับการคุ้มครองข้อมูล 
คอมพิวเตอร์จากการกระท าโจรกรรมข้อมูลคอมพิวเตอร์ 
 3.  ได้ข้อเสนอแนะปรับปรุงแก้ไขบทบัญญัติของ
กฎหมายทางอาญา เกี่ยวกับการคุ้มครองข้อมูลคอมพิวเตอร์
จากการกระท าโจรกรรมข้อมูลคอมพิวเตอร์ 
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 4.  ได้ข้อค้นพบเพื่อประโยชน์ส าหรับกระทรวง
ดิจิทัลเพื่อเศรษฐกิจและสังคม ในการพัฒนาปรับปรุง
กฎหมายเกี่ยวกับคอมพิวเตอร์ 
 5.  ได้ข้อค้นพบเพื่อน าไปใช้ส าหรับการเรียนการ
สอนของสาขาวิชานิติศาสตร์ และส าหรับปรับปรุงเอกสาร
การสอนชุดวิชากฎหมายอาญา 2 ของมหาวิทยาลัย 
สุโขทัยธรรมาธิราช 
 
วิธีการวิจัย 

วิธีการศึกษาวิจัยนี้เป็นการวิจัยเชิงคุณภาพจาก
เอกสาร โดยจะรวบรวมบทบัญญัติของความผิดเกี่ยวกับ
ลักษณะแห่งการกระท าโจรกรรมข้อมูลคอมพิวเตอร์ ค า
พิพากษาศาลฎีกา ต ารา และบทความที่เกี่ยว ข้องของไทย
และต่างประเทศ เมื่อรวบรวมเสร็จ จะท าการวิเคราะห์
บทบัญญัติของกฎหมายอาญาที่เกี่ยวข้องว่ามีข้อบกพร่อง
อย่างไร ทั้งในทางทฤษฎีและการปรับใช้ในทางคดี เพื่อ
จัดท าข้อเสนอแนะแก้ไขเพิ่มเติมกฎหมาย หรือเสนอแนะ
ฐานความผิดใหม่ เพื่อจัดวางมาตรการทางกฎหมายอาญาใน
การคุ้มครองข้อมูลคอมพิวเตอร์ 
 
ผลการวิจัยและอภิปรายผล 
 จากการศึกษาวิเคราะห์ข้อมูลถึงลักษณะและ
ประเภทของข้อมูลคอมพิวเตอร์ ในฐานะวัตถุแห่งการ
ก ร ะ ท า  กั บ ลั ก ษ ณ ะ แ ห่ ง ก า ร ก ร ะ ท า โ จ ร ก ร ร ม
ข้อมูลคอมพิวเตอร์ กฎหมายอาญาของประเทศไทยและ
ต่างประเทศบางประเทศ เช่น ประเทศอังกฤษ กับประเทศ
สหรัฐอเมริกา ซึ่งถือว่าประเทศสหรัฐอเมริกาเป็นประเทศที่
มีกฎหมายเกี่ยวกับคอมพิวเตอร์ก้าวหน้าท่ีสุด มีข้อสรุปและ
ข้อเสนอแนะมาตรการทางกฎหมายอาญาในการคุ้มครอง
ข้อมูลคอมพิวเตอร์ ดังนี้ 
 1. ผลการวิจัยตามวัตถุประสงค์ข้อ 1 ผลที่
ได้จากการศึกษาวิจัยสามารถวิเคราะห์ตอบวัตถุประสงค์
ของการศึกษาวิจัยข้อ 1. ศึกษาลักษณะและประเภทของ
ข้อมูลคอมพิวเตอร์ ในฐานะวัตถุแห่งการกระท ากับลักษณะ
แห่งการกระท าโจรกรรมข้อมูลคอมพิวเตอร์ โดยมีข้อค้นพบ
ตามวัตถุประสงค์ข้อ 1. ดังนี ้

 จากความหมายของ “ข้อมูลคอมพิวเตอร์” 
หมายความว่า ข้อมูล ข้อความ ค าสั่ง ชุดค าสั่ง หรือสิ่งอ่ืนใด
บรรดาที่ อยู่ ในระบบคอมพิ ว เตอร์ ในสภาพที่ ระบบ
คอมพิวเตอร์อาจประมวลผลได้ และให้หมายความรวมถึง
ข้อมูลอิเล็กทรอนิกส์ตามกฎหมายว่าด้วยธุรกรรมทาง
อิเล็กทรอนิกส์ด้วย 
 ส่วนบทนิยามของ “การโจรกรรมข้อมูล” ซึ่ง
หมายถึง ลักษณะแห่งการกระท าส าเนาข้อมูลคอมพิวเตอร์
ของผู้อื่นโดยมิชอบ ซึ่งอาจท าโดยการเจาะระบบหรือแฮ็ก 
(hack) โดยมิชอบ หรือเข้าถึงข้อมูลคอมพิวเตอร์โดยชอบ 
แต่ส าเนาไปโดยมิชอบ หรืออาจเป็นการได้ไปด้วยวิธีสามัญ 
เช่น เห็นหน้าจอมอนิเตอร์คอมพิวเตอร์หรือสมาร์ทโฟน 
และจดจ าไป เป็นต้น  
 บทนิยามทั้งสองข้างต้น ซึ่งปรากฎตามบทที่ 1 
สามารถแบ่งลักษณะแห่งการกระท าเกี่ยวกับการโจรกรรม
ข้อมูลคอมพิวเตอร์ออกเป็น 3 รูปแบบ ดังนี้ 
 รูปแบบแรก เจาะระบบ หรือที่เรียกกันว่าแฮ็ก 
( hack)  ซึ่ ง เ ป็ นการ เข้ าถึ ง ระบบคอมพิ ว เตอร์  หรื อ
ข้ อมู ลคอมพิ ว เ ตอร์ โ ดย ไม่ มี สิ ทธิ  ด้ วย เทคนิ คทาง
คอมพิ ว เตอร์  ซึ่ งผู้ ก ระท าอยู่ ห่ า ง โดยระยะทางกับ
ข้อมูลคอมพิวเตอร์เป้าหมาย 
 รู ปแบบที่ สอง  โจรกรรมหรื อส า เนาข้อมูล 
คอมพิวเตอร์ไปโดยเข้าถึงระบบคอมพิวเตอร์ หรืออุปกรณ์ที่
ใช้เก็บข้อมูลคอมพิวเตอร์  
 กรณีแรก เข้าถึงโดยมีสิทธิ การเข้าถึงโดยมีสิทธิ 
หมายถึง ผู้กระท าเอาข้อมูลคอมพิวเตอร์ไปนั้น มีรหัสผ่าน 
หรือได้รับอนุญาตให้เข้าถึงข้อมูลคอมพิวเตอร์ได้ แต่ไม่มี
สิทธิส าเนาข้อมูลคอมพิวเตอร์ไป ซึ่งอาจเป็นกรณีมีสิทธิ
เข้าถึงข้อมูลคอมพิวเตอร์ เพื่อใช้ประโยชน์ภายในองค์กร แต่
ไม่มีสิทธิน าหรือส าเนาข้อมูลคอมพิวเตอร์ไปใช้ส าหรับ
ประโยชน์ส่วนตัวหรือประโยชน์ขององค์กรอื่น 
 กรณีที่สอง เข้าถึงโดยไม่มีสิทธิ  กรณีของการ
เข้าถึงโดยไม่มีสิทธิ หมายถึง ผู้กระท าเอาข้อมูลคอมพิวเตอร์
ไปนั้น  ไม่มี รหัสผ่ าน หรือไม่ ได้ รับอนุญาตให้ เข้ าถึง
ข้ อมู ล คอมพิ ว เ ตอร์ ไ ด้  แ ต่ ผู้ ก ร ะท า อ าจมี อุ ปกรณ์
อิ เ ล็ กทรอนิ กส์ บา งชนิ ดที่ ส า มา รถ  ดั ก จั บหรื อดู ด
ข้อมูลคอมพิวเตอร์  เ ช่น เครื่ องสกิมเมอร์  (skimmer 
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เครื่องดูดหรือกวาดข้อมูล) ซึ่งเป็นการเข้าถึงและโจรกรรม
ข้อมูลคอมพิวเตอร์ไปโดยไม่มีสิทธิเข้าถึงข้อมูลคอมพิวเตอร์
อย่างรูปแบบแรก  
 เครื่องสกิมเมอร์ (skimmer เครื่องดูดหรือกวาด
ข้อมูล) เป็นอุปกรณ์ที่ผู้กระท าเพื่อให้ได้ข้อมูลคอมพิวเตอร์
ไป โดยไม่มีสิทธิ  มั ก ใ ช้กับการส า เนาหรือโจรกรรม
ข้อมูลคอมพิวเตอร์ที่เกี่ยวกับบัตรเครดิต หรือบัตร เอ.ที.เอ็ม 
เป็นต้น  
 รู ปแบบที่ ส าม  โจรกรรมหรื อส า เนาข้อมู ล 
คอมพิวเตอร์ไปโดยวิธีสามัญ มีลักษณะแห่งการกระท า
เกี่ยวกับข้อมูลคอมพิวเตอร์อย่างการกระท าสามัญธรรมดา 
ที่กล่าวว่าสามัญธรรมดา เช่น การจดจ า ซึ่งอาจจดจ าจาก
การเห็นหน้าจอคอมพิวเตอร์ที่ผู้อื่นก าลังใช้งานตัวเครื่อง
หรือระบบคอมพิวเตอร์ หรืออาจจดจ าจากที่ผู้ทรงสิทธิใน
การเข้าถึงตัวเครื่องหรือระบบคอมพิวเตอร์ หรืออุปกรณ์การ
เก็บข้อมูลคอมพิวเตอร์ที่จดใส่กระดาษไว้ เป็นต้น 

กรณีการโจรกรรมหรือส าเนาข้อมูลคอมพิวเตอร์
ไปโดยวิธีสามัญ เป็นการโจรกรรมหรือได้ ไปที่ ไม่ ใ ช่
อาชญากรรมทางเทคโนโลยี (hitech crime) ต่อเมื่อผู้ได้ไป
ซึ่งข้อมูลเหล่านั้นน าไปพิมพ์ และน าเข้าระบบคอมพิวเตอร์ก็
จะเป็นข้อมูลคอมพิวเตอร์ที่ตนเองไม่ใช่ผู้ทรงสิทธิ แต่
เจ้าของหรือผู้ทรงสิทธิท่ีตนไปโจรกรรมมาจึงเป็นผู้มีสิทธิโดย
ชอบด้วยกฎหมาย 
 2. ผลการวิจัยตามวัตถุประสงค์ข้อ 2 ผลที่ได้
จากการศึกษาวิจัยสามารถวิเคราะห์ตอบวัตถุประสงค์ของ
การศึกษาวิจัยข้อ 2. วิเคราะห์บทบัญญัติและอุปสรรคใน
การบังคับใช้กฎหมายทางอาญาเกี่ยวกับการคุ้มครอง
ข้ อ มู ล ค อ ม พิ ว เ ต อ ร์ จ า ก ก า ร ก ร ะ ท า โ จ ร ก ร ร ม
ข้อมูลคอมพิวเตอร์ โดยมีข้อค้นพบตามวัตถุประสงค์ข้อ 2. 
ดังนี ้
 จาก ค าพิพากษาฎีกาท่ี 4311/2557 ซึ่งวินิฉัยไว้
ว่า ข้อมูลคอมพิวเตอร์เป็นเอกสาร ตามประมวลกฎหมาย
อาญา มาตรา 1 (7) นั้น ด้วยความเคารพ เมื่อวิเคราะห์บท
นิยาม ตามพระราชบัญญัติว่าด้วยการกระท าความผิด
เกี่ยวกับคอมพิวเตอร์ พ.ศ. 2550 “ข้อมูลคอมพิวเตอร์” 
หมายความว่า ข้อมูล ข้อความ ค าสั่ง ชุดค าสั่ง หรือสิ่งอ่ืนใด
บรรดาที่ อยู่ ในระบบคอมพิว เตอร์  ในสภาพที่ ระบบ

คอมพิวเตอร์อาจประมวลผลได้ และให้หมายความรวมถึง
ข้อมูลอิเล็กทรอนิกส์ตามกฎหมายว่าด้วยธุรกรรมทาง
อิ เ ล็ ก ท ร อ นิ ก ส์ ด้ ว ย   กั บ ลั ก ษ ณ ะ เ ฉ พ า ะ ข อ ง
ข้อมูลคอมพิวเตอร์จะเป็นสัญลักษณ์ที่ปรากฎบนฮาร์ดดีสก์ 
หรืออุปกรณ์อื่น เช่น ทรัมไดร์ฟ แผ่นซีดี แผ่นดีวีดี เป็นต้น 
ซึ่งสัญลักษณ์เหล่านั้นไม่ประจักษ์แก่สายตา และไม่มีสภาพ
เป็นภาษาหรือตัวอักษร หรือสัญลักษณ์ที่คนทั่วไปเข้าใจ 
หรืออ่านได้ หรือสื่อความหมายได้แต่อย่างใด 
 หากแต่ที่ปรากฎเป็นภาษาอันสื่อความหมายได้ 
เกิดจากการประมวลผลของ อุปกรณ์อิเล็กทรอนิกส์ หรือ
เครื่องคอมพิวเตอร์แปลงสัญลักษณ์เหล่านั้นให้ปรากฎขึ้น
บนจอมอนิเตอร์อีกช้ันหนึ่ง และเมื่อปิดเครื่องคอมพิวเตอร์ 
ข้อความที่สื่อความหมายได้ก็จะหายไป กลับไปเป็น
สัญลักษณ์บนฮาร์ดดีสก์ ทรัมไดร์ฟ แผ่นซีดี แผ่นดีวีดี ซึ่งไม่
ประจักษ์แก่สายตา และบุคคลทั่วไปไม่สามารถเข้าใจ หรือ
อ่านได้ หรือสื่อความหมายได้ 
 ด้วยบทนิยามของ “ข้อมูลคอมพิวเตอร์” และสภาพ
ข้อเท็จจริงของ “ข้อมูลคอมพิวเตอร์” จึงไม่สามารถเป็น
เอกสารตามความหมายของประมวลกฎหมายอาญา มาตรา 
1 (7)  
 ดั ง นั้ น  ก า ร เ ป ลี่ ย น แ ป ล ง แ ก้ ไ ข  “ ข้ อ มู ล 
คอมพิวเตอร์” จึงไม่สามารถครบองค์ประกอบความผิดฐาน
ปลอมเอกสาร ตามประมวลกฎหมายอาญา มาตรา 264 อีก
ทั้งไม่สามารถเป็นความผิดฐานท าให้เสียหายซึ่งเอกสาร ตาม
ประมวลกฎหมายอาญา มาตรา 188 ได้เช่นเดียวกัน 
 อย่างไรก็ตาม แม้มีค าพิพากษาศาลฎีกาที่  
4311/2557 จะวินิจฉัยไว้ว่า ข้อมูลคอมพิวเตอร์เป็น
เ อ ก ส า ร  ก็ เ พี ย ง ส่ ง ผ ล ใ ห้ ก า ร ก ร ะ ท า ที่ ท า ใ ห้
ข้อมูลคอมพิวเตอร์เสียหายเป็นความผิดฐานท าให้เสียหาย
ซึ่งเอกสารตามประมวลกฎหมายอาญา มาตรา 188  หรือ
กรณีถูกแก้ไขเปลี่ยนแปลงก็เป็นความผิดในลักษณะการ
ปลอมเอกสารตามประมวลกฎหมายอาญา มาตรา 264 
ตามล าดับเท่านั้น 
 แต่ ไม่ท าให้ ช่องว่างแห่งกฎหมายอาญาที่ ไม่
สามารถคุ้มครองข้อมูลคอมพิวเตอร์ ได้รับการแก้ไขปัญหา
กรณีการโจรกรรมหรือส าเนาข้อมูลคอมพิวเตอร์ลงได้ ไม่ว่า
ลักษณะแห่งการกระท าโจรกรรมหรือส าเนาข้อมูลคอม 
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พิวเตอร์จะกระท าโดยรูปแบบเจาะระบบ หรือที่เรียกกันว่า
แ ฮ็ ก  ( h a c k )  ห รื อ รู ป แ บ บ โ จ ร ก ร ร ม ห รื อ ส า เ น า
ข้อมูลคอมพิวเตอร์ไป โดยเข้าถึงระบบคอมพิวเตอร์หรือ
อุปกรณ์ที่ใช้เก็บข้อมูลคอมพิวเตอร์ หรือรูปแบบโจรกรรม
หรือส าเนาข้อมูลคอมพิวเตอร์ไปโดยวิธีสามัญก็ตาม ซึ่งตาม
ค าพิพากษาฎีกาที่ 5161/2547 ก็ได้วินิจฉัยไว้ว่าการกระท า 
“เอาไป” ตามประมวลกฎหมายอาญา มาตรา 334 ฐานลัก
ทรัพย์ ต้องมีการพรากทรัพย์ไป แต่การโจรกรรมหรือส าเนา
ข้อมูลคอมพิวเตอร์ ไปโดยไม่มีสิทธิ  ไม่ ได้มีการพราก
ข้อมูลคอมพิวเตอร์ไป หากข้อมูลคอมพิวเตอร์ก็ยังคงอยู่กับผู้
ทรงสิทธิ ดั ง เดิ ม  เพี ย งมี การคั ดลอก ( copy)  ข้ อมู ล 
คอมพิวเตอร์ หรือจดจ าไปเท่านั้น ดังที่ศาลฎีกาได้วินิจฉัยไว้
ตามค าพิพากษาฎีกาที่ 5161/2547  “ข้อมูลคอมพิวเตอร์” 
ไม่ได้อยู่ในความหมายของค าว่า “ทรัพย์” ซึ่งผู้เขียนเห็น
พ้องด้วยกับศาลฎีกา กล่าวคือ ข้อมูลคอมพิวเตอร์ไม่ใช่วัตถุ
ที่มีรูปร่างอันอาจมีรูปร่างโดยตัวข้อมูลคอมพิวเตอร์เองหรือ
โดยอาศัยสิ่งอื่นเป็นรูปร่าง ซึ่งศาสตราจารย์จิตติ ติงศภัทิย์ 
อธิบายหลักกฎหมายเกี่ยวกับทรัพย์ไว้ว่าต้องเป็นวัตถุที่มี
รูปร่าง4 อีกทั้งลักษณะแห่งการกระท าเป็นเพียงการ แบ่ง : 
Share ข้อมูลคอมพิวเตอร์ มิใช่เอาไปในลักษณะที่พราก
การครอบครองข้อมูลคอมพิวเตอร์ ไปเสียที เ ดียว 
ข้อมูลคอมพิวเตอร์ก็ยังคงอยู่กับฮาร์ดดีสก์หรือแผ่นบันทึก
ข้อมูลของเจ้าของข้อมูลคอมพิวเตอร์ เมื่อข้อมูลคอมพิวเตอร์
มิได้อยู่ในความหมายของค าว่าทรัพย์ การกระท าของจ าเลย
จึงไม่เป็นความผิดฐานลักทรัพย์  
 เมื่อการโจรกรรมหรือส าเนาข้อมูลคอมพิวเตอร์ไป
โดยไม่มีสิทธิ มิใช่เอาไปในลักษณะที่พรากการครอบครอง
ข้อมูลคอมพิวเตอร์ไปเสียทีเดียว  กรณีจึงไม่อาจเป็น
ความผิดฐานเอาไปเสียซึ่งเอกสาร ตามประมวลกฎหมาย
อาญา มาตรา 188 เช่นเดียวกัน 

 ผลการวิเคราะห์จากบทบัญญัติของกฎหมายตาม
ประมวลกฎหมายอาญา และกฎหมายอื่นที่เกี่ยวข้อง เช่น 
พระราชบัญญัติว่าด้วยการกระท าผิดเกี่ยวกับคอมพิวเตอร์ 
พ.ศ.2550 รวมถึงการบังคับใช้กฎหมายโดยหน่วยงานตาม
กระบวนการยุติธรรม ไม่สามารถท าให้ช่องว่างแห่งกฎหมาย
อาญาที่ไม่อาจคุ้มครองข้อมูลคอมพิวเตอร์ ได้รับการแก้ไข
ปัญหากรณีการโจรกรรมหรือส าเนาข้อมูลคอมพิวเตอร์ด้วย 
นิติวิธีการตีความ หรือการอุดช่องว่างแห่งกฎหมายที่ไม่
สามารถใช้กับกฎหมายอาญาได้ จึงจ าเป็นต้องใช้นิติวิธีแก้ไข
เพิ่มเติมกฎหมายที่เกี่ยวข้อง เพื่อให้ข้อมูลคอมพิวเตอร์ได้รับ
การคุ้มครองในฐานะวัตถุแห่งการกระท าด้วยมาตรการทาง
กฎหมายอาญา  
 เมื่อได้ศึกษาวิเคราะห์บทบัญญัติของกฎหมาย
อาญาของประเทศไทยและกฎหมายอาญาที่เกี่ยวข้องกับ
การกระท าความผิดเกี่ยวกับคอมพิวเตอร์ของประเทศ
อังกฤษ และประเทศสหรัฐอเมริกา พบว่า บทบัญญัติตาม
พระราชบัญญัติว่าด้วยการกระท าผิดเกี่ยวกับคอมพิวเตอร์ 
พ.ศ.2550 มีโครงสร้างของกฎหมายท านองเดียวกันกับ
กฎหมายของประเทศสหรัฐอเมริกา ตามรัฐบัญญัติเกี่ยวกับ
การฉ้อโกงทางคอมพิวเตอร์ และการท าละเมิด ค.ศ.1986 
( Computer Fraud and Abuse Act 1986) 5  อี ก ทั้ ง
กฎหมายฉบับนี้ของประเทศสหรัฐอเมริกาเป็นกฎหมายว่า
ด้วยความผิดเกี่ยวกับคอมพิวเตอร์ที่มีการแก้ไขเพิ่มเติมมา
ต ล อด  แ ล ะ มี ค ว า ม ทั น ส มั ย ที่ สุ ด ใ น ก า ร คุ้ ม ค ร อ ง
ข้อมูลคอมพิวเตอร์ด้วยมาตรการทางกฎหมายอาญาจาก
การกระท าโจรกรรมหรือส าเนาข้อมูลคอมพิวเตอร์ รวมไป
ถึงการก าหนดความผิดแก่ผู้ที่ได้รับข้อมูลคอมพิวเตอร์จาก
การโจรกรรม หรือส าเนาข้อมูลคอมพิวเตอร์ไปโดยมิชอบอีก
ด้วย

 
  
  

                                                           
4 จิตติ ติงศภัทิย์ กฎหมายอาญา ภาค 2 ตอน  2 และภาค 3 พิมพ์
ครั้งที่ 7 กรุงเทพมหานคร: เนติบัณทิตยสภาฯ 2553 หน้า 520-521 

5 เว็บไซด์คณะนิติศาสตร์ มหาวิทยาลัยคอร์แนล 
https://www.law.cornell.edu/uscode/text/18/1030 สืบค้น
เมื่อวันที่ 10 สิงหาคม พ.ศ. 2561 
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ส่วนกฎหมายคอมพิว เตอร์ของประเทศอั งกฤษ  คือ 
พระราชบัญญัติว่ าด้วยการกระท าความผิดเกี่ ยวกับ
คอมพิวเตอร์ ค.ศ. 1990 (Computer Misuse Act 1990)6 
ซึ่งมีอยู่ 4 มาตรา เป็นบทบัญญัติที่วางองค์ประกอบก าหนด
ความผิดในลักษณะการเข้าถึง (access) กับการท าให้
ข้อมูลคอมพิวเตอร์เสียหายเป็นหลัก ยังมี ช่องว่างแห่ง
กฎหมายอาญาที่ไม่ครอบคลุมการกระท าส าหรับการเข้าถึง 
(access) ระบบคอมพิวเตอร์และข้อมูลคอมพิวเตอร์จาก
ภายในองค์กร และไม่มีบทบัญญัติที่มีเจตนารมณ์มุง่คุ้มครอง
ข้อมูลคอมพิวเตอร์ในฐานะวัตถุแห่งการกระท า การจะ
อาศัยนิติวิธีการตีความกฎหมายก็มีข้อจ ากัดว่า การตีความ
กฎหมายอาญาต้องเคร่งครัด และประการส าคัญสุ่มเสี่ยงข้อ
ห้ามหลักกฎหมายใหญ่ คือ “ไม่มีกฎหมาย ไม่มีความผิด 
แล ะ ไม่ มี โ ทษ ”  ( nullum crimen, nulla poena sine 
lege) หรือข้อห้ามใช้หลักกฎหมายใกล้เคียงอย่างยิ่งปรับแก่
การกระท าท่ีถูกกล่าวหาว่าเป็นความผิดอาญา  
 ดั งนั้น หากจะมีข้อเสนอแนะแก้ ไขเพิ่ม เติม
พระราชบัญญัติว่ าด้วยการกระท าความผิดเกี่ ยวกับ
คอมพิวเตอร์ พ.ศ. 2550 ก็พึงร่างกฎหมายให้ชัดเจน 
ครอบคลุมและมีเจตนารมณ์มุ่งคุ้มครองข้อมูลคอมพิวเตอร์
ในฐานะวัตถุแห่งการกระท าโดยตรงเช่นเดียวกับรัฐบัญญัติ
เกี่ยวกับการฉอ้โกงทางคอมพิวเตอร์ และการท าละเมิด ค.ศ.
1986 ( Computer Fraud and Abuse Act 1986)  ข อ ง
ประเทศสหรัฐอเมริกา จะได้ไม่เป็นปัญหาต้องตีความ
กฎหมาย ซึ่งสุ่มเสี่ยงข้อห้ามหลักกฎหมายใหญ่ดังกล่าว
ข้างต้นอีก 
 ดังตัวอย่างคดีที่ เกิดขึ้นและเป็นคดีขึ้นสู่ศาล
ประ เทศอั งกฤษ ซึ่ งผู้ ก ระท าความผิด เข้ าถึ งระบบ

                                                           
6 เว็บไซด์อาจารย์นิติศาสตร์ดอทเน็ต 
http://www.lawteacher.net/criminal-law/acts/computer-
misuse-act-1990.php สืบค้นเมื่อวันที่ 10 สิงหาคม 2561 และเว็บ
ไซด์ส านักงานอัยการ ประเทศอังกฤษ 
https://www.cps.gov.uk/legal-guidance/computer-misuse-
act-1990 สืบค้นเมื่อวันที่ 1 มิถุนายน 2561 
7 เว็บไซด์อาจารย์นิติศาสตร์ดอทเน็ต 
http://www.lawteacher.net/criminal-law/acts/computer-
misuse-act-1990.php และเว็บไซด์หน่วยงานพิสูจนพ์ยานหลักฐาน
ทางคอมพิวเตอร์ ประเทศอังกฤษ  

คอมพิวเตอร์ และข้อมูลคอมพิวเตอร์ โดยมีสิทธิ แต่น า
ข้อมูลคอมพิวเตอร์ขององค์กรไปใช้ประโยชน์ส่วนตัว ซึ่ง
กฎหมายอาญาไทยและกฎหมายอาญาประเทศอังกฤษไม่
สามารถเอาผิดได้ กล่าวคือ ในคดี DPP v Bignell [1998]7 
จ าเลยเป็นเจ้าหน้าที่ต ารวจของส านักงานต ารวจแห่งชาติ 
(ประเทศอังกฤษ) ถูกด าเนินคดีฟ้องร้องข้อหาเข้าถึงระบบ
คอมพิวเตอร์โดยปราศจากอ านาจตามมาตรา  1 ของ
พระราชบัญญัติว่ าด้วยการกระท าความผิดเกี่ ยวกับ
คอมพิวเตอร์ ค.ศ. 1990 (Computer Misuse Act 1990) 
โดยข้อเท็จจริงในคดีนี้ จ าเลยซึ่งเป็นเจ้าหน้าที่ต ารวจของ
ส านักงานต ารวจแห่งชาติใช้คอมพิวเตอร์ขององค์กร เข้าถึง
ระบบคอมพิวเตอร์และข้อมูลคอมพิวเตอร์ขององค์กร 
เพื่อให้ได้ข้อมูลส าหรับการใช้งานหรือเพื่อประโยชน์ส่วนตัว 
อย่างไรก็ตาม องค์กรผู้บังคับใช้กฎหมายไม่สามารถ
ด าเนินคดีต่อการกระท าของจ าเลย เพราะเหตุว่าการกระท า
เช่นนั้นไม่ได้อยู่ในความหมายของพระราชบัญญัติว่าด้วยการ
กระท าความผิด เ กี่ ย วกั บคอมพิ ว เตอร์  ค .ศ .  1990 
(Computer Misuse Act 1990) มาตรา 1 ฐานเข้าถึงระบบ
คอมพิว เตอร์ โดย ไม่ ได้ รับอนุญาต ความผิดฐานนี้ มี
เจตนารมณ์เพื่อใช้กับแฮ็กเกอร์ (hacker) จากภายนอก 
ดังนั้น ศาลยุติธรรมของประเทศอังกฤษจึงพิพากษายกฟ้อง
จ าเลย8 
 ข้อสังเกต คดีนี้ จ าเลยเป็นผู้มีสิทธิใช้รหัสผ่าน 
( password)  เ ข้ า ถึ ง ร ะ บ บ ค อ ม พิ ว เ ต อ ร์ ห รื อ
ข้อมูลคอมพิวเตอร์ขององค์กรได้ ซึ่งรหัสผ่านคือบัตร
อิเล็กทรอนิกส์ตามมาตรา 1 (14) (ข) ตามประมวลกฎหมาย
อาญาของไทย9 แม้จ าเลยจะใช้รหัสผ่านเข้าถึงระบบ
คอมพิวเตอร์หรือข้อมูลคอมพิวเตอร์ขององค์กร เพื่อ

http://www.computerevidence.co.uk/Cases/CMA.htm 
สืบค้นเมื่อวันที่ 10 สิงหาคม 2561 
8 เว็บไซด์อาจารย์นิติศาสตร์ดอทเน็ต 
http://www.lawteacher.net/criminal-law/acts/computer-
misuse-act-1990.php และเว็บไซด์หน่วยงานพิสูจนพ์ยานหลักฐาน
ทางคอมพิวเตอร์ ประเทศอังกฤษ  
http://www.computerevidence.co.uk/Cases/CMA.htm เข้าถึง
เมื่อวันที่ 10 สิงหาคม 2561 

         9 สมศักดิ์ เธียรจรูญกุล องค์ประกอบพื้นฐานของ
ความผิดเกี่ยวกับบัตรอิเล็กทรอนกิส์ตามประมวลกฎหมายอาญา 
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ประโยชน์ส่วนตัว ก็เป็นเพียงการใช้ที่ผิดวัตถุประสงค์เท่านั้น 
หาได้ไม่มีสิทธิใช้ หรือใช้โดยปราศจากอ านาจไม่ เช่นนี้ หาก
เปรียบกับฐานความผิดมาตรา 269/5 ตามประมวลกฎหมาย
อาญาของไทย ฐานใช้บัตรอิเล็กทรอนิกส์ของผู้อื่นโดยมิชอบ
แล้ว นี่เป็นกรณีที่ไม่สามารถปรับบทลงโทษแก่จ าเลยได้ 
เ พ ร า ะจ า เ ลย เป็ นผู้ ที่ มี สิ ท ธิ  ห รื อมี อ า น าจ ใ ช้บั ต ร
อิเล็กทรอนิกส์นั้น 
 3.ผลการวิจัยตามวัตถุประสงค์ข้อ 3 ข้อค้นพบ
ตามวัตถุประสงค์ข้อ 3. เพื่อเสนอแนะการปรับปรุงกฎหมาย
ที่เกี่ยวข้องกับมาตรการทางกฎหมายอาญาในการคุ้มครอง
ข้อมูลคอมพิวเตอร์ มีข้อเสนอแนะ ดังนี้  
 รัฐบัญญัติเกี่ยวกับการฉ้อโกงทางคอมพิวเตอร์และ
การท าละเมิด ค.ศ. 1986 (Computer Fraud and Abuse 
Act 1986)10 ฉบับนี้อยู่ในประมวลกฎหมายสหรัฐอเมริกา 
(United States Code : U.S.C.)  บรรพที่  18 ( Title 18) 
หมวด 47 (Chapter 47) มาตรา 1030 การฉ้อโกงและการ
กระท าที่เกี่ยวข้องกับการเช่ือมต่อกับระบบคอมพิวเตอร์ 
( Fraud and related activity in connection with 
computers)  
 อนุมาตรา (a) ผู้ใด.. 
 อนุมาตราย่อย (2) จงใจหรือเจตนาเข้าถึงระบบ
คอมพิวเตอร์โดยปราศจากอ านาจหรือเกินขอบอ านาจ และ
ได้รับไปซึ่ง.. 
  (A) ข้อมูลที่มีอยู่ในบันทึกทางการเงิน
ของสถาบันการเงินหรือของบริษัทผู้ออกบัตรตามที่ก าหนด
ไว้ในมาตรา 1602 (n) ของบรรพที่ 15 (Title 15) หรือที่มี
อยู่ในแฟ้มของผู้บริโภคในการรายงานหน่วยงานคุ้มครอง
ผู้บริโภค ซึ่งมีการก าหนดไว้ในรัฐบัญญัติการรายงานเครดิต

                                                           
วารสารสุโขทยัธรรมาธิราช ปีที ่30 ฉบบัที่ 1 มกราคม – มิถุนายน 
2560 หน้า 5-20 
10 เว็บไซด์คณะนิติศาสตร์ มหาวิทยาลัยคอร์แนล 
https://www.law.cornell.edu/uscode/text/18/1030 สืบค้น
เมื่อวันที่ 10 สิงหาคม พ.ศ. 2561 
11 รัฐบัญญัติเกี่ยวกับการฉ้อโกงโดยบัตรเครดิต ค.ศ. 1984 (The 
credit card fraud act 1984) มาตรา 1029 (e) (5) บัญญัติว่า the 
term “traffic” means transfer, or otherwise dispose of, 

ที่ เ ป็ น ธ ร รม  (the Fair Credit Reporting Act, Title 15 
USC section 1681 et seq.) 
  ( B)  ข้ อ มู ล จ า กห น่ ว ย ง าน ใดหรื อ
หน่วยงานของประเทศสหรัฐอเมริกา หรือ 
  (C) ข้อมูลจากคอมพิวเตอร์เครื่องใด ๆ 
ที่ได้รับการคุ้มครอง 
 อนุมาตราย่อย (4) รู้อยู่แล้วและมีเจตนาที่จะ
ฉ้อโกง เข้าถึงระบบคอมพิวเตอร์ที่มีการป้องกันการเข้าถึง
โดยปราศจากอ านาจหรือเกินขอบอ านาจ และด้วยวิธีการ
เช่นว่านั้นการกระท าดังกล่าวมีเจตนาฉ้อโกง และได้รับสิ่งใด 
ๆ ที่มีมูลค่าไป เว้นแต่วัตถุประสงค์ของการฉ้อโกงและสิ่งที่
ได้มานั้นเป็นเพียงเพื่อการใช้งานคอมพิวเตอร์และมูลค่าการ
ใช้งานดังกล่าวไม่เกิน 5,000 ดอลล่าห์สหรัฐอเมริกาในช่วง
ระยะเวลา 1 ปี 
 อนุมาตราย่อย (6) รู้อยู่แล้วและมีเจตนาที่จะ
ฉ้อโกง ลักลอบค้า (ตามที่ระบุไว้ในมาตรา 1029)11 รหัสผา่น 
(password) หรือข้อมูลที่คล้ายคลึงกัน ซึ่งใช้ส าหรับการ
เข้าถึงระบบคอมพิวเตอร์โดยปราศจากอ านาจ ถ้า.. 

(A) การค้าดังกล่าวมีผลกระทบต่อ
การค้าระหว่างมลรัฐหรือระหว่างประเทศ หรือ 

(B) ระบบคอมพิวเตอร์ดังกล่าวถูกใช้
โดยหรือส าหรับรัฐบาลของประเทศสหรัฐอเมริกา 
 จากบทบัญญัติของรัฐบัญญัติเกี่ยวกับการฉ้อโกง
ทางคอมพิวเตอร์และการท าละเมิด ค.ศ. 1986 (Computer 
Fraud and Abuse Act 1986) เมื่อวิเคราะห์ปรับให้เข้ากับ
บทบัญญัติของกฎหมายไทยตามพระราชบัญญัติว่าด้วยการ
กระท าผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ. 2550 การแก้ไข
เพิ่มเติมสามารถเพิ่มบทบัญญัติขึ้นใหม่ 2 ฐานความผิด ด้วย
การบัญญัติเพิ่มขึ้นหนึ่งมาตราให้มีสองวรรค ซึ่งแก้ไข

to another, or obtain control of with intent to transfer 
or dispose of  เว็บไซด์คณะนิติศาสตร์ มหาวิทยาลยัคอร์แนล  
https://www.law.cornell.edu/uscode/text/18/1029 and เว็บ
ไซด์ส านักพิมพ์รัฐบาลกลางสหรัฐอเมริกา 
https://www.gpo.gov/fdsys/granule/USCODE-2011-
title18/USCODE-2011-title18-partI-chap47-sec1029 สืบค้น
เมื่อวันที่ 10 สิงหาคม 2561 
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เ พิ่ ม เ ติ ม ด้ ว ย ก า ร ใ ห้ มี ค ว า ม ผิ ด ฐ า น  “ ส า เ น า
ข้อมูลคอมพิวเตอร์ของผู้อื่นไปโดยมิชอบ” กับความผิด
ฐาน “ได้รับข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ โดยรู้
ว่าข้อมูลคอมพิวเตอร์ได้มาจากการกระท าความผิดฐาน
ส าเนาข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ” โดยบัญญตัิ
แก้ไขเพิ่มเติมพระราชบัญญัติว่าด้วยการกระท าความผิด
เกี่ยวกับคอมพิวเตอร์ พ.ศ. 2550 เพิ่มมาตรา 14/1 ด้วยการ
มีสองวรรค  
 
บทสรุป 

ข้อค้นพบตามวัตถุประสงค์ข้อ 1.ลักษณะและ
ประเภทของข้อมูลคอมพิวเตอร์มีดังนี้   ข้อมูล ข้อ ความ 
ค าสั่ ง  ชุดค าสั่ ง  หรื อสิ่ งอื่ น ใดบรรดาที่ อยู่ ในระบบ
คอมพิวเตอร์ในสภาพที่ระบบคอมพิวเตอร์อาจประมวลผล
ได้ และให้หมายความรวมถึงข้อมูลอิเล็กทรอนิกส์ตาม
กฎหมายว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ด้วย ส่วนการ
โจรกรรมข้อมูล หมายถึง ลักษณะแห่งการกระท าส าเนา
ข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ ซึ่งอาจท าโดยการ
เจาะระบบ (hack) โดยมิชอบ หรือเข้าถึงข้อมูลคอมพิวเตอร์
โดยชอบ แต่ส าเนาไปโดยมิชอบ หรืออาจเป็นการได้ไปด้วย
วิธีสามัญ เช่น เห็นหน้าจอมอนิเตอร์คอมพิวเตอร์  หรือ
สมาร์ทโฟน และจดจ าไป เป็นต้น  

ข้อค้นพบตามวัตถุประสงค์ข้อ 2.อุปสรรคคือไม่มี
กฎหมายอาญาคุ้มครองข้อมูลคอมพิวเตอร์ในฐานะวัตถุแห่ง
ก า ร ก ร ะ ท า จ า ก ปั ญ ห า ก า ร โ จ ร ก ร ร ม ห รื อ ส า เ น า
ข้อมูลคอมพิวเตอร์  

ข้อค้นพบตามวัตถุประสงค์ข้อ 3.ข้อเสนอแนะต้อง
แก้ไขเพิ่มเติมพระราชบัญญัติว่าด้วยการกระท าผิดเกี่ยวกับ
คอมพิวเตอร์ พ.ศ. 2550 โดยก าหนดให้มีความผิดฐาน
ส าเนาข้อมูลคอมพิวเตอร์ของผู้อื่นไปโดยมิชอบ และ
ความผิดฐานได้รับข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ 

โดยรู้ว่าข้อมูลคอมพิวเตอร์ได้มาจากการกระท าความผิด
ฐานส าเนาข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ 
 
ข้อเสนอแนะ 
 ข้อเสนอแนะต้องแก้ไขเพิ่มเติมพระราชบัญญัติว่า
ด้วยการกระท าผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ. 2550 โดย
ก าหนดให้มีความผิดฐาน “ส าเนาข้อมูลคอมพิวเตอร์ของ
ผู้ อื่ น ไ ป โ ด ย มิ ช อ บ ”  แ ล ะ ค ว า ม ผิ ด ฐ า น  “ ไ ด้ รั บ
ข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ” กล่าวคือ ได้รับ
ข้ อ มู ล ค อม พิ ว เ ตอ ร์ ข อ ง ผู้ อื่ น โ ด ยมิ ช อบ  โ ด ย รู้ ว่ า
ข้อมูลคอมพิวเตอร์ได้มาจากการกระท าความผิดฐานส าเนา
ข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ ดังนี้  

“ผู้ใดส าเนาข้อมูลคอมพิวเตอร์ของผู้อื่นไปโดยมิ
ชอบ โดยประการที่น่าจะท าให้ ผู้อื่นหรือประชาชน
เสียหาย ต้องระวางโทษ…..”  

“ผู้ใดได้รับข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิ
ชอบ โดยรู้อยู่ว่าข้อมูลคอมพิวเตอร์นั้นได้มาจากการ
กระท าความผิดตามวรรคหนึ่ง ต้องระวางโทษ.....” 

 การแก้ไขเพิ่มเติมให้มีมาตรา 14/1 ดังกล่าว
ข้างต้นนอกจากการคุ้มครองข้อมูลจากการโจรกรรม หรือ
ส าเนาข้อมูลคอมพิวเตอร์ทั้ง 3 รูปแบบ ไม่ว่าด้วยการเจาะ
ระบบ หรือที่เรียกกันว่าแฮ็ก (hack) หรือโจรกรรมหรือ
ส าเนาข้อมูลคอมพิวเตอร์ไปโดยเข้าถึงระบบคอมพิวเตอร์ 
หรืออุปกรณ์ที่ใช้เก็บข้อมูลคอมพิวเตอร์ ทั้งการเข้าถึงโดยมี
สิทธิ และการเข้าถึงโดยไม่มีสทิธิ รวมถึงโจรกรรมหรือส าเนา
ข้อมูลคอมพิวเตอร์ไปโดยวิธีสามัญ และน าไปพิมพ์หรือ
น าเข้าสู่ระบบคอมพิวเตอร์ไปจ าหน่ายจ่ายแจกต่อ  
 ปัญหานี้จะได้รับการแก้ไขลงได้ด้วยการแก้ไข
เพิ่มเติม พระราชบัญญัติว่าด้วยการกระท าความผิดเกี่ยวกับ
คอมพิวเตอร์ พ.ศ. 2550 โดยเพิ่มมาตรา 14/1 
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